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# 1. Indledende problembeskrivelse

Med internettet er mennesker blevet introduceret til en helt ny online verden. Internettet er et fantastisk medie til informationsspredning. Denne informationsspredning kan udgøre en udfordring for menneskers ret til privatliv.

I takt med at mulighederne på internettet bliver større og større, og mennesker deler flere og flere oplysninger, er der et øget behov for at gøre opmærksom på de udfordringer, der opstår, når den lovgivning, som hidtil hovedsagligt har reguleret den fysiske verden, nu også skal regulere handlinger og adfærd online, hvor brugerne selv i høj grad bidrager med informationer om sig selv og andre.

Et af de meget populære fænomener på internettet er de sociale netværk. Et socialt netværk er et mødested på nettet, som er karakteriseret ved at indeholde en kommunikations-platform, som brugerne kan tilmelde sig og/eller danne netværk af ligesindede. Brugerne opfordres ved tilmeldingen til at udlevere personoplysninger med det formål at danne en profil. Derudover leverer det sociale netværk værktøjer, som gør brugerne i stand til at lægge deres eget materiale – og andres – på deres profil. Dette materiale kan bestå af blandt andet dagsbogslignende optegnelser, billeder, videoklip og links til andre websteder.

De sociale netværk kan enten rette sig mod enhver eller mod særlige grupper.

Facebook er det største og mest udbredte af de sociale netværk, der retter sig mod enhver. I september 2012 rundede Facebook 1 milliard brugere på verdensplan. Ca. 3 millioner af disse brugere er oprettet i Danmark. På grund af sin form og sit meget store antal brugere, bliver der på Facebook opbevaret og behandlet meget store mængder persondata.[[1]](#footnote-1) Dette gør Facebook persondataretligt interessant.

Facebook blev oprindeligt oprettet af idealistiske årsager på baggrund af et ønske om at gøre kommunikationen mennesker imellem mere åben og gennemsigtig, samt at skabe en større følelse af forbundenhed mellem mennesker i hele verden.[[2]](#footnote-2) Facebook er sekundært blevet til en meget indbringende forretning, idet tjenesten tjener penge på at videregive anonyme personoplysninger fra profilerne til annoncører.

På internettet generelt, men på de sociale netværkstjenester – herunder Facebook - i særdeleshed, er personoplysninger blevet en ressource – en vare. Personoplysninger omtales sågar som ”nutidens møntfod”.[[3]](#footnote-3)

Brugerne lægger store mængder oplysninger om dem selv, og deres præferencer på profilen. Disse oplysninger udgør et solidt fundament for målrettet markedsføring.

Privathed er en menneskeret, som lovgivningen medvirker til at beskytte. I Danmark er beskyttelse af privathed og personoplysninger reguleret i Lov om behandling af personoplysninger.[[4]](#footnote-4) I denne lov er udgangspunktet, at ethvert menneske har ret til at være privat og have et privatliv uden indblanden fra andre. Hvad der udgør en persons privatliv kan ikke defineres entydigt, og der er derfor forskel på, hvornår en person vil føle sit privatliv krænket. Ethvert menneske har ret til integritet, som er den urørlighedszone - det område af menneskets liv, som det alene har adgang til, og som det selv bestemmer over.[[5]](#footnote-5)

Bevægelsen fra at betragte personoplysninger som det, det er i lovgivningen – en beskyttelsesværdig oplysning - og til at betragte personoplysninger som en vare, således som det bliver på sociale netværk, er utrolig stor. Der er tale om to væsensforskellige måder at betragte det samme begreb på. Denne forskel kan ikke andet end at udmønte sig i betydelige sammenstød.

Holdningen til at tillade behandling af personoplysninger på sociale netværker befinder sig i et spænd mellem to yderpunkter:

På den ene fløj – typisk bestående af personer med specialviden om persondataret og forkæmpere for forbrugerrettigheder – er holdningen, at det er for høj en pris, at skulle betale med sit privatliv for deltagelse på et socialt netværk.[[6]](#footnote-6) Dem, som befinder sig på denne fløj, mener, at der er store databeskyttelsesrisici for brugerne i form af mangel på gennemsigtighed, mangel på bevidsthed om hvilke behandlinger der foretages af ens personlige oplysninger og mangel på et meningsfuldt samtykke før behandlingen iværksættes.[[7]](#footnote-7)

På den anden fløj – typisk bestående af forretningsfolk og ledere inden for IT-virksomheder - er holdningen, at man på bagrund af den teknologiske udvikling lige så godt kan frasige sig retten til privatlivsbeskyttelse, som vi kender det. Gennemsigtighed og åbenhed er et natuligt – og uundgåeligt led i den teknologiske udvikling, som gennemløbes i dag.[[8]](#footnote-8)

Imellem disse fløje befinder den almindelige bruger af Facebook sig. Blandt disse er privatheden under udvikling. Der er en tendens i retning mod, at ønsket om privathed nedbrydes, og at der deles flere – og mere følsomme personoplysninger. Denne tendens kaldes ”The Privacy Paradox”. Paradokset består i forholdet mellem, på den ene side den enkeltes intentioner om at tilbageholde personlige oplysninger og på den anden side deres faktiske handlinger.[[9]](#footnote-9) Derudover viser flere undersøgelser, at brugeren samtykker til behandling af deres personoplysninger uden kendskab til, på hvilke forhold det sker. Privatlivspolitikker bliver sjældent gennemlæst, da de er for svære at forstå, tager for lang tid at læse og ofte leder til den opfattelse, at persondata bliver beskyttet.[[10]](#footnote-10)

Uagtet hvilken fløj man tilhører, og hvilke holdninger man har til beskyttelse af persondata i relation til oprettelse af en profil på Facebook, er der i Danmark en nugældende ”Lov om behandling af personoplysninger”, som skal følges. Et af hovedprincipperne i denne lov er, at der kun må finde behandling af personoplysninger sted, som legalt er funderet i loven. Det legale grundlag for behandling af personoplysninger på Facebook er et samtykke til Facebooks privatlivspolitik, som indhentes fra brugeren ved oprettelse af en profil.

I dette speciale undersøges en af de mange persondataretlige problematikker, som er knyttet til brugen af sociale netværk - anvendelsen af samtykket som grundlag for behandling af personoplysninger på Facebook. Emnet er relevant, og relevansen vil med overvejende sandsynlighed øges i takt med de sociale netværks ekspansion.

Ovenstående indledende problembeskrivelse leder frem til følgende problemformulering.

## 1.2 Problemformulering

**Hvilke juridiske udfordringer opstår, når persondatalovens krav til et gyldigt samtykke møder Facebooks privatlivspolitik?**

## 1.3 Afgrænsning

Der er mange måder hvorpå, man kan få indsigt i personlige oplysninger – samtykket er interessant i dette speciale, idet samtykke til behandling af personoplysninger er den mest almindelige måde, at andre end profilejeren selv kan tilgå de oplysninger, som ligger på profilen. I dette speciale behandles ikke andre former for behandlingsgrundlag, selvom disse forefindes i særlige tilfælde.

Det er ikke kun fysiske personer, som kan oprette en profil på Facebook, virksomheder har samme mulighed. Dette speciale vedrører alene fysiske personers oprettelse af profiler, og det vil således ikke berøre de specielle forhold, som kan komme på tale ved juridiske personers oprettelse af en profil.

## 1.3 Metode og opbygning

**Metoden** til granskning af problemformuleringen er en retsdogmatisk analyse af hovedsagelig den danske lovgivning og retspraksis, som dækker området. Den retsdogmatiske metode er en sprogligt funderet analyserende metode, der fortolker og systematiserer materialet på et retligt område Den retsdogmatiske metode har dermed til formål at beskrive gældende ret. Retskilderne er ofte skrevet i formuleringer, som er åbne for fortolkning, hvorfor retsdogmatikerens mål er at beskrive meningsindholdet i gældende ret. Som led i den retsdogmatiske metode, sker der en analyse og systematisering af retskilderne, som kan få retskildemæssig betydning.[[11]](#footnote-11)

For at kunne beskrive gældende ret på et IT-retligt område er det af afgørende betydning, at der forud for det juridiske faktum forligger en IT-teknisk beskrivelse, som danner baggrund for en generel forståelse for det retlige område, som ønskes beskrevet.[[12]](#footnote-12) En sådan beskrivelse falder uden for en klassisk retsdogmatisk tilgang, men vurderes i dette speciale nødvendig for at forstå strukturen, organiseringen og opbygningen af Facebook, samt for at kunne forstå, hvordan oplysninger i Facebook tilgår – og kan hentes fra det sociale netværk.

Afslutningsvis foretages en perspektivering, som har et retspolitisk sigte. Inden for den retspolitiske metode er hensigten ikke blot at beskrive, men også at vurdere, om den bestående retslige virkelighed er tilfredsstillende, eller om der er behov for forandringer i den gældende lovgivning og retspraksis. Retssætninger og retslige principper kan have betydning over meget lang tid, men da dominerende værdier i samfundet ændrer sig, er den gældende lovgivnings fortolkninger og anvendelsesmuligheder ikke statiske. Den dynamik som kræves af lovgivningen, således at den modsvarer aktuelle samfundsmæssige behov, foregår ved at love fjernes eller nye skabes, eller ved at lovenes fortolkning og mening forandres.[[13]](#footnote-13)

**Kilderne** til belysning af dette speciales problemformulering er hovedsagelig:

* Lov om behandling af personoplysninger (429 af 31/05/2000) (fremover: persondataloven) med tilhørende betænkning, forarbejder, bekendtgørelser og vejledninger.
* Grundlaget for persondataloven - Direktiv om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger og om fri udveksling af sådanne oplysninger (95/46/EF af 24/10/1995) (Fremover: databeskyttelsesdirektivet) - vil blive inddraget, idet omfang det tjener til uddybning og nuancering af analysen af persondataloven.
* Flere af Art. 29-gruppens[[14]](#footnote-14) dokumenter anvendes til fordybelse i begreber som findes i databeskyttelsesdirektivet – hvilke kan genfindes i persondataloven.
* Datatilsynets administrative praksis[[15]](#footnote-15), Folketingets Ombudsmands-praksis samt enkelte afgørelser fra de danske domstole og EU-Domstolen inddrages.
* Endeligt anvendes juridisk litteratur, som beskriver det retlige område.

Der tilstræbes generelt anvendelse af den nyeste litteratur på området, idet der henvises til den hastige udvikling på området. Forekommer der ældre kilder skyldes dette manglende tilgang af nyere kilder af samme kvalitet.

Mange af de danske bøger og artikler, som er anvendt, er helt eller delvist forfattet af professor og dr. jur. Peter Blume. På baggrund heraf er der en risiko for en mere snæver analyse af problemformuleringen, end hvis der havde været flere danske specialister inden for persondataretten, som kunne give deres fortolkningsbidrag.

**Opbygningen** af specialet vil i det efterfølgende blive struktureret således, at der indledningsvis introduceres generelt til Facebook. Dernæst følger en gennemgang af udvalgte principper og definitioner fra persondataloven. Denne gennemgang danner det nødvendige fundament for den efterfølgende analyse af samtykket efter persondataloven.

Løbende inddrages Datatilsynets administrative praksis samt afgørelser fra de danske domstole og EU-Domstolen, hvor disse tjener til illustration af spændvidden og begrænsningerne i lovgivningen. Derudover vil Facebooks privatlivspolitik løbende blive inddraget, hvor det skønnes relevant. Således sker der en bevægelse fra en beskrivelse af den generelt gældende ret til en anvendelse af gældende regler i relation til det samtykke, som brugeren giver til Facebook.

I konklusionen opsummeres på, hvilke juridiske udfordringer der opstår, når persondatalovens krav til et gyldigt samtykke møder Facebooks privatlivspolitik

Afslutningsvis foretages en perspektivering.

# 2. Facebook

Som anført i de metodiske overvejelser er det af afgørende betydning for beskrivelsen af gældende ret på et IT-område, at der er en praktisk forståelse for det retlige felt, som ønskes beskrevet. I det nedenstående følger en sådan teknisk/praktisk gennemgang af den kontekst, der omgiver anvendelsen af Facebook, samt en beskrivelse af Facebooks privatlivspolitik..

## 2.1 Opbygning og informationsstrømme

Facebook er teknisk opbygget ved hjælp af en IT-arkitektur, som kaldes ”The Facebook Platform”. Platformen er et sæt af tjenester, udviklingsværktøjer og API’er[[16]](#footnote-16), som gør det muligt for applikations[[17]](#footnote-17)udviklere og websiteoperatører at hente data fra - og overføre data til Facebook på baggrund af en integration mellem Facebook og applikationen eller websitet.[[18]](#footnote-18)

En del af platformen er Facebooks ”sociale tilføjelsesprogrammer”. Disse programmer består af knapper, bokse og historier, f.eks. knappen ”Synes godt om”, som andre websites kan bruge til at præsentere Facebook-indhold for brugeren med det formål at give denne *”… en mere social og personlig brugeroplevelse”*. Selvom brugeren ser disse knapper, bokse og historier på andre sites, kommer indholdet direkte fra Facebook.[[19]](#footnote-19)

De muligheder for indsigt i brugernes oplysninger, som platformen giver, kalder Facebook ”Open Graph”. Ordet ”graph” – på dansk graf – henviser til linjen mellem to punkter. I Facebook-sammenhæng henviser grafen til ”social graph”, som er en betegnelse, for alle de linjer der opstår, når brugere af Facebook har kontakter med mennesker, som de kender. Det kan være offentlige personer, tjenesteydelser, produkter de kan lide med mere.[[20]](#footnote-20) Facebooks ”Open Graph” er åben for alle – private som virksomheder, der måtte ønske adgang til oplysningerne.

## 2.2 Når en person opretter en profil på Facebook

Når en person opretter en profil på Facebook, skal denne indtaste sit navn, fødselsdato, køn, e-mail-adresse og en adgangskode i formularen på [www.facebook.dk](http://www.facebook.dk), således som det fremgår af nedenstående illustration:



Ved at klikke på knappen ”Opret profil” accepterer brugeren Facebooks vilkår, herunder erklærer brugeren at have læst de tre dokumenter ”Vilkår”, ”Politik for brug af data” og ”brug af cookies”. Disse tre dokumenter, som samlet udgør Facebooks Privatlivspolitik, vil blive gennemgået i hovedtræk nedenfor:

## 2.3 Facebooks Privatlivspolitik

Facebooks Privatlivs politik er ikke lov men ”soft law”. Det, som samtykkes til ved oprettelsen af en profil på Facebook, er aftalevilkår, der regulerer det privatretlige forhold mellem Facebook og dets brugere. Vilkårene har ingen retsvirkning overfor andre end de to parter. Retligt har privatlivspolitikken derfor kun begrænset betydning i lande med en udbygget persondatalovgivning så som Danmark. Dog er de privatlivspolitikker, som giver bedre rettigheder end de, som følger af lovgivningen, bindende, i den forstand, at brugeren kan støtte ret på den.[[21]](#footnote-21)

Under de nedenstående overskrifter følger en opsummerende gennemgang af de 3 dokumenter, som tilsammen udgør kernen i Facebooks privatlivspolitik.

**”Vilkår” – Erklæring om rettigheder og ansvar[[22]](#footnote-22)**

I dette dokument beskrives det ansvar og de rettigheder, som regulerer Facebooks, brugernes og tredjepersoners handlinger i - og på Facebook. Dokumentet er opdelt i 19 punkter.

Det fremgår indledningsvist, at erklæringen opdateres ”fra tid til anden”. Der henvises til ”punkt 14” i dokumentet, hvor det uddybes, at hvis man som bruger ønsker at blive gjort opmærksom på disse ændringer, skal man gå ind på siden ”Facebooks Sitestyring” og der klikke på ”Synes godt om”.[[23]](#footnote-23) I den sammenhæng er det tankevækkende, at der den 8. marts 2013 var 2.737.161 personer som ”Synes godt om” sitet. Da der er over 1.000.000.000 brugere på Facebook, er der kun 0,3 % af alle brugere, der bliver gjort opmærksomme på ændringer i erklæringen. Dette vil omvendt sige, at 99,7 % af Facebooks brugere bliver ikke bekendt med ændringer i erklæringen, og anvender som følge deraf Facebook uden at være bekendt med, på hvilke vilkår anvendelsen foregår. Deres fortsatte brug af Facebook er efter erklæringens ”punkt 14, 3” udtryk for brugerens accept af de ændrede vilkår.

Der henvises i ”punkt 1” til dokumentet ”Politik for brug af data” for en beskrivelse af, hvorledes brugeren kan foretage begrænsende privatlivsindstillinger.

I ”punkt 2” beskrives deling af indhold og oplysninger. Der indledes med at slå fast, at brugeren ejer det indhold og de oplysninger, som slås op på Facebook. Vedrørende det indhold, som beskyttes af immaterielle ejendomsrettigheder, herunder billeder og videoer, giver brugeren specifikt følgende tilladelse *”… en ikke-eksklusiv, overdragelig, videre-licenserbar, royaltyfri, verdensomspændende licens til at bruge ethvert IP-indhold, som du slår op på eller i forbindelse med Facebook (IP-licens)”*. Der må i denne sammenhæng være tale om en form for ”evig brugsret”. Det uddybes ikke yderligere, hvad Facebook skal bruge IP-indholdet til.

Denne ret ophører først på det tidspunkt, hvor indholdet eller kontoen slettes, medmindre brugerens indhold er blevet delt med andre, og de ikke har slettet det. Fjernet indhold kan forblive i backupkopier i en ”rimelig tidsperiode” hos Facebook, men vil ikke være tilgængeligt for andre. Hvad formålet er med denne opbevaring uddybes ikke yderligere.

Hvis applikationer anvendes, skal brugerens privatlivsindstillinger respekteres, men det er aftalen med applikationen, som bestemmer, hvordan den kan bruge, gemme og videregive indhold og oplysninger. I denne situation har Facebook intet ansvar.

I ”punkt 4” beskrives tilmelding og kontosikkerhed, herunder at Facebook-brugere skal oplyse deres rigtige navne og oplysninger. Der må derfor ikke oprettes kontoer for andre end den pågældende selv. Derudover pointeres, at Facebook ikke må anvendes af børn under 13 år.

Under ”punkt 5” fremgår blandt andet, at hvis en bruger indsamler oplysninger fra andre brugere, skal denne få de øvriges samtykke, gøre det klart, at det er brugeren (og ikke Facebook), der indsamler deres oplysninger, og slå en politik for beskyttelse af personlige oplysninger op, som forklarer, hvilke oplysninger der indsamles, og hvordan disse vil blive brugt. ”Indsamling” er ikke et af de ord, der defineres yderligere under erklæringens definitioner i ”punkt 18”. Det er derfor uklart, hvad Facebook mener med ordet. Indsamles der, når en bruger blot ser på andre profiler og bruger deres indhold, eller skal der være tale om en handling af mere systematisk karakter?

Under ”punkt 6” er beskrevet et yderligere samtykke, idet brugeren samtykker til – og giver alle de nødvendige rettigheder, for at brugerne skal kunne synkronisere f.eks. deres mobiltelefoner via en applikation, med enhver oplysning, der er synlig for dem på Facebook. Det beskrives ikke yderligere, hvad der forstås ved ”nødvendige rettigheder”.

Under ”punkt 17” er der angivet særlige betingelser, som gælder for brugere uden for USA. Ved at samtykke til oprettelsen af en profil, accepterer brugeren, at dennes personlige oplysninger bliver overført til og behandlet i USA. Det angives ikke yderligere, hvilken betydning et sådant samtykke har.

Løbende i erklæringen bliver der henvist til de øvrige to dokumenter samt afslutningsvist henvises til 10 forskellige links, hvor brugeren kan læse uddybende om de emner, som er nævnt i erklæringen. Den fulde forståelse af de tre dokumenter - samt øvrige links - forudsætter en forståelse for indholdet af alle dokumenter. Dette forhold øger kompleksiteten af den samlede privatlivspolitik.

**”Politik for brug af data” i Facebook[[24]](#footnote-24)**

Dette dokument er det største af de tre dokumenter, som brugeren eksplicit samtykker til indholdet af ved oprettelse af en profil på Facebook. Dokumentet er opdelt i 6 hovedpunkter.

I ”punkt 1” beskrives de oplysninger Facebook modtager - og måden hvorpå disse anvendes.

Ifølge Facebooks privatlivspolitik behandles brugerens navn, profilbilleder, coverbilleder, køn, netværk, brugernavn og bruger-id altid som offentlige oplysninger.

Hvad der skal forstås ved ”offentlig” søger Facebook selv at afklare ved at beskrive det som de oplysninger, som altid er offentlige, samt de oplysninger brugeren selv ”vælger” at gøre offentlige ved ikke at afgrænse modtagerkredsen i brugerindstillingerne. Facebook beskriver det som oplysninger, der kan ses af alle, herunder også af personer uden for Facebook. Der er ikke fuldstændig overensstemmelse mellem Facebooks definition på og anvendelse af ordet offentlig, idet det i et af de links, der henvises til, beskrives, at *”.. navn, profilbillede, køn, brugernavn….er offentligt tilgængeligt på Facebook…”* [[25]](#footnote-25)

Det er ikke klart, om der er tale om en inkongruens i Facebooks definition og anvendelse af ordet ”offentlig” eller om der er tale om, at ”offentlig” *både* betyder ”offentlig for alle, også uden for Facebook” *og* ”offentlig i Facebook”.

I nogle situationer er det ikke muligt at vælge offentliggørelse fra. Det gælder eksempelvis ved brug af et socialt tilføjelsesprogram så som ”Synes godt om” og ved kommentering af en nyhed.

Ud over de offentlige oplysninger modtager Facebook også oplysninger om den enkelte bruger, når andre deler oplysninger om denne. Derudover modtager Facebook oplysninger fra den enhed, som brugeren anvender til at tilgå Facebook herunder *”… muligvis din IP-adresse og andre oplysninger…”*, samt når en bruger anvender et spil eller en applikation, besøger et website, som bruger [Facebook-platformen](http://www.facebook.com/full_data_use_policy#aboutplatform), eller besøger et site med en Facebook-funktion, eksempelvis et [socialt tilføjelsesprogram](http://www.facebook.com/full_data_use_policy#socialplugins), og *”somme tider”* gennem [cookies](http://www.facebook.com/full_data_use_policy#cookies). Oplysningerne dato og klokkeslæt, den webadresse eller URL, du besøger, tekniske oplysninger om din IP-adresse mm. samt hvis brugeren er logget på Facebook, modtages oplysninger om bruger-id’et.

De oplysninger, som Facebook modtager om brugeren, bruges ifølge Facebook i forbindelse med de tjenester og funktioner, som leveres til brugeren og andre brugere, eksempelvis dennes venner, Facebooks partnere, de annoncører, som køber annoncer på sitet, og udviklerne bag de spil, applikationer og websites, som brugeren benytter sig af. Facebook understreger at have ret til at gøre dette, idet der via samtykket til oprettelsen af profilen er sagt ja til, at det foregår, som beskrevet i nærværende dokument.

Når Facebook modtager brugerens GPS-position, sammenholdes denne med andre stedoplysninger, som Facebook har om brugeren, eksemplevis den aktuelle by. Oplysningen opbevares, indtil Facebook *” ikke længere skal bruge den”* til at levere tjenester til brugeren.

En Facebook-profil kan deaktiveres eller slettes. Ved deaktivering sættes profilen på pause, men der slettes ingen oplysninger. Når en konto slettes, fjernes den permanent fra Facebook. Det tager typisk en måned at slette en konto, men nogle oplysninger gemmes muligvis i sikkerhedskopier og logfiler i op til 90 dage herefter. Nogle af de ting, som brugeren foretager sig på Facebook, bliver ikke gemt på brugerens profil. Dette gælder eksempelvis opslag i en gruppe eller afsendelse af en besked til nogen. Disse oplysninger findes stadig, efter at brugeren har slettet sin profil.

Under ”punkt 2” beskrives den situation, hvor der deles noget om brugeren eller der søges på denne.

Når en profil åbnes er den standardindstillet til at være åben som minimum i Facebook. Hvis en bruger ønsker at begrænse adgangen til profilen, eller til hvad der kan søges på, skal der aktivet foretages ”begrænsende ændringer” i brugerindstillingerne. Brugeren har tre muligheder: offentliggørelse, deling med venner eller tilpasset en målgruppe.

Når en bruger kommenterer på en andens historie eller anvender sociale tilføjelsesprogrammer er det den person, som har skrevet historien, som bestemmer, hvor offentlig den skal være.

Under ”punkt 3” beskrives de muligheder der er for at dele oplysninger med websites og applikationer. Alle applikationer og websites oprettes og vedligeholdes af andre virksomheder og udviklere, som ikke er en del af – og heller ikke kontrolleres af Facebook. Derfor kræver anvendelse af disse, at brugeren skal læse deres vilkår for tjenesten samt deres politikker for beskyttelse af personlige oplysninger. Først derefter har brugeren indblik i, hvordan disse websites og apps behandler brugerens data.

Sociale tilføjelsesprogrammer fungerer nogle gange på samme måde som applikationer. Websites, som bruger sociale tilføjelsesprogrammer, er ”*nogle gange*” informeret om en brugers aktivitet i det sociale tilføjelsesprogram. Eksempelvis kan et website vide, at en bruger har klikket på knappen ”Synes godt om” i et socialt tilføjelsesprogram. Facebook modtager data, når en bruger besøger et website med et socialt tilføjelsesprogram. Disse data opbevares i op til maksimalt 90 dage.

Punkt 6 kaldes ”Andet, du bør vide”. Under dette punkt gemmer sig mere overordnede oplysninger af betydning for anvendelsen af Facebook.

Facebook overholder bestemmelserne i amerikansk-europæiske Safe Harbor-samarbejde, således som det er angivet af det amerikanske handelsministerium.[[26]](#footnote-26)

Hvis en person med en profil på Facebook dør, kan profilen muligvis omdannes til et mindemærke. Kun hvis der foretages en formel anmodning, som opfylder ”*bestemte kriterier”* kan profilen lukkes.

**”Brug af cookies” i Facebook[[27]](#footnote-27)**

En cookie er en lille fil, som gemmes i brugerens browser af et website, en applikation eller af en annonce, som brugeren får vist. Facebook bruger cookies og skriver, at det er med det formål at give brugerne en bedre, hurtigere og mere tryg oplevelse.

I beskrivelsen fremgår det, at anvendelsen af cookies i høj grad handler om personaliseringen af Facebook. I dette ligger blandt andet, at når en bruger logger på Facebook, vises annoncer som er tilpasset denne.

Anvendelsen af cookies betyder, at eventuelle cookies for facebook.com sendes til Facebook, når der åbnes en side på facebook.com. Det betyder også, at disse cookies sendes til Facebook, når en person besøger et tredjepartswebsite, som har forbindelse til facebook.com, eksempelvis via et af de sociale tilføjelsesprogrammer.

I dokumentet er det vagt formuleret, om der bliver eller ikke bliver gemt cookies på brugerens browser. Brugeren kan ”*muligvis*” blokere disse teknologier, men kan herefter måske ikke bruge alle funktioner på Facebook.

Facebook bruger cookies, hvis en person ikke har nogen profil, eller hvis en bruger er logget af sin profil.

Hvis en person ikke har en profil på Facebook, og der er gemt en cookie på denne persons browser, læses den pågældende cookie, når personen besøger et site uden for Facebook, når sitet har et socialt tilføjelsesprogram.

3. Persondataloven

Nedenstående afsnit indeholder en gennemgang af grundlæggende begreber i persondataloven, herunder blandt andet vigtige definitioner og behandlingsprincipper.

Denne gennemgang udgør ikke kernen i specialet, men er et nødvendigt fundament for en tilbundsgående analyse af og forståelse for samtykket i relation til Facebook, som findes i afsnit 4.

I de nedenstående afsnit vil forhold vedrørende Facebook vil løbende blive inddraget.

## 3.1 Indledning – historik og baggrund

I Danmark er den retlige beskyttelse af personoplysninger forankret i persondataloven[[28]](#footnote-28), som blev vedtaget i år 2000. Lovgivningen erstattede de tidligere gældende registerlove, og var samtidig en implementering af databeskyttelsesdirektivet [[29]](#footnote-29) i dansk lovgivning.

I forholdet mellem EU-retten og national ret, har fællesskabsretten forrang i forhold til national ret, hvilket blev slået fast allerede i C-6/64 Costa vs. ENEL.[[30]](#footnote-30) Ved fortolkningsspørgsmål relateret til persondataloven, skal tolkningen ske i overensstemmelse med principper i databeskyttelsesdirektivet - direktivkonformt.[[31]](#footnote-31)

Ud over baggrunden i databeskyttelsesdirektivet har den europæiske menneskeret afsmittede virkning på persondataloven. Dette gælder i særdeleshed EMRK art. 8 som påpeger personers ret til respekt for privat- og familieliv, samt Den Europæiske Unions Charter om Grundlæggende Rettigheders[[32]](#footnote-32) [[33]](#footnote-33) art. 8, som beskriver beskyttelse af personoplysninger som en grundlæggende frihed. Fællesskabsretten respekterer de grundrettigheder, som kommer til udtryk i EMRK.[[34]](#footnote-34)

Persondataloven er en generel og almen lov, som gælder både for private og offentlige myndigheder. Persondataloven gælder, hvor ingen mere specialiseret lovgivning gælder. Persondataloven viger for anden lovgivning, som giver bedre rettigheder vedrørende behandling af personoplysninger, jf. persondataloven § 2, stk. 1.[[35]](#footnote-35)

## 3.2 Formål

Persondataloven indeholder ingen specifik formålsbestemmelse. I bemærkningerne til loven anføres det, at lovforslaget *både* har til formål at gennemføre en mere tidssvarende generel lovgivning om behandling af personoplysninger til afløsning af den gældende registerlovgivning *og* at implementere databeskyttelsesdirektivet i dansk lovgivning.

Derudover har loven yderligere det formål at skal sikre et højt persondataretligt beskyttelsesniveau i forhold til den enkelte borger samt at udgøre en fleksibel lovgivning, der på baggrund af den teknologiske udvikling, kan danne rammen om en hensigtsmæssig elektronisk behandling af personoplysninger.[[36]](#footnote-36)

Der skal således ske en afbalancering og en afvejning mellem på den ene side et højt beskyttelsesniveau og på den anden side fleksibilitet i forhold til at kunne udnytte den behandling af personoplysninger, som teknologiens udvikling muliggør. Peter Blume kalder dette for *”… en civiliseret anvendelse af informationsteknologien.”*[[37]](#footnote-37)

Supplerende hertil er der en ekspliciteret formålsbestemmelse i databeskyttelsesdirektivet art. 1, som lyder at ”Me*dlemsstaterne sikrer i overensstemmelse med dette direktiv beskyttelsen af fysiske personers grundlæggende rettigheder og frihedsrettigheder, især retten til privatlivets fred, i forbindelse med behandling af personoplysninger…”*

Med ovenstående formål bemærkes det, at ”retten til privatlivets fred” gives en særstatus, hvilket understøttes i præamblen til direktivet pkt. 10 og 11. Ved den manglende formålsbestemmelse i persondataloven følges databeskyttelsesdirektivets formål, jf. ovenstående beskrevne krav om en direktivkonform tolkning.

Facebook har et ekspliciteret formål: ”*Facebook's mission is to give people the power to share and make the world more open and connected”.* Dette formål går igen i en dansk oversættelse på den danske Facebook hovedside [www.facebook.dk](http://www.facebook.dk) som *”Facebook hjælper dig med at dele og holde forbindelsen ved lige med personerne i dit liv”. [[38]](#footnote-38)* At det netop er det, der er formålet med Facebook, suppleres af en udtalelse af Mark Zuckerberg om, at man med Facebook ønsker at kunne skabe *”… en mere ærlig og gennemsigtig dialog om regeringsførelse, som kan medføre mere magt til folket, mere kontrol med embedsmænd og bedre løsninger på nogle af vor tids største problemer…”.* [[39]](#footnote-39)

Facebooks formål er altså ensidigt, at anvende de teknologiske muligheder for videregivelse af personoplysninger med henblik på mere åben og ærlig dialog. Det forhold, at Facebook ikke har som et formål samtidig at sikre et højt beskyttelsesniveau, medfører en ubalance sammenlignet med den afvejning mellem beskyttelse af personoplysninger og teknologiske muligheder, som finder sted i persondataloven. I et brev fra Facebook, hvori der svares på spørgsmål fra Datatilsynet, uddyber Facebook dog, at Facebook og Datatilsynet deler det fælles mål at sikre brugerne af Facebook et sikkert og privatlivsbeskyttet online miljø, som overholder en europæiske og danske persondatalovgivning.[[40]](#footnote-40) Der er således åbnet op for en opmærksomhed på et højt beskyttelsesniveau. Denne opmærksomhed er dog ikke en del af det ”officielle” formål, men i den kontekst, som det i brevet fremgår i, er det nok nærmere en politisk erklæring eller antagelsen af en ”kommunikativt konfliktnedtrappende attitude”.

## 3.3 Anvendelsesområde

I persondataloven §§ 1-2 angives lovens anvendelsesområde. Af § 1 fremgår hovedreglen, nemlig, at ”*Loven gælder for behandling af personoplysninger, som helt eller delvis foretages ved hjælp af elektronisk databehandling…”*

I forhold til Facebook er der ingen tvivl om, at der foregår en elektronisk behandling af personoplysninger. Således er al den behandling, der finder sted, som hovedregel omfattet af persondatalovens bestemmelser.

Det, der er mere interessant i forhold til anvendelsesområdet, er, om den behandling, der finder sted, falder ind under en af persondatalovens undtagelsesbestemmelser. I forhold hertil er det hovedsagelig relevant at undersøge undtagelsesbestemmelsen i persondatalovens § 2, stk. 3, hvoraf det fremgår, at loven ikke gælder *”… for behandlinger, som en fysisk person foretager med henblik på udøvelse af aktiviteter af rent privat karakter.”*

Sådanne behandlinger kunne eksempelvis være private korrespondancer, adressefortegnelser, elektroniske dagbøger og lignende.[[41]](#footnote-41) Det forudsættes, at der er tale om legitime – lovlige, sædvanlige private aktiviteter.

Det forhold, at en privatperson giver et ubegrænset stort antal personer adgang til egne personoplysninger, eksempelvis ved deltagelse i debatter på internettet, medfører ikke isoleret set, at behandlingen falder uden for undtagelsesbestemmelsen i § 2, stk. 3.[[42]](#footnote-42) Derimod falder det uden for samme undtagelsesbestemmelse, hvis en person uden samtykke videregiver personoplysninger om andre på internettet, hvorved oplysningerne bliver tilgængelige for et ubestemt antal personer, idet der ikke længere er tale om en aktivitet, der indgår i den enkelte borgers privat - og familieliv. En sådan videregivelsessituation er præjudicielt afgjort i C- 101/01 Lindquist, hvor en person blandt andet videregav oplysninger om en kollegas helbredsforhold på en hjemmeside, som var offentligt tilgængelig, uden at have kollegaens samtykke hertil.[[43]](#footnote-43) Det er således væsentligt at sondre imellem, om der sker offentliggørelse af egne eller andres personoplysninger. Samme resultat kom Retten i Hjørring frem til, da en ung mand i 2009 blev idømt 20 dages ubetinget fængsel for overtrædelse af straffeloven § 264d[[44]](#footnote-44), idet han havde lagt en 5,13 minutter lang videooptagelse af et samleje med en tidligere kæreste ud på sin Facebook-profil. I sagen var optagelsen videregivet til ca. 120 venner og derfor umiddelbart en del af undtagelsesbestemmelsen i persondataloven § 2, stk. 3. Da der dog var tale om videregivelse af andres personlige oplysninger uden samtykke, falder situationen udenfor undtagelsesbestemmelsen, idet der ikke længere er tale om en aktivitet, der indgår i den enkelte borgers privat- og familieliv, men andres.[[45]](#footnote-45)

Det kan være svært for den almindelige bruger af Facebook at gennemskue, hvornår dennes brug af det sociale medie falder inden for – eller uden for undtagelses-bestemmelsen.

På en profil på Facebook er det muligt at danne grupper, hvorfor der må differentieres mellem en offentliggørelse til en mindre defineret gruppe, som sandsynligvis er omfattet af undtagelsesbestemmelsen modsat en offentliggørelse på en helt åben profil, hvor der er tale om en ”fuldstændig offentliggørelse”, som ikke er omfattet af undtagelsesbestemmelsen. [[46]](#footnote-46)

Art. 29. gruppen har udtalt, at et stort antal kontakter kan indikere, at der ikke er tale om en aktivitet af privat eller familiemæssig aktivitet. [[47]](#footnote-47) Gruppen uddyber ikke, hvor stort et antal kontakter der skal til, for at en person ikke længere er omfattet af undtagelsesbestemmelsen i § 2, stk. 3.

I det øjeblik en bruger ikke er omfattet af undtagelsesbestemmelsen skal lovligheden af behandlingen vurderes i forhold til persondatalovens fulde ordlyd.[[48]](#footnote-48) [[49]](#footnote-49)

## 3.4 Geografisk område

Reglerne om persondatalovens geografiske område er beskrevet i § 4, hvori der beskrives de forskellige situationer, som gør loven gældende.

Efter § 4, stk. 1 er persondataloven gældende, hvis *”… en dataansvarlig, der er etableret i Danmark…(og)….aktiviteterne finder sted inden for Det Europæiske Fællesskabs område”*. Om der er tale en etableret dataansvarlig, afhænger af, om der permanent udføres aktiviteter i Danmark.

Det er dernæst inden for persondatalovens geografiske anvendelsesområde efter § 4, stk. 3, nr. 1, hvis en dataansvarlig, som er etableret i et tredjeland, behandler oplysninger *”… under benyttelse af hjælpemidler, der befinder sig i Danmark, medmindre hjælpemidlerne kun benyttes med henblik på forsendelse af oplysninger gennem Det Europæiske Fællesskabs område.”*  I relation hertil skal det bemærkes, at artikel 29-gruppen er af den opfattelse af anvendelse af cookies, hos registrerede, som befinder sig i EU/EØS, er at sidestille med ”benyttelse af hjælpemidler”, uanset at den dataansvarlige ikke er etableret inden for Det Europæiske Fællesskabs område .[[50]](#footnote-50)

Endeligt er det inden for persondatalovens geografiske anvendelsesområde, hvis en dataansvarlig, som er etableret i et tredjeland, indsamler oplysninger i Danmark med henblik på behandling i et tredjeland, jf. § 4, stk. 3, nr. 2. Ved et tredjeland forstås efter persondataloven § 3 nr. 9 *”… En stat, som ikke indgår i Det Europæiske Fællesskab, og som ikke har gennemført aftaler, der er indgået med Det Europæiske Fællesskab, og som indeholder regler svarende til direktiv 95/46/EF…”*

Den dataansvarlige skal have foretaget aktive handlinger rettet mod Det Europæiske Fællesskabs område, for at opfordre den registrerede til at sende oplysningerne. Sendes oplysningerne uopfordret, vil situationen ikke være omfattet af persondataloven. [[51]](#footnote-51)

I forhold til Facebook argumenteres hovedsagelig for, at Facebook ikke hører under persondatalovens geografiske område.

Datatilsynet har i en række spørgsmål til Facebook tidligere blandt andet spurgt ind til, om Facebook har etableret sig som dataansvarlig i noget EU-land jf. persondataloven § 4, stk. 1. Facebook svarer nægtende herpå.

I samme svar oplyser Facebook, at de ikke har hjælpemidler i Danmark jf. § 4, stk. 3, nr. 1, og at de er bekendt med artikel 29-gruppens tolkning at cookies og hjælpemidler kan ligestilles. De mener at denne tolkning er ”ude af proportioner” og uoverensstemmende med Facebooks deltagelse i Safe Harbour-ordningen.[[52]](#footnote-52)

Endeligt kan det diskuteres, om Facebook indsamler oplysninger i Danmark. Datatilsynet har i en afgørelse, som omhandlede persondatalovens anvendelse i forhold til tredjelande, lagt vægt på, at der var tale om et dansk domænenavn.[[53]](#footnote-53) Facebook ejer domænet [www.facebook.dk](http://www.facebook.dk) , som må siges at rette sig specifikt mod danskere. Ved at eje dette domæne foretager Facebook en aktiv handling, for at anspore danskere til at oprette en profil på Facebook jf. § 4, stk. 3, nr. 2, hvilket taler for at Facebook hører under persondatalovens geografiske anvendelsesområde.

Mest taler altså for, at Facebook hører under persondatalovens geografiske anvendelsesområde. Således er det nu i dag accepteret af Facebook, at den irske persondatalov, som har implementeret databeskyttelsesdirektivet ligesom persondataloven, og det irske datatilsyn er kompetent til at føre tilsyn med Facebook, da det europæiske hovedkvarter er placeret i Irland.[[54]](#footnote-54)

Selvom Facebook hører under persondatalovens geografiske anvendelsesområde, er der en yderligere problematik knyttet til, hvilke regler der gælder for Facebook, idet Facebook har tilsluttet sig Safe Harbour ordningen. Safe Harbour ordningen er et samarbejde mellem EU-Kommissionen og U.S. Department of Commerce, som tillader, at de amerikanske virksomheder, som tiltræder ordningen, herefter per automatik betragtes som et ”sikkert tredjeland”, som kan behandle personoplysninger fra EU. I bilag 1 til ordningen fremsættes betragtninger vedrørende oplysningspligt, valgfrihed, videre overførsel, sikkerhed, data-integritet, indsigt og håndhævelse. Ordningen er baseret på selvjustits, forstået sådan, at det er virksomhederne selv, der sikrer, at ordningens bestemmelser overholdes.[[55]](#footnote-55) [[56]](#footnote-56)

På baggrund af ovenstående diskussion arbejdes der i den resterende del af projektet ud fra den forudsætning, at Facebook er en del af Safe Harbour-ordningen, men da Facebook opererer på persondatalovens geografiske område, er det ordlyden af denne, der er gældende.

Endeligt skal det bemærkes, at brugerne af Facebook, i dokumentet ”Vilkår – erklæring om rettigheder og ansvar” pkt. 17, samtykker til, at deres personoplysninger overføres til og behandles i USA. Dette samtykke er ikke en afskrivning af at de øvrige behandlingsregler i persondataloven. Art. 29 gruppen har i denne sammenhæng udtalt, at databeskyttelsesdirektivets (og som følge deraf persondatalovens) individuelle rettigheder er ufravigelige og ikke-overdragelige. Dette betyder, at de ikke kan udelukkes ved en ensidig erklæring eller kontraktlig aftale.[[57]](#footnote-57)

## 3.5 Den registrerede

Den registrerede er ikke selvstændigt defineret i persondataloven, men alene indirekte bestemt i den definition af personoplysninger, som ses i persondataloven § 3, nr. 1. Af denne fremgår, at den registrerede er en ”… *identificeret eller identificerbar fysisk person …”.*

I databeskyttelsesdirektivet uddybes dette i art. 2, a) *”… ved identificerbar person forstås en person, der direkte eller indirekte kan identificeres, bl.a. ved et identifikationsnummer eller et eller flere elementer, der er særlige for denne persons fysiske, fysiologiske, psykiske, økonomiske, kulturelle eller sociale identitet”*

På baggrund af ovenstående behøver den registrerede ikke at være en navngiven – identificeret person, men kan være en person, som kan identificeres på baggrund af såvel direkte som indirekte oplysninger og - handlinger.

Afgørende for om persondataloven finder anvendelse er, om den registrerede er identificeret eller identificerbar, idet anonyme personer ikke er omfattet af persondatalovens regler.

I forhold til den tidsmæssige udstrækning gælder persondataloven for såvel det ufødte foster som den afdøde person.[[58]](#footnote-58) Det er desuden fastslået, at bipersoner også kan være registrerede.[[59]](#footnote-59)

Afklaring af, hvem der faktisk kan anses som ”den registrerede” må afgøres konkret af den dataansvarlige.[[60]](#footnote-60) [[61]](#footnote-61)

På Facebook har hver profil et navn, som henviser til en bestemt person. Under forudsætning af, at der er angivet et korrekt navn, er personen bag profilen med høj sandsynlighed identificerbar. Hvis ikke identifikationen kan ske på baggrund af navnet alene, gives på mange profiler supplerende oplysninger som eksempelvis billede, bopæl eller lignende, som vil gøre en endelig identifikation mulig.

Hvis den person, som har en profil på Facebook, uden for undtagelsesbestemmelsen i § 2, stk. 3, behandler oplysninger om andre identificerede eller identificerbare personer, bliver disse personer registrerede, med de rettigheder, som er beskrevet i persondataloven og med eventuelt dataansvar til følge.[[62]](#footnote-62) [[63]](#footnote-63)

## 3.6 Personoplysninger

Personoplysninger defineres i persondataloven § 3, nr. 1 som:*” Enhver form for information om en identificeret eller identificerbar fysisk person (den registrerede)”*

Det er ovenfor under afsnit 3.5 gennemgået, hvad der forstås ved en *”… identificeret eller identificerbar fysisk person…”* Derfor vil nedenstående fokusere på, hvad der inkluderes i forståelsen af *”Enhver form for information om…”*

Personoplysninger skal forstås bredt. Således omfatter personoplysninger både oplysninger, der vedrører den registreredes privat- og familieliv i snæver forstand, men også oplysninger om alle former for aktiviteter, som den registrerede foretager sig i andre sammenhænge.

For at der er tale om en personoplysning, skal den omhandle den registrerede. Oplysninger, som er gjort anonyme på en sådan måde, at de ikke længere henviser til en direkte eller indirekte identificerbar registreret, er ikke omfattet af persondataloven.

Personoplysninger omfatter alle former for såvel subjektive som objektive oplysninger. De kan derfor blandt andet foreligge som bogstaver, tal, billede eller lyd. Oplysningen kan være en egentlig oplysning, som eksempelvis navn, adresse eller alder, men kan også være en uegentlig oplysning i form af eksempelvis elektroniske spor, forstået som det spor, det dannes ved hjælp af eksempelvis cookies ved besøg på hjemmesider.

Den mest almindelige identifikator er den registreredes navn, som i sig selv kan gøre den registrerede direkte identificerbar. Der kan foreligge en indirekte identifikation i de situationer, hvor flere oplysninger i kombination gør det muligt at identificere den registrerede. [[64]](#footnote-64) I databeskyttelsesdirektivet art. 2, litra a, beskrives disse oplysninger som bl.a. *”… et identifikationsnummer eller et eller flere elementer, der er særlige for denne persons fysiske, fysiologiske, psykiske, økonomiske, kulturelle eller sociale identitet.”*

Når det er konstateret, at en oplysning er en personoplysning, skelnes i persondataloven mellem forskellige kategorier af oplysninger. Oplysningen kan være en almindelig, følsom eller semifølsom.

Følsomme oplysninger er efter persondataloven § 7 *”… oplysninger om racemæssig eller etnisk baggrund, politisk, religiøs eller filosofisk overbevisning, fagforeningsmæssige tilhørsforhold og oplysninger om helbredsmæssige og seksuelle forhold.”*

Semifølsomme oplysninger er efter persondatalovens § 8 *”… oplysninger om strafbare forhold, væsentlige sociale problemer og andre rent private forhold.”*

Almindelige oplysninger efter persondatalovens § 6, er de oplysninger, som ikke er nævnt i §§ 7 og 8. Det kan eksempelvis være navn, adresse, e-mailadresse eller lignende.[[65]](#footnote-65)

Enhver af de tre kategorier af oplysninger er beskyttet af persondatalovens regler. Det afhænger af den konkrete situation at vurdere, hvor stor den registreredes oplevelse af en integritetskrænkelse er. Almindeligvis vil den følsomme – og semifølsomme oplysning dog være ”mere privat” end den almindelige.[[66]](#footnote-66)

På Facebook behandles et utal af personoplysninger. Det uddybes i afsnit 4.2 hvilke former for behandling der samtykkes til.

## 3.7 Behandling

Behandling er efter persondataloven § 3 nr. 2:*”Enhver operation eller række af operationer med eller uden brug af elektronisk databehandling, som oplysninger gøres til genstand for”*. Hvad der forstås ved ”operation eller række af operationer” er eksemplificeret i databeskyttelsesdirektivet art. 2, litra b som bl.a. *”… indsamling, registrering, systematisering, opbevaring, tilpasning eller ændring, selektion, søgning, brug, videregivelse ved transmission, formidling eller enhver anden form for overladelse, sammenstilling eller samkøring samt blokering, slettelse eller tilintetgørelse”*

Behandlingsbegrebet har afgørende betydning for afklaringen af, om persondataloven finder anvendelse, jf. § 1, stk. 1. Jo mere indgribende en behandling er, jo sikrere skal lovens betingelser være opfyldt. Hvor integritets-indgribende en behandling er, kan vurderes ud fra blandt andet, hvilken oplysningstyper der behandles, hvor stort omfanget af behandlede data er, behandlingens formål, den dataansvarliges identitet, den sikkerhed som omgiver behandlingen, om oplysningerne videregives og endeligt om oplysningerne overføres til et andet EU-land eller tredjeland[[67]](#footnote-67)
Enhver form for behandling efter persondatalovens regler kræver et retligt grundlag, som kan findes i §§ 6-13 samt 27, stk. 3, nr. 1. Samtykket er blot ét af flere mulige retlige grundlag for behandling. Samtykket kan danne det retlige grundlag for næsten al form for behandling, uagtet om der er tale om almindelige-, følsomme og semifølsomme oplysninger.[[68]](#footnote-68)

Endelig vedrører persondataloven § 7, stk. 2, nr. 3 den situation, hvor en registreret foretager en offentliggørelse af følsomme oplysninger om sig selv, til en bredere kreds af mennesker, for eksempel på TV, i aviser eller på internettet.[[69]](#footnote-69) [[70]](#footnote-70)

Det er den dataansvarliges løbende ansvar at sikre, at der er et retligt grundlag for behandlingen samt sikre, at den senere behandling ikke er uforenelig med det formål, som oplysningerne oprindeligt blev indsamlet til.[[71]](#footnote-71) [[72]](#footnote-72) [[73]](#footnote-73)

Der finder mange forskellige former for behandling sted efter persondataloven ved oprettelse og brug af en profil på Facebook. Eksempler herpå er indsamling af offentlige oplysninger ved oprettelse af en profil. I en mere eller mindre anonymiseret form videregives disse oplysninger til annoncører i markedsføringsøjemed. Når brugeren er logget ind på Facebook sker der løbende en indsamling af oplysninger om brugerens geografiske placering. Disse oplysninger videregives også til annoncører - igen med henblik specifik markedsføring, som tilpasser sig brugerens faktiske fysiske placering.

I denne sammenhæng vil alene den behandling som har baggrund i samtykke blive behandlet. Dette sker i afsnit 4.2.

## 3.8 Dataansvarlig og databehandler

Den dataansvarlige er efter persondataloven § 3, stk. 1, nr. 4 *”Den fysiske eller juridiske person, offentlige myndighed, institution eller ethvert andet organ, der alene eller sammen med andre afgør, til hvilket formål og med hvilke hjælpemidler der må foretages behandling af oplysninger.”*

Den dataansvarlige er den person, som umiddelbart har ansvar for behandlingen, herunder retten til i det daglige at disponere over de oplysninger som er en del i en behandling. Der er oftest kun én dataansvarlig, men der er i princippet intet til hinder for, at der kan være flere.[[74]](#footnote-74)

Det er væsentligt at afklare, hvem der er dataansvarlig, da det er denne, der er ansvarlig for overholdelse af databeskyttelsen, således som den er beskrevet i persondataloven. Den dataansvarlige er med andre ord persondatalovens pligtsubjekt.[[75]](#footnote-75)

Udgangspunktet i forhold til Facebook er, at Facebook er dataansvarlig, da det er derfra, der angives et formål med behandlingen, og idet der derfra leveres midler til at kunne behandle brugernes data. Derudover leverer Facebook de grundlæggende tjenester i forbindelse med oprettelse, sletning med mere, hvilket taler for dataansvar.

Hvis brugeren via sin profil anvender applikationer, kan applikationsudbyderen også være dataansvarlig. Dataansvaret bliver først aktuelt, hvis applikationen supplerer de eksisterende funktioner i Facebook.

I langt de fleste situationer er brugerne af Facebook registrerede. Den almindelige bruger af Facebook, har ansvar for det indhold, som bliver lagt på dennes profil. Dette beskrives i dokumentet ”Vilkår – erklæringer om rettigheder og ansvar”, pkt. 2, hvor det bliver slået fast, at brugeren ejer de oplysninger, som slås op på Facebook. Hvis brugen af profilen falder ind under undtagelsesbestemmelsen i persondataloven § 2, stk. 3, idet der alene sker udøvelse af aktiviteter af rent privat karakter, har brugeren ikke dataansvar efter persondataloven[[76]](#footnote-76). I den sammenhæng er det vigtigt at være opmærksom på, at den aktivitet, som finder sted på en ”lukket profil”, sædvanligvis er omfattet af undtagelsesbestemmelsen i § 2, stk. 3, selvom der sker offentliggørelse til et stort antal venner.[[77]](#footnote-77)

Hvis brugeren af Facebook er omfattet af undtagelsesbestemmelsen, er Facebook stadigvæk dataansvarlig, hvis der behandles personoplysninger under det opstillede formål.[[78]](#footnote-78) I denne situation kan det siges at Facebook ”fanges af” at have formuleret et meget bredt formål, idet de derfor i mange sammenhænge vil kunne blive betragtet som dataansvarlig.[[79]](#footnote-79)

Hvis den almindelige registreredes brug af Facebook-profilen ikke falder ind under undtagelsesbestemmelsen, kan brugeren have dataansvar. Sådanne situationer kan opstå, hvis en bruger har et meget stort antal kontakter, samt mange tredjepartsapplikationer, idet aktiviteten efter en konkret vurdering ikke længere kan siges at være af rent privat karakter.[[80]](#footnote-80)

Der kan således opstå situationer, hvor der er én dataansvarlig. Der er dog også situationer, hvor der er flere dataansvarlige i forskellige kombinationer. Eksempelvis er Facebook ansvarlig for at systemet som sådan overholder tekniske forskrifter for sikkerheden. På samme tid kan den registrerede være dataansvarlig for videregivelse af personoplysninger om andre end dem selv.

Facebooks manglende anerkendelse af direkte dataansvar, udgør fundamentet for flere af de udfordringer, der opstår vedrørende de gyldighedsbetingelser der er til behandling og samtykke efter persondataloven.

Databehandleren er efter persondataloven § 3 nr. 5 *”Den fysiske eller juridiske person, offentlige myndighed, institution eller ethvert andet organ, der behandler oplysninger på den dataansvarliges vegne”.*

Databehandleren skal være en retlig selvstændig enhed i forhold til den dataansvarlige, og databehandleren handler på instruks på den dataansvarliges vegne. Den dataansvarlige er stadig ansvarlig overfor den registrerede i den periode, hvor behandlingen finder sted ved databehandleren. Der er intet til hinder for anvendelser af flere databehandlere, så længe de alle handler under databehandlerens instruks.[[81]](#footnote-81)

## 3.9 God databehandlingsskik

Efter persondataloven § 5 skal personoplysninger *”… behandles i overensstemmelse med god databehandlingsskik.”*. Databeskyttelsesdirektivet art. 6, stk. 1, litra a supplerer ovenstående ved at betone, at behandlingen skal være ”*rimelig og lovlig*”.

Om en behandling er ”lovlig” henviser til hjemmelsgrundlagene, som er oplistet i persondataloven §§ 6-13 samt § 27, stk. 3, nr. 1.[[82]](#footnote-82) Om en behandling er ”rimelig” er en mindre veldefineret formulering, hvis indhold er udtryk for en konkret vurdering. Behandlingen skal foregå under hensyntagen til lovens ånd og ikke søge at omgå bestemmelserne i denne. Det konkrete indhold af den retlige standard for god databehandlingsskik udfyldes af Datatilsynets praksis.[[83]](#footnote-83)

Under betegnelsen ”god databehandlingsskik” ligger blandt andet, at de oplysninger, som behandles, har en vis kvalitet, samt at sikkerheden vedrørende behandlingen er i orden.

Persondatalovens krav til kvaliteten af de behandlede data er beskrevet i § 5, stk. 4, hvoraf det fremgår, at den dataansvarlige har ansvar for, at de behandlede data er rigtige og ikke vildledende. Kvaliteten af dataene sikres ved fornøden kontrol og ajourføring. Hvis dataene viser sig urigtige eller vildledende, skal der, på den registrerede opfordring, ske berigtigelse, sletning eller blokering af dataene, og der skal som hovedregel ske underretning af de tredjemænd, som måtte være kommet i besiddelse af oplysningerne, jf. persondataloven § 37, stk. 1 og 2.[[84]](#footnote-84)

Persondatalovens krav til datasikkerheden er beskrevet i lovens kapitel 11. I dette kapitel henvises i § 42, stk. 3 til at der skal træffes *”… de fornødne tekniske og organisatoriske sikkerhedsforanstaltninger mod, at oplysninger hændeligt eller ulovligt tilintetgøres, fortabes eller forringes, samt mod, at de kommer til uvedkommendes kendskab, misbruges eller i øvrigt behandles i strid med loven…”*. Kravet gælder for såvel dataansvarlig som databehandler, men det er den dataansvarliges ansvar, at databehandleren har et fornødent sikkerhedsniveau.[[85]](#footnote-85)

Persondataloven § 5 skal desuden forstås i sammenhæng med de nedenfor behandlede overvejelser vedrørende formålsbestemthed og proportionalitet.

I det ovenfor beskrevne afsnit vedrørende dataansvarlige fremgik, at der kan foreligge situationer, hvor der er én eller flere dataansvarlige. Det er den dataansvarliges ansvar at sikre den gode databehandlingsskik. Som dataansvarlig påhviler der Facebook en pligt til at sikre god databehandlingsskik i forhold til de grundlæggende tjenester, som leveres. I denne sammenhæng kan der blandt andet være tale om sikkerheden i opbevaringen af personoplysningerne, hurtig reaktioner ved sikkerhedsbrud, selve opbygningen af tjenesten i forhold til om denne har ”sikkerhedsvenlige” indstillinger, herunder muligheden for at slette oplysninger samt tilbagetrække et samtykke.[[86]](#footnote-86)

I Datatilsynets afgørelse om ” Afslag på tilladelse til advarselsregister for diskoteker”, var det tilsynets vurdering, at et advarselsregister, som personer kan bliver en del af, hvis de har udvist ”upassende adfærd”, lægger op til så subjektive vurderinger, at der er stor risiko for vildledende og urigtige oplysninger.[[87]](#footnote-87) På Facebook flyder næsten uendelige mængder oplysninger, som i høj grad kan beskrives som subjektive ”bløde data”. Det kan eksempelvis være beskrivelser og holdninger til egne og andres egenskaber og adfærd. Uanset hvem der er dataansvarlig, men i særdeleshed, når den registrerede er dataansvarlig, kan det være en stor udfordring at sikre datakvalitet for sådanne ”bløde data”.

## 3.10 Formålsbestemthed

Efter persondataloven § 5. Stk. 2, skal indsamling af oplysninger *”… ske til udtrykkeligt angivne og saglige formål, og senere behandling må ikke være uforenelig med disse formål…”* Det er ubetinget den dataansvarliges pligt at fastlægge formål for indsamling og senere behandling af oplysninger. § 5, stk. 2 angiver ikke specifikt i hvilken form formålet skal foreligge, således er der ikke krav om skriftlighed. Formålet skal dog fremgå ”udtrykkeligt”. Med dette forstås, at formålet er så afgrænset og veldefineret, at det skaber åbenhed og gennemsigtighed omkring behandlingen. I dette ligger krav om en vis præcision, således at vage og brede formuleringer undgås. Formål, som eksempelvis ”forbedring af brugeroplevelse”, ”marketingformål” og ”IT-sikkerhed”, er som udgangspunkt ikke tilstrækkeligt specifikke.

Der er ikke krav om, at formålet ved senere behandlinger skal være i overensstemmelse med det oprindelige formål med indsamlingen, men det må ikke være ”uforeneligt hermed”. Det er en konkret vurdering, om senere behandling er forenelig eller uforenelig med formålet bag den oprindelige indsamling. At behandlingen ikke må være uforenelig med tidligere formål betyder, at tidligere indsamlede data ikke frit kan genbruges i andre sammenhænge, hvilket betyder en vis kontrol med databehandlingen.

Der er intet til hinder for, at der er mere end et formål til en behandling. Jo flere formål, jo vigtigere er en præcis og overskuelig beskrivelse af disse dog. [[88]](#footnote-88)

Formålet med en indsamling skal være saglig. Hvad der opfattes som sagligt beror på en konkret vurdering, som foretages med baggrund i om formålet kan rummes inden for den dataansvarliges virksomhedsområde.[[89]](#footnote-89)

I forhold til anvendelsen af Facebook, er det som udgangspunkt Facebook som er dataansvarlig for tjenesten, og det er derfor Facebook, som bør angive formålet med den behandling, der finder sted.

Facebook har et ekspliciteret formål: ”*Facebook's mission is to give people the power to share and make the world more open and connected”*. Dette formål går igen i en dansk udgave på den danske Facebook hovedside [www.facebook.dk](http://www.facebook.dk) som *”Facebook hjælper dig med at dele og holde forbindelsen ved lige med personerne i dit liv”.*

Det kan som udgangspunkt diskuteres, om der er tale om et formål med en behandling, eller om der i højere grad er tale om en mission for en virksomhed. Hvis der er tale om et formål, er det sammenholdt med ovenstående eksempler, udtrykt så bredt og vagt, at det ikke lever op til persondatalovens krav om at være klart og afgrænset. Med et formål i den foreliggende form, er det svært for brugerne at vurdere, om senere behandling er uforenelig med det oprindelige formål. Det kan eksempelvis diskuteres, om det er ikke-uforeneligt med det oprindelige formål, at videregive personoplysninger i markedsføringsøjemed, hvilket jo er Facebooks indtægtskilde.

I de situationer hvor brugerne er dataansvarlige, stilles der principielt samme krav til dem, som til Facebook. Hvis brugeren eksempelvis videregiver personoplysninger om andre personer, skal der således blandt andet angives et udtrykkeligt formål med denne behandling. Om den almindelige bruger af Facebook er opmærksom på dette forhold er mindre sandsynligt, idet det vil kræve specielle juridiske forudsætninger om persondataret at forstå dette ud fra Facebooks privatlivspolitik.

Det forhold, at Facebook har et vagt formuleret formål, har betydning for den efterfølgende gyldighed af den behandling, som finder sted.

## 3.11 Proportionalitetsprincippet

Proportionalitetsprincippet i persondataloven findes i § 5, stk. 3. og lyder: *”Oplysninger, som behandles, skal være relevante og tilstrækkelige og ikke omfatte mere, end hvad der kræves til opfyldelse af de formål, hvortil oplysningerne indsamles, og de formål, hvortil oplysningerne senere behandles.”*

Med denne formulering stilles krav til omfanget af de data der behandles. Oplysningerne skal være relevante og tilstrækkelige. For at kunne vurdere dette, skal dataenes art og omfang vurderes op imod formålet med behandlingen. Der er således tale om en konkret vurdering.

Derudover skal indsamlingen af data være proportional, forstået på den måde, at der ikke må indsamles flere data, end der er behov for, set i relation til formålet med behandlingen. Målet hermed er at undgå ”overskudsinformation”, som efterfølgende vil kunne anvendes til behandling som er uforenelig med det oprindelige formål.[[90]](#footnote-90)

Persondataloven fastsætter et tidsbegrænsningsprincip i § 5, stk. 5, idet de indsamlede oplysninger ikke må *”opbevares på en måde, der giver mulighed for at identificere den registrerede i et længere tidsrum end det, der er nødvendigt af hensyn til de formål, hvortil oplysningerne behandles.* Målet med tidsbegrænsningsreglen er at undgå dataophobning, som skyldes at data opbevares længere tid end nødvendigt henset til formålet. Det afhænger af det konkrete formål med behandlingen, hvor lang tid det er nødvendigt at opbevare konkrete personoplysninger. Persondataloven angiver ikke en eksakt opbevaringsfrist.[[91]](#footnote-91)

På baggrund af den ovenfor skitserende problematik vedrørende Facebooks formulering af et formål med den behandling af personoplysninger, som finder sted, følger, at det er vanskeligt faktisk at vurdere, om den behandling, der finder sted, er proportional med formålet. I afsnit 3.10 var vurderingen, at formålet var for bredt. På baggrund af denne vurdering er der en overhængende risiko for, at der behandles langt flere personoplysninger end der er behov for – uden at formålet dog fuldstændig kendes.

I forhold til den behandling, som finder sted på Facebook, er der ingen slutdato. Dermed er Facebook som udgangspunkt på kollisionskurs med persondatalovens tidsbegrænsningsprincip i § 5, stk. 5. Kun på brugerens eget initiativ er der mulighed for at deaktivere eller lukke en profil.[[92]](#footnote-92)

Behandling af oplysninger på internettet udgør generelt en udfordring for tidsbegrænsningsprincippet, idet det forhold at en dataansvarlig sletter en oplysning hos en bruger, ikke nødvendigvis er ensbetydende med, at der ikke findes kopier af oplysningen andre steder på internettet.[[93]](#footnote-93) Samme forhold gør sig i udpræget grad gældende på Facebook. Et eksempel herpå er den situation, hvor en oplysning videregives til en lukket gruppe af mennesker. I denne gruppe kan hver enkelt videregive oplysningen til andre, som ikke befinder sig i den lukkede gruppe. Behandlingen af en oplysning kan herefter foregå i princippet uendeligt, og uden et fastsat formål.

## 3.12 Oplysningspligt

Ved behandling af personoplysninger, som er indhentet hos den registrerede, har den dataansvarlige en oplysningspligt overfor den registrerede. Den dataansvarlige eller dennes repræsentant har efter persondataloven § 28, stk. 1 og 2 pligt til at oplyse den registrerede nedenstående oplysninger, hvis disse ikke allerede er kendte for den registrerede:

*”…1) Den dataansvarliges og dennes repræsentants identitet.*

*2) Formålene med den behandling, hvortil oplysningerne er bestemt.*

*3) Alle yderligere oplysninger, der under hensyn til de særlige omstændigheder, hvorunder oplysningerne er indsamlet, er nødvendige for, at den registrerede kan varetage sine interesser, som f.eks.:*

*a) Kategorierne af modtagere.*

*b) Om det er obligatorisk eller frivilligt at besvare stillede spørgsmål samt mulige følger af ikke at svare.*

*c) Om reglerne om indsigt i og om berigtigelse af de oplysninger, der vedrører den registrerede”*

Persondataloven § 29 indeholder et regelsæt, som i overvejende grad ligner reglerne i § 28. § 29 gælder den situation, hvor personoplysningerne er indhentet hos andre end den registrerede selv, og er bestemt til videregivelse til tredjemand.[[94]](#footnote-94)

Efter § 29, stk. 3, gælder ovenstående oplysningspligt i § 29 ikke, hvis underretning af den registrerede viser sig umulig eller er uforholdsmæssigt vanskelig. I forhold til denne undtagelse skal oplysningspligten konkret afvejes overfor den registreredes interesse i at oplysningspligten efterleves.[[95]](#footnote-95)

Formålet med oplysningspligten er at sikre, at den registreredes beslutning om at afgive personoplysninger sker på et oplyst grundlag. Dermed skabes mulighed for gennemsigtighed og overblik.[[96]](#footnote-96)

Den dataansvarlige skal give oplysningerne af egen drift, og oplysninger skal hvis muligt gives forud for – ellers senest ved indsamlingen af personoplysningerne. Der er ingen formkrav til, hvordan oplysningerne skal gives. Da det er den dataansvarlige, som skal dokumentere, at den registrerede har fået oplysningerne, er skriftlig underretning dog i mange tilfælde at foretrække.[[97]](#footnote-97)

Når brugeren af Facebook opretter sig, kendes kun indirekte de oplysninger som samlet set udgør den dataansvarliges oplysningspligt. De findes spredt i de tre dokumenter, som samlet udgør Facebooks privatlivspolitik.

Vedrørende den dataansvarliges identitet, findes i dokumentet ”Erklæringer og ansvar” 17 forekomster af ordet ”ansvar”. Ingen af disse forekomster beskriver Facebooks ansvar, men beskriver i stedet situationer hvor applikationsudviklere og annoncører har ansvar, samt flere situationer, hvor Facebook eksplicit ikke har ansvar.

Om formålet med behandlingen på Facebook henvises til afsnit 3.2 hvoraf det fremgår, at Facebooks formål – hvis et sådant faktisk findes nedskrevet – ikke opfylder persondatalovens krav til et sådant.

I dokumentet ”Politik for brug af data” angives det, at ”applikationer” og ”annoncører” modtager personoplysningerne.

Opsummerende er Facebook ikke i stand til at opfylde sin lovpligtige oplysningsforpligtelse.

I den situation hvor brugeren er dataansvarlig, er det usandsynligt at oplysningsforpligtelsen vil blive løftet. Alene ud fra den betragtning, at brugeren sandsynligvis ikke ved at denne er dataansvarlig, er det usandsynligt at forpligtelsen løftes. Derudover er brugerne ikke bekendt med den dataansvarliges oplysningspligt.

## 3.13 Indsigtsret

Efter persondataloven § 31, stk. 1. skal den dataansvarlige, på den registreredes begæring, give denne meddelelse om, hvorvidt der behandles oplysninger om vedkommende. Behandles der oplysninger, skal der på en let forståelig måde gives den registrerede meddelelse om, hvilke oplysninger der behandles, behandlingens formål, kategorierne af modtagere af oplysningerne og tilgængelig information om, hvorfra disse oplysninger stammer.

Formålet med indsigtsretten er at undgå ”asymmetrisk information”, hvor den registrerede ikke ved, hvad den dataansvarlige ved og behandler om den registrerede.

Der er ingen formkrav til, hvordan der gives indsigt, ud over at det skal ske på en let forståelig måde. Da det er den dataansvarlige, som skal dokumentere, at den registrerede har fået oplysningerne, er skriftlig underretning dog i mange tilfælde at foretrække.[[98]](#footnote-98)

Der er to forudsætninger for, at den registrerede kan gøre brug af sin indsigtsret. Den ene er, at den registrerede ved eller mistænker at dennes personoplysninger behandles. I relation til Facebook opstår denne viden hovedsagelig, hvis den registrerede har læst de tre dokumenter, som tilsammen udgør Facebooks privatlivspolitik. Af disse fremgår, at der blandt andet placeres cookies på den registreredes browser. At anvendelse af cookies udløser beskyttelse efter persondatalovens regler, er ikke nævnt eksplicit. Således kræves denne specielle viden, for at den registreredes indsigtsret kan håndhæves. For det andet skal den registrerede vide, hvem der er den dataansvarlige, for at have en at håndhæve indsigtsretten overfor. Som tidligere påpeget er den dataansvarlige som udgangspunkt Facebook. I dokumentet ”Politik for brug af data” er der på den 18. side, under overskriften ”Anmodninger om adgang”, angivet et link til en side, som kan anvendes, hvis den registrerede ønsker en kopi af sine ”Facebook-data”. På denne side vises helt overordnet den aktivitet der har været på profilen, altså hvilke oplysninger der behandles, men de øvrige elementer, som bør være en del af indsigtsretten, beskrives ikke.

Den dataansvarlige kan i andre situationer også være applikationsudbydere og andre brugere af Facebook. Denne potentielle flerhed af dataansvarlige kan gøre det kompliceret for den registrerede at håndhæve sin ret til indsigt.

# 4. Samtykke

Efter persondataloven § 3, stk. 1, nr. 8 er den registreredes samtykke defineret som *”Enhver frivillig, specifik og informeret viljestilkendegivelse, hvorved den registrerede indvilger i, at oplysninger, der vedrører den pågældende selv, gøres til genstand for behandling.”*.

I det nedenstående analyseres denne definition med henblik på at undersøge alle de forhold, som har betydning for, om det samtykke, som brugerne giver til Facebook i forbindelse med oprettelse af en profil, er gyldigt eller ej.

## 4.1 Indledning

At have muligheden for - eller retten til at samtykke er traditionelt knyttet sammen med den registreredes mulighed for autonomi, selvbestemmelse samt for at udøve kontrol med behandlingen af personoplysninger vedrørende denne. En beslutning om at acceptere en behandling af personoplysninger skal underkastes strenge krav, da der er tale om et frivilligt afkald på en grundlæggende ret til privatliv. Samtykket er som udgangspunkt ubegrænset forstået på den måde, at der ikke er nogle grænser eller retlig regulering af den registreredes motivation – og baggrund for at samtykke.[[99]](#footnote-99)

Historisk er samtykket på europæisk plan anvendt som kriterium for legitimering af behandling af personoplysninger fra starten af den lovgivningsproces, som førte til vedtagelsen af databeskyttelsesdirektivet i 1995.[[100]](#footnote-100)

I den danske lovgivning var samtykke nævnt, som et behandlingsgrundlag i de to historiske registerlove, Lov om private registre mv. og Lov om offentlige registre, men blev yderligere ekspliciteret i den nugældende persondatalov § 3, stk. 1, nr. 8, som udsprang af databeskyttelsesdirektivet.[[101]](#footnote-101) Samtykket udgør i dag et af flere retlige grundlag for behandling af personoplysninger.

Udviklingen af persondataretten har medført et stigende fokus på samtykket som behandlingsbetingelse. Samtykket indtager således i dag en vigtig rolle, men udelukker ikke muligheden for anvendelse af andre retlige grundlag. Samtykke er ikke en hovedregel, men en behandlingsbetingelse på lige fod med de øvrige.

For den dataansvarlige kan det opfattes som en fristende løsning at basere en behandling af personoplysninger alene på den registreredes samtykke. Samtykket kan endog blive brugt af en dataansvarlige som en måde, hvorpå denne fraskriver sig ansvar for behandlingen og i stedet overfører dette til den registrerede. Samtykket som behandlingsgrundlag er dog ikke uproblematisk, da den registrerede har mulighed for at tilbagekalde et samtykke til behandling efter persondataloven § 38, hvorefter den dataansvarlige står uden et legalt behandlingsgrundlag.

I forlængelse heraf er ulempen ved samtykket som behandlingsgrundlag ifølge Peter Blume, at samtykket kan nære en illusion om databeskyttelse. Det er efter hans overbevisning alt for svært for almindelige mennesker at overskue konsekvenserne af et samtykke.[[102]](#footnote-102)

Samtykket skal anvendes i den rette sammenhæng. Dette skal forstås på den måde, at hvis det er usandsynligt, at de gyldighedskriterier, som kendetegner et samtykke, er til stede, vil det i praksis svække den registreredes retsstilling. Et eksempel herpå er, hvis en behandling fortsætter efter at samtykket er trukket tilbage. Der kan på denne baggrund rejses tvivl om, om det oprindelige grundlag for anvendelsen af samtykke som behandlingsgrundlag.[[103]](#footnote-103)

Et samtykke fra brugeren er som altovervejende hovedregel det eneste legale grundlag for behandling af personoplysninger på Facebook. Hvis der er tale om en gyldig aftale, kan der behandles personoplysninger, hvis det er nødvendig til opretholdelse af en aftale efter persondataloven § 6, stk. 1, nr. 2. Det kan diskuteres, om den ”aftale” der laves mellem brugeren og Facebook ved oprettelsen af en profil er en ”gyldig aftale”. De former for aftaler der henvises til i denne regel er ordrer, fakturaer, personaleregistre eller lignende.[[104]](#footnote-104) Det vurderes ikke, at den aftale der indgås mellem brugeren og Facebook har denne karakter, hvorfor der ikke kan ske behandling af personoplysninger på Facebook efter persondataloven § 6, stk. 1, nr. 2.

Der er ej heller tale om behandling, som er nødvendig for, at den dataansvarlige eller den tredjemand, som har fået videregivet oplysninger, kan forfølge en berettiget interesse og hensynet til den registrerede ikke overstiger denne interesse, jf. persondataloven § 6. stk. 1, nr. 2. Den eneste videregivelse, Facebook foretager er til applikationsudviklere og til annoncører i reklameøjemed. Reklamehensyn kan ikke overstige den registreredes interesser.

Ved gennemlæsning af dokumentet ”Vilkår – erklæring om rettigheder og ansvar” er det, der dominerer mest, at Facebook ønsker at fraskrive sig ansvar for alt muligt, og i stedet beskriver ansvaret som nogle andres – oftest den registrerede selv, applikationsudviklere og annoncører. Hermed kan der vækkes en mistanke om, at Facebooks anvendelse af samtykket er usaglig idet målet synes at være ansvarsfraskrivelse frem for en beskrivelse af, hvilket ansvar Facebook har som dataansvarlig. Hvilket ansvar der er tilbage til Facebook, kan indirekte læses ud af dokumenterne. Et sådant ansvar vil være endog meget svært at gennemskue.

Det vil endeligt fremgå af den nedenstående gennemgang af samtykkebegrebet, at det kan diskuteres, hvorvidt Facebook overholder de gyldighedsbetingelser, som persondataloven opstiller for anvendelsen af et samtykke som legalt grundlag for behandling af personoplysninger.

## 4.2 Hvor i persondataloven findes samtykkereglerne?

I persondataloven findes samtykkereglerne flere steder.

Den første regel findes i **§ 6, stk. 1, nr. 1**, som lyder: *”Behandling af oplysninger må kun finde sted, hvis … nr. 1) den registrerede har givet sit udtrykkelige samtykke hertil,…”*

§ 6 angiver de generelle betingelser for, hvornår behandling af personoplysninger må iværksættes.[[105]](#footnote-105) [[106]](#footnote-106)

I § 6, stk. 2 og 3 anføres, at en virksomhed ikke må videregive personlige oplysninger om en forbruger til en anden virksomhed til brug ved markedsføring medmindre forbrugeren har givet sit udtrykkelige samtykke hertil.[[107]](#footnote-107)

I persondataloven § 7, stk. 1 angives reglerne vedrørende behandling af følsomme oplysninger som eksempelvis racemæssig eller etnisk baggrund, politisk, religiøs eller filosofisk overbevisning, fagforeningsmæssige tilhørsforhold og oplysninger om helbredsmæssige og seksuelle forhold.

Hovedreglen er, at denne behandling ikke må findes sted. Baggrunden herfor er, at der tilsigtes disse oplysninger et højt beskyttelsesniveau. Reglen i **§ 7, stk. 2, nr. 1**, vedrørende et krav om et udtrykkeligt samtykke forud for behandling af følsomme personoplysninger, er således en udtagelse til hovedreglen.

Endelig vedrører persondataloven **§ 7, stk. 2, nr. 3** den situation, hvor en registreret foretager en offentliggørelse af følsomme oplysninger om sig selv, til en bredere kreds af mennesker, for eksempel på TV, i aviser eller på internettet. Når dette er tilfældet, finder forbuddet om behandling af følsomme oplysninger i persondataloven § 7 ikke anvendelse vedrørende den offentliggjorte oplysning.

Tidsmæssigt må behandlingen ikke ske førend offentliggørelsen har fundet sted.

Selvom denne regel er placeret under følsomme oplysninger må den, som det mindre i det mere også gælde for de øvrige former for personoplysninger. Endeligt skal det erindres, at selvom en oplysning er offentliggjort, skal en videre behandling under persondatalovens regler opfylde lovens øvrige krav. Herunder blandt andet kravene om god databehandlingsskik i § 5.[[108]](#footnote-108) Folketingets Ombudsmand pointerer i en udtalelse vedrørende om myndigheder må anvende oplysninger fra åbne Facebook-profiler, at hvis en person har en så åben profil, at alle brugere på Facebook kan se de oplysninger, der ligger om personen, er der i realiteten tale om, at oplysningerne er offentligt tilgængelige. Personoplysninger kan som udgangspunkt frit behandles af myndighederne efter persondataloven § 7, stk. 2, nr. 3, dog begrænses denne behandling af reglerne om god databehandlingsskik efter persondataloven § 5, herunder særligt at behandlingen skal være saglig og oplysningerne skal være relevante for sagen.[[109]](#footnote-109)

I de to afgørelser vedrørende ”Offentliggørelse af oplysninger om modstandsfolk på internettet” har Datatilsynet også forholdt sig til de udfordringer som knytter sig til offentliggørelse efter persondataloven § 7, stk. 2, nr. 3. Sagerne vedrørte Frihedsmuseets ønske om at oprette en database, hvor alle interesserede kunne finde forskellige personoplysninger om de mennesker, som havde været en del af den danske modstandsbevægelse under anden verdenskrig. Disse personoplysninger kunne være såvel almindelige, som følsomme og semifølsomme. Datatilsynets afgørelse blev, at hvis databasen blev baseret på trykte værker og kilder, som var kendte og alment tilgængelige for den danske offentlighed, kunne disse offentliggøres inden for rammerne af persondataloven. Datatilsynet henstillede dog til, at Frihedsmuseet så vidt som muligt indhentede samtykke fra de nulevende berørte personer. Med denne henstilling antyder Datatilsynet, at samtykket er ”et bedre” behandlingsgrundlag, samt er at foretrække fremfor den berørtes egen offentliggørelse.[[110]](#footnote-110)

Af persondataloven **§ 8 stk. 4** fremgår at *”Private må behandle oplysninger om strafbare forhold, væsentlige sociale problemer og andre rent private forhold end de i § 7, stk. 1, nævnte, hvis den registrerede har givet sit udtrykkelige samtykke hertil…”* Disse såkaldte semifølsomme oplysninger må som hovedregel ikke videregives uden den registreredes udtrykkelige samtykke jf. § 8, stk. 5.[[111]](#footnote-111) [[112]](#footnote-112)

Efter persondataloven **§ 27, stk. 3, nr. 1** kan den registrerede samtykke til, at der overføres personoplysninger til et ikke sikkert tredjeland. Overførslen kan kun ske under forudsætning af, at der ikke er forhold ved overførslen, som strider mod persondataloven § 5 vedrørende god databehandlingsskik.[[113]](#footnote-113)

Uanset efter hvilket af ovenstående behandlingsgrundlag der er hjemmel til behandling, skal den dataansvarlige altid sikre, at behandlingen kan tilgodese kravene om god databehandlingsskik i persondataloven § 5.[[114]](#footnote-114)

Datatilsynet er i sagen om ”Sarbanes Oxley Act” blevet bedt om at forholde sig til en samtykkeerklærings gyldighed. Foreningen af danske revisorer havde udfærdiget et udkast til en samtykkeerklæring, som blandt andet betød, at der kunne ske overførsel af almindelige og følsomme personoplysninger efter persondataloven § 27, stk. 3, nr. 1, samt eventuelt offentliggørelse af de overførte oplysninger på en hjemmeside. Baggrunden for samtykkeerklæringen var en amerikansk lov, The Sarbanes Oxley Act, som foreskrev, at revisorer skal lades sig registrere ved et amerikansk tilsynsorgan, hvis de udfører arbejde for amerikanske aktieselskaber. Datatilsynet kunne ikke tilslutte sig anvendelsen af samtykkeerklæringen. Ud over at Datatilsynet ikke mente, at det afgivne samtykke overholdt kravene i persondataloven § 3, stk. 1, nr. 8, overholdt det ikke kravene til god databehandlingsskik i § 5. Vurderingen var herunder blandt andet, at der ikke var den fornødne proportionalitet mellem de afgivne oplysninger og formålet med behandlingen efter persondataloven § 5, stk. 3, idet behandlingen eventuelt ville medføre offentliggørelse på en hjemmeside. En behandling, som efter Datatilsynet er specielt byrdefuld og integritets- og privatlivskrænkende.[[115]](#footnote-115)

Med det samtykke der gives ved oprettelsen af en profil på Facebook, samtykkes der generelt, og ikke til en speciel form for behandling. Derfor vil der kunne forekomme behandlinger af såvel almindelige, følsomme samt semifølsomme oplysninger efter alle de ovennævnte regler. Ved oprettelse af en profil deles almindelige oplysninger som eksempelvis navn, e-mail-adresse, køn og fødselsdata, og langt de fleste brugere indsætter et vellignende billede. Ved brugen af Facebook opfordres brugeren til at supplere med yderligere almindelige oplysninger i form af eksempelvis hvilken uddannelsesinstitution denne har gået på, og hvilket arbejde denne har. Ud over disse egentlige personoplysninger accepterer brugeren med sit samtykke, at Facebook placerer cookies på brugerens browser. Herved sker der en indsamling af en række uegentlige oplysninger på baggrund af brugerens almindelige aktivitet på Facebook og internettet generelt. Disse kan vedrøre eksempelvis hvilke hjemmesider brugeren besøger, hvem og hvad denne ”Synes godt om”. Facebook opfordrer ikke direkte til at dele følsomme og semifølsomme oplysninger.

Facebook videregiver oplysninger til annoncører i det, som kaldes, ”anonymiseret form”. Disse oplysninger er dog ikke ”mere anonyme”, end at der kan markedsføres specifikt til den enkelte bruger på baggrund af alder, køn og lignende, samt at disse annoncer varierer alt afhængigt af, hvor brugeren fysisk befinder sig i verden. Anonyme oplysninger er hver for sig ikke omfattet af persondataloven. Det, der kan mane til bekymring, er, når mange - i sig selv uskyldige og anonyme – oplysninger, samlet kan give et billede af brugeren og sige noget om den denne, som den enkeltstående oplysning ikke kunne.

Et hold forskere fra Cambridge University har undersøgt dataspor fra 58.000 brugere af Facebook. Ved hjælp af et computerprogram, som opsnappede dataspor efter brugerens færden på Facebook, kunne programmet med en sikkerhed på mellem 80-95 % udlede brugernes seksuelle -, politiske - og religiøse overbevisning. Oplysninger, som brugerne ikke selv havde givet, men som deres brug af Facebook samlet set var udtryk for, på baggrund af at brugerne havde foretaget online køb, delt tanker eller en video, ”Synes godt om” et billede, et citat eller lignende.[[116]](#footnote-116)

Den registrerede vælger i udgangspunktet selv, hvilke oplysninger denne ønsker at dele om sig selv, men ovenstående undersøgelse viser, at der indirekte skabes spor af uegentlige oplysninger fra brugen af Facebook. Disse giver samlet set et billede af den registreredes følsomme og semifølsomme oplysninger, som ikke nødvendigvis var tiltænkt offentliggørelse.

Der er en tendens til, at de registrerede i højere grad end tidligere selv videregiver følsomme oplysninger om sig selv på sin egen Facebook-profil. Det er eksempelvis blevet mere almindeligt at brugerne af Facebook anvender dette netværk til åbent at fortælle om egne eller andres alvorlige sygdomsforløb, eller dele følelser for en afdød på mindesider.[[117]](#footnote-117) Sygdom er helbredsoplysninger, som efter persondataloven tilhører den mest beskyttelsesværdige gruppe af oplysninger.

Hvis videregivelsen er sket på en åben profil, kan oplysningen betragtes som offentliggjort efter § 7, stk. 2, nr. 3. Der kan herefter ske behandling af oplysningen uden samtykke fra den registrerede.[[118]](#footnote-118)

Facebook behandler også personoplysninger uden samtykke. I dokumentet ”Brug af cookies” beskriver Facebook, at de bruger cookies, og at disse kan få indflydelse på en person, som ikke har en Facebook-profil. Det sker eksempelvis ved, en bruger af Facebook logger på Facebook fra en andens computer. Facebook har gemt en cookie på computerens browser. Denne cookie læses også, når den person som ikke har en profil på Facebook efterfølgende besøger et site uden for Facebook, som har socialt tilføjelsesprogram. Den person, der ikke har en profil på Facebook, har på intet tidspunkt samtykket til behandling af personoplysninger – hvorfor denne behandling ikke er lovmedholdelig efter persondataloven.

## 4.3 Den dataansvarliges ansvar og pligter i relation til samtykket

Det er den dataansvarlige, der er persondatalovens pligtsubjekt. Under disse pligter hører blandt andet indhentelse af samtykke.

Det er den dataansvarlige, som skal bruge samtykket til lovliggørelse af en behandling. Det er på baggrund heraf også den dataansvarlige, som bærer bevisbyrden for, at betingelserne for samtykket er opfyldt. Hvilke betingelser, der er tale om, gennemgås i de efterfølgende afsnit.

I persondataloven beskrives det ikke, hvem et samtykke skal gives til. Baggrunden herfor er sandsynligvis, at den naturlige modtager af samtykket er den dataansvarlige. Det mest almindelige er, at samtykket gives til den dataansvarlige, men der er i persondataloven intet til hinder for, at en anden end den dataansvarlige modtager et samtykke til behandlinger, eksempelvis en databehandler eller en tredjemand ved et såkaldt formidlet samtykke. En sådan fremgangsmåde er accepteret i retlig praksis, men den er ikke problemfri. Et af de problemer, som kan opstå er, at uanset, hvem et samtykke er videreformidlet til, er det den dataansvarlige, der er forpligtet til at sikre, at samtykket er gyldigt. Dette kan udgøre et væsentligt problem, i særdeleshed hvis samtykket er givet mundtligt. Hvis muligheden for at afklare et samtykkes gyldighed er besværliggjort, medfører det tvivl om den registreredes retssikkerhed.[[119]](#footnote-119)

I Datatilsynets afgørelse vedrørende Sundhedsnet.dk, er det tydeligt, at det kan være svært at sondre mellem databehandlerens og den dataansvarliges roller og opgaver. Sundhedsnet.dk er en sundhedsfaglig behandlerportal, hvor forbrugeren kan læse om den enkelte behandler, undersøge åbningstid, bestille tid på nettet med mere. I afgørelsen blev det slået fast, at Sundhedsportalen.dk i en række tilfælde kunne opfattes som databehandler i forbindelse med, at data fra forskellige kilder kommunikeres via portalen. I det omfang Sundhedsportalen ønsker at opbygge egne databaser med oplysninger om borgerne og/eller sundhedspersonale, er portalen dataansvarlig, og skal sikre et gyldigt samtykke i det omfang, at et samtykke skal udgøre behandlingsgrundlaget.[[120]](#footnote-120)

Det er som udgangspunkt Facebook, der er den dataansvarlige. Det er da også Facebook, som anmoder om den nye brugers accept af Facebooks samlede privatlivspolitik.

Facebook kender som virksomhed til databeskyttelsesreglerne generelt og må formodes at kende sin rolle i relation til indhentelse af samtykke. Samme rolle er almindeligvis ukendt for den almindelige bruger, som bliver dataansvarlig ved at videregive oplysninger om andre uden om privat- og familielivsundtagelsen i persondataloven § 2, stk. 3.

I de nedenstående afsnit vil det fremgå, hvilke udfordringer der opstår i de situationer, hvor der er flere dataansvarlige, eller hvor den dataansvarlige er en almindelig bruger af Facebook.

## 4.4 Hvem kan samtykke?

Efter persondataloven skal et samtykke meddeles som en viljestilkendegivelse fra den registrerede. Implicit heri ligger, at det er den registrerede, der som udgangspunkt meddeler samtykke. Et kollektivt samtykke lever således ikke op til persondatalovens krav, idet forudsætningen netop er, at samtykket stammer fra den berørte person – den registrerede – selv. [[121]](#footnote-121)

Den registrerede skal have fuld rets- og handleevne. At sikre at den registrerede har fuld rets- og handleevne samt at sikre, at et samtykke kommer fra den registrerede selv, er en opgave, som påhviler den dataansvarlige. Denne opgave kan udgøre en udfordring, i særdeleshed ved et online samtykke.

I Datatilsynets afgørelse vedrørende ”Adgangskontrol og førelse af intern karantæneliste” hos Diskotek Crazy Daisy var det tilsynets vurdering, at diskoteket med et udtrykkeligt samtykke fra gæsterne kunne behandle personoplysninger – herunder blandt andet afgivelse af biometriske data i form af et fingeraftryk - med henblik på oprettelse af en karantæneliste. På baggrund af persondatalovens krav om, at et samtykke skal gives af en person med fuld rets- og handleevne, kan det diskuteres, om det samtykke, som gives af gæsterne på Crazy Daisy, opfylder dette krav. Efter afgørelsens tekst, er det hensigten, at et samtykke skal indhentes i forbindelse med gæstens besøg på diskoteket. Hvis ikke der samtykkes, er det ikke muligt at være gæst på diskoteket. Et større antal af de personer, som besøger diskoteket, er, med en vis sandsynlighed, berusede. Spørgsmålet er herefter om persondatalovens krav om fuld rets- og handleevne også kan rumme gyldige samtykker fra berusede personer? Der lægges en stor pædagogisk opgave over på diskotekets personale, idet det er deres opgave at sikre, at gæsterne til fulde har fået – og ikke mindst forstået, at de samtykker til behandling af personoplysninger samt hvilke rettigheder de har i forbindelse hermed. I afgørelsen forholder Datatilsynet sig ikke i afgørelsen til, at det kan være et samtykke, som er afgivet af en beruset person, men nævner alene de gyldighedskrav, som er nævnt i persondataloven § 3, stk. 1, nr. 8. På baggrund af ovenstående kan man forholde sig kritisk til Datatilsynets afgørelse, da den til i et vist omfang underminerer kravet om den registreredes fulde rets- og handleevne.[[122]](#footnote-122)

Der er i persondataloven ingen regler for indhentelse af samtykke fra personer uden fuld rets- og handleevne, herunder mindreårige. Derudover findes der i persondataloven ingen ekspliciterede overvejelser over, hvor gammel en mindreårig skal være, for selv at kunne give et samtykke.[[123]](#footnote-123)

Inden for persondataretten, tages derfor udgangspunkt i, at en mindreårig er en person, som endnu ikke er fyldt 18 år

Det er almindeligt antaget, at forældre kan give samtykke på deres mindreårige børns vegne. I forhold til denne antagelse, skal der tages hensyn til den mindreåriges fysiske og psykologiske udvikling og modenhed. Fra en vis alder bliver den mindreårige løbende i højere og højere i stand til at vurdere forhold, som har med dem at gøre, herunder om de vil samtykke til behandling af personoplysninger. [[124]](#footnote-124) Der er således tale om en konkret vurdering, hvor såvel den mindreåriges modenhed og personoplysningernes karakter kan tillægges betydning.

Til støtte for vurderingen af, om en mindreårig kan meddele et samtykke, er der i vejledningen i relation til indsigtsreglerne efter persondataloven § 31 angivet, at *”… unge på ca. 15 år må antages selvstændigt at kunne fremsætte en indsigtsbegæring.”* [[125]](#footnote-125)Samme aldersgrænse på 15 år understøttes af en afgørelse fra Datatilsynet ”Vedrørende behandling af oplysninger hos Projekt Janus”. I Projekt Janus opsamles viden, foretages psykologisk udredning samt behandles unge, som har været seksuelt krænkende overfor børn. Forinden behandlingen af personoplysninger vedrørende krænkeren finder sted, anmodes om dennes – og den nærmeste families - samtykke til behandlingen. Det er Datatilsynets vurdering, at der skal indhentes selvstændigt samtykke fra krænkeren, hvis denne er over 15 år.[[126]](#footnote-126) Med denne holdning læner Datatilsynet sig op af sundhedsloven, hvori det specifikt angives, at når en mindreårig er mellem 15 og 18 år har denne opnået den ønskede modenhed, og kan derfor selv afgive et samtykke til medicinsk behandling. Den endelige beslutning er barnets, men forældremyndighedsindehaver skal informeres. Kun i de tilfælde, hvor den 15-18-årige ikke vurderes at kunne forstå konsekvensen af sin beslutning, har forældremyndigheds-indehaveren samtykkekompetencen.[[127]](#footnote-127)

I en senere afgørelse supplerer Datatilsynet yderligere sin holdning vedrørende, hvor gammel man skal være for at kunne give et gyldigt samtykke efter persondataloven. I afgørelsen ”Vedrørende Rådgivnings og Forskningscenteret Børn, Unge & Sorgs anmeldelse af behandlingen ”Behandling af rådgivning af unge” udtaler tilsynet, at det er deres umiddelbare vurdering, at hvis et barn selv er i stand til at søge råd og behandling hos rådgivningscenteret, og i denne forbindelse afgive oplysninger, er barnet som udgangspunkt normalt i stand til gyldigt at samtykke til behandlingen. Børn, Unge & Sorgs målgruppe er børn og unge fra 13 år og op til 28 år. På baggrund heraf kan Datatilsynets afgørelse fortolkes således, at de mener, at børn ned til 13 år gyldigt kan samtykke til behandling af personoplysninger.

Det er ikke klart, om denne udvikling er bevidst, eller om der er tale om en konkret enkeltstående vurdering, idet Datatilsynets tidligere nævnte grænse på ”ca. 15 år” ikke bemærkes i den seneste afgørelse.[[128]](#footnote-128)

Ud over samtykke ved en (forældre)myndighedsindehaver, kan et samtykke desuden meddeles af en person, som den registrerede, med fuld rets- og handleevne, har givet fuldmagt hertil.[[129]](#footnote-129) Det er den dataansvarliges ansvar at sikre, at det er den registrerede selv, en forældremyndighedsindehaver eller en person som er befuldmægtiget dertil, som samtykker, samt sikrer, at den person, der samtykker, har rets- og handleevne.

Der er flere udfordringer for Facebook som dataansvarlige i relation til brugernes oprettelse af profiler.

I dokumentet ”Vilkår – erklæring om rettigheder og ansvar” pkt. 4 anføres det, at Facebook ikke må anvendes af børn under 13 år. Der er ikke yderligere begrundelse for anvendelse af denne aldersgrænse. Vejledninger til persondataloven anbefaler at børn fra 15 år og ældre efter en konkret vurdering kan begynde selv at deltage i beslutninger som påvirker deres liv. Datatilsynets afgørelse vedrørende Børn, Unge & Sorg, åbner dog muligvis op for, at et gyldigt samtykke kan accepteres helt ned til 13 år. På et punkt er der en væsentlig forskel på Datatilsynet afgørelse vedrørende Børn, Unge & Sorg og det samtykke som gives til Facebook. De personoplysninger som behandles i Børn, Unge & Sorg befinder sig sikkert i elektroniske journaler, hvor kun en begrænset gruppe mennesker har adgang til. I Facebook er selve formålet med profilen, at der sker en større eller mindre grad af offentliggørelse af personoplysninger. Således er risikoen for uoverskuelig påvirkning af privatlivet en større risiko på Facebook. Datatilsynet har i ”Sarbanes Oxley Act-sagen” tilkendegivet, at offentliggørelser på internettet er særligt byrdefulde for den registrerede.[[130]](#footnote-130)

Det er Facebooks ansvar som dataansvarlig at sikre, at det samtykke, som den 13 årige giver, er ”lige så gyldigt” som den voksnes. Her tænkes særligt på, at begge de samtykker, som gives, skal være ”lige informerede”.[[131]](#footnote-131) Sådan som oprettelse af profiler sker på nuværende tidspunkt, er der ingen differentiering af sværhedsgrad, læsevenlighed og lignende i forhold til den information om Facebooks privatlivspolitik, som ligger forud for et samtykke.

I dokumentet ”Vilkår – erklæring om rettigheder og ansvar” pkt. 4 opfordrer Facebook til, at der ikke oprettes profiler med urigtige navne og oplysninger – herunder alder. Selvom denne henstilling foreligger, er der principielt intet til hinder for, at der kan oprettes profiler med kombinationen af eksempelvis et ”rigtigt” navn og en ”forkert” fødselsdato, som muliggør oprettelsen af en profil. På nuværende tidspunkt efterprøver Facebook ikke, *hverken* om den person der operetter en profil faktisk er 13 år *eller* om de profiler, som oprettes, er faktiske eksisterende personer.

Når den almindelige bruger er dataansvarlig, gælder de samme regler. Det er nu brugerens ansvar at sikre, at den person, som de eksempelvis, uden om udtagelsesbestemmelsen i persondataloven § 2, stk. 3, videregiver oplysninger om, har givet et samtykke som overholder persondatalovens bestemmelser herom. Da der ikke er stor sandsynlighed for, at brugeren som udgangspunkt ved, at han er dataansvarlig, er der endnu mindre sandsynlighed for, at der indhentes et samtykke før videregivelse af personoplysninger om andre, og at samtykket er gyldigt.

## 4.5 Hvornår skal et samtykke tidsmæssigt gives?

Det er ikke specifikt angivet i persondataloven, hvornår der skal indhentes et samtykke. Det fremgår dog indirekte af ordlyden og af de bestemmelser, hvor samtykket er krævet, at det skal gives forud for iværksættelsen af behandlingen.

Et eksempel herpå er bestemmelsen i § 6, stk. 1 nr. 1, hvoraf det fremgår, at *”Behandling af oplysninger kun må finde sted, hvis 1) den registrerede har givet sit udtrykkelige samtykke hertil, …”* I denne formulering forstås indirekte, at lovlig behandling forudsætter, at et samtykke allerede erindhentet.

Hvis den behandling, som der oprindeligt er samtykket til, ændrer karakter, således at den senere behandling er uforenelig med det formål, som oplysningerne oprindeligt blev indsamlet til, skal der indhentes et nyt samtykke - eller findes et andet behandlingsgrundlag - forud for den nye behandling.

Selvom samtykket skal gives forud for behandling af personoplysningerne, skal den registrerede til enhver tid uden besvær kunne finde den behandling, som der er samtykket til frem igen.[[132]](#footnote-132) [[133]](#footnote-133) I en afgørelse fra Datatilsynet om ”Brug af personnummer i netbankløsning” udtrykte tilsynet utilfredshed med den tidsmæssige placering af et samtykke. En bank anvendte kundernes personnummer som kundenumre. Banken var af den opfattelse, at kunden gav samtykke til brugen af personnummeret, når de kunne genkende kundenummeret som sit personnummer, når der første gang blev logget på netbankløsningen. Datatilsynet kritiserede denne praksis i sin afgørelse, idet personnummeret var taget i anvendelse som kundenummer forud for første på-logning. Dermed var samtykket tidsmæssigt placeret efter første anvendelse af personnummeret.[[134]](#footnote-134)

Når der oprettes en Facebook-profil, trykker brugeren på knappen ”Opret profil”. Ved at trykke på denne knap accepteres indholdet af Facebooks samlede privatlivspolitik. Der foreligger ikke et særskilt samtykke, som er tidsligt og fysisk er placeret forud for oprettelsen af profilen

I dokumentet ”Vilkår” – Erklæring om rettigheder og ansvar” fremgår, at erklæringen opdateres ”fra tid til anden”. Hvis man som bruger ønsker at blive gjort opmærksom på disse ændringer, skal man gå ind på siden ”Facebooks Sitestyring” og der klikke på ”Synes godt om”. Hvis man har tilmeldt sig denne service, vil man først blive gjort opmærksom på, at der er sket ændringer i de dokumenter, som man oprindeligt samtykkede til, når ændringerne allerede er sket. Brugeren har derfor først mulighed for eventuelt at trække sit samtykke tilbage efter at en ny behandling er iværksat. Dette er ikke i overensstemmelse med persondatalovens krav om, at samtykke skal foreligge før en behandling iværksættes.

Anvendelsen af cookies er ligeledes på kollisionskurs med persondatalovens krav om et samtykke forud for behandling. Når en bruger, som ikke har en profil på Facebook, besøger et website, som har en ”Synes godt om”-knap, bliver der indsamlet oplysninger herom. Disse oplysninger gemmes indtil der eventuelt oprettes en profil på Facebook. De oplysninger, som blev indsamlet før profilens oprettelse indgår herefter i profileringen af brugeren, på trods af, at der ikke var givet samtykke til indsamlingen af oplysningerne, på det tidspunkt hvor det skete.[[135]](#footnote-135)

Da der er mange, som ikke læser privatlivspolitikken, er der mange brugere, som slet ikke er bekendt med, at der sker ændringer i det oprindelige fundament for samtykket. Disse brugere er fraskåret muligheden for at forholde sig til, om de fortsat ønsker at samtykke til behandlingen. Da der slet ikke foreligger andre samtykker end det oprindelige, er denne praksis ikke lovlig ud fra det perspektiv, at et samtykke skal gives forud for en behandling.

Igen med baggrund i at der er mange, som ikke læser privatlivspolitikken, er der mange almindelige brugere, som slet ikke er bekendt med, at de kan komme i situationer hvor de har en dataansvarligs rolle i forhold til at sikre et forudgående samtykke, når de behandler personoplysninger om andre.

## 4.6 Der er ingen formkrav til samtykket

Der er ikke i persondataloven angivet noget formkrav, når der skal meddeles samtykke. Der kan derfor være tale om et skriftligt såvel som et mundtligt samtykke. Samtykket vil også kunne gives digitalt.

Det er den dataansvaarlige, der bærer bevisbyrden for, at der rent faktisk foreligger en registrerets samtykke, hvorfor det anbefales i videst muligt omfang at have et skriftligt samtykke. Dette gør sig i særdeleshed gældende ved samtykke til behandling af følsomme oplysninger efter persondataloven § 7, stk. 2, nr. 1, eller hvis samtykket i øvrigt konkret vurderes at have stor betydning for én af parterne.[[136]](#footnote-136)

Det samtykke som brugeren af Facebook giver til privatlivspolitikken er digitalt. Det er uvist, hvordan Facebook vil kunne dokumentere eksistensen af det registrerede samtykke. Der er dog ingen tvivl om, at Facebook kan finde den registreredes samtykke frem ved behov. Baggrunden herfor er den, i afsnit 4.1 nævnte, mistanke om, Facebooks anvendelse af samtykket til ansvarsfraskrivelse. I privatlivspolitikken er der i høj grad fokus på Facebooks egne behov og i mindre grad på brugernes retssikkerhed.

Når den almindelige bruger har en dataansvarligs rolle, er det ligeledes dennes ansvar at sikre – og at kunne dokumentere – et samtykke, når der behandles personoplysninger om andre. Med stor sandsynlighed finder dette kun sted i et meget begrænset antal situationer, da kun meget få er bevidste om deres rolle som dataansvarlig.

## 4.7 Krav om en udtrykkelig viljestilkendegivelse

Som anført ovenfor, er der i princippet ingen grænser for, hvilken form et samtykke kan have. For at samtykket er gyldigt efter persondataloven, skal det dog foreligge en udtrykkelig viljestilkendegivelse.

I persondatalovens samtykkedefinition § 3, stk. 1, nr. 8 fremgår, at der kan være tale om *”… enhver … viljestilkendegivelse…hvorved den registrerede indvilliger i…”*

En viljestilkendegivelse kan være ”hvad som helst”, men er som minimum ethvert signal, som er tilstrækkeligt klart til at angive den registreredes vilje forståeligt for den dataansvarlige. Begrebet viljestilkendegivelse er meget bredt, men kravet om at den registrerede skal *”indvillige”* kræver en eller anden form for handling. En viljestilkendegivelse kan være en håndskreven underskrift eller et mundtligt udsagn uanset om dette give offline eller online. Art. 29-gruppen påpeger, at der er større risiko for et tvetydigt samtykke ved onlinesituationer, hvorfor viljestilkendegivelsen i disse situationer kræver større opmærksomhed. Derudover kan en viljeserklæring være enhver anden adfærd, som fører til den umiskendelige konklusion, at der er givet et samtykke.[[137]](#footnote-137)

I en afgørelse fra Datatilsynet vedrørende ”Børnetelefonen på nettet” anbefalede tilsynet, at der blev etableret en særlig facilitet ved indhentelse af digitalt samtykke, som barnet skal ”vinge af”. Dette kunne eksempelvis ske ved at skrive en kort tekst, som de besøgende obligatorisk skulle klikke ”ja” til at have læst og accepteret for at få adgang til chatten. Den besøgende har hermed foretaget en aktiv viljestilkendegivelse.[[138]](#footnote-138)

For at der kan være tale om en gyldig viljestilkendegivelse, skal denne være udtrykkelig.

Kravet om udtrykkelighed fremgår ikke af definitionen på samtykke i § 3, stk. 1, nr. 8, men er nævnt under hver enkelt behandlingsbetingelse i persondataloven § 6, stk. 1, nr. 1; persondataloven § 7, stk. 2, nr. 1; persondataloven § 8, stk. 2, nr. 1 samt stk. 4; persondataloven § 11, stk. 2, nr. 2 og persondataloven § 27, stk. 3 nr. 1.[[139]](#footnote-139)

Kravet om udtrykkelighed er til hinder for, at den dataansvarlige kan nøjes med at opnå stiltiende samtykke fra den registrerede. Ved den registreredes tavshed eller manglende handling er der en iboende tvetydighed, idet det kun sjældent lader sig afklare om den registrerede havde haft til hensigt at samtykke *eller* ikke havde til hensigt at udføre handlingen.[[140]](#footnote-140)

Kravet om udtrykkelighed er også til hinder for, at den dataansvarlige kan nøjes med at opnå et indirekte eller afledt samtykke. I den sammenhæng vil situationer, hvor der alene gives mulighed for et fravalg, ikke opfylde kravet om, at viljestilkendegivelsen skal være udtrykkelig.[[141]](#footnote-141)

Facebook-brugeren giver sin vilje til kende ved at klikke på knappen ”Opret profil”. Der foretages en aktiv handling, hvor det ikke kan betvivles, at brugeren har haft til hensigt at oprette en profil.

Der kan dog diskuteres, om brugeren ved at tilkendegive, at denne ønsker at oprette en profil, *også* har tilkendegivet at acceptere, at der behandles personoplysninger om denne. For den almindelige bruger er det at oprette en profil *og* acceptere behandling af personoplysninger principielt to forskellige ting. Det kan diskuteres, om der ikke i nogen grad er tale om, at det samtykke, der gives til behandling, er afledt eller indirekte på baggrund af ønsket om at oprette en profil. Art. 29-gruppens holdning er, at der ikke bør samtykkes til oprettelse af en profil og behandling af personoplysninger på én gang.[[142]](#footnote-142)

Det er tvetydigt, hvad brugeren egentlig samtykker til. Er der tale om et tvetydigt samtykke, som er afledt af en anden viljetilkendegivelse, er dette ikke lovligt efter persondataloven.

Når den almindelige bruger har en dataansvarligs rolle, er det ligeledes dennes ansvar at sikre – og at kunne dokumentere – at det samtykke, som bør indhentes ved behandling af personoplysninger om andre, er udtryk for en udtrykkelig viljestilkendegivelse. Med stor sandsynlighed løftes dette ansvar kun i et meget begrænset antal situationer.

## 4.8 Et samtykke skal være klart og utvetydigt

For at et samtykke er gyldigt efter persondataloven, skal det være klart og utvetydigt. Vurderingen af om et samtykke er klart og utvetydigt er konkret og beror på en vurdering af, hvilke typer personoplysninger der er tale om, samt i hvilken sammenhæng oplysningerne skal anvendes.[[143]](#footnote-143) Der stilles samme krav til et samtykkes utvetydighed, uanset om der er tale om et online eller off-line samtykke.

Ved et utvetydigt samtykke efterlades ingen tvivl om, at hensigten med den registreredes udtrykkelige viljeserklæring er at afgive et samtykke. Et utvetydigt samtykke beror hovedsaglig på direkte aktivt udførte handlinger, men kan under meget specielle omstændigheder udledes af andre handlinger. Ved den registreredes tavshed eller manglende handling er der en iboende tvetydighed, idet det kun sjældent lader sig afklare om den registrerede havde haft til hensigt at samtykke *eller* blot ikke havde til hensigt at udføre handlingen, som kunne lede til samtykket.

Det er den dataansvarlige, der har ansvaret for at sikre, at det samtykke som gives, opfylder kravet om utvetydighed. Derfor skal den dataansvarlige sikre procedurer og mekanismer, som både dokumenterer samtykkets utvetydighed *og* at det er den registrerede selv, der har givet samtykket. I den sammenhæng kan for eksempel bestemte browserindstillinger og fravalgsmekanismer kun i meget begrænsede særlige tilfælde være udtryk for den registreredes utvetydige samtykke, da den almindlige registrerede slet ikke er bekendt med browserindstillinger eller muligheden for at ændre dem.

Jo mere komplekst et miljø der navigeres i, jo flere foranstaltninger er nødvendige for at sikre, at samtykket er utvetydigt. Kompleksitet viser sig ofte i online procedurer.[[144]](#footnote-144)

Datatilsynet anbefaler i sin afgørelse vedrørende ”Lagring af chat hos Jubii”, at der etableres en særlig online facilitet, som sikrer, at der ikke er tvivl om, at de registrerede afgiver et samtykke til behandling af personoplysninger, som opfylder lovens krav.[[145]](#footnote-145)

Datatilsynet anerkender tillige, at flere handlinger samlet set kan resultere i, at et samtykke er udtrykkeligt. I afgørelsen vedrørende ”FDB og Coop Danmarks A/S’ medlemsprogram” finder Datatilsynet, at kunden giver et utvetydigt samtykke til medlemskab af medlemsprogrammet ved *både* at logge på en hjemmeside med anvendelse af et tildelt kodeord *og* ved samtidig at afkrydse en erklæring om, at FDB og Coop må behandle vedkommendes personoplysninger.[[146]](#footnote-146)

EU-Domstolen har ligeledes behandlet kravet om udtrykkelighed. Sagerne vedrørte offentliggørelse af modtagere af diverse EU-midler. Generaladvokatens udtaler, at det forhold, at modtagerne forudgående generelt har samtykket til ”en form for” offentliggørelse, ikke er det samme som at samtykke til en specifik offentliggørelse. Der var således i sagerne ikke tale om et gyldigt utvetydigt samtykke til en særlig form for detaljeret offentliggørelse.[[147]](#footnote-147) [[148]](#footnote-148)

Reglerne om klarhed og utvetydighed lægger sig meget tæt op at reglerne om udtrykkelighed.

Facebook og det miljø, som omgiver den online virksomhed, er meget komplekst. Der stilles derfor store krav til Facebook som dataansvarlig, i forhold til at sikre at det er klart og utvetydig, hvad der samtykkes til. I forlængelse af afsnit 4.7 om udtrykkelighed er det tvetydigt, hvad brugeren egentlig samtykker til, oprettelse af en profil eller til behandling af personoplysninger? Denne tvetydighed er ikke acceptabel i relation til samtykker efter persondataloven. Selvom Facebook har etableret en sådan facilitet, som anbefales i Datatilsynets afgørelse vedrørende ”Lagring af chat hos Jubii”, er risikoen for tvetydighed ikke udryddet. Ved anvendelse af flere samtidige handlinger kunne denne tvetydighed måske elimineres.

En anden tvetydig situation opstår, når der sker ændringer i Facebooks privatlivspolitik, og brugeren ikke har tilkendegivet et ønske om at blive gjort opmærksom på ændringer. Det er her Facebooks politik, at den fortsatte brug af Facebook er udtryk for brugerens accept af de ændrede vilkår. Brugeren har ikke foretaget sig noget, og dog tolker Facebook på den baggrund, at brugeren har accepteret ændringerne. Et sådant stiltiende og indirekte afledt samtykke savner den udtrykkelighed, som er et krav efter persondataloven, idet der altid vil være tvivl om, hvad brugerens egentlige hensigt var.

Når den almindelige bruger har en dataansvarligs rolle, er det ligeledes dennes ansvar at sikre – og at kunne dokumentere – at det samtykke, som bør indhentes ved behandling af personoplysninger om andre, er klart og utvetydigt. Med stor sandsynlighed finder dette kun sted i et meget begrænset antal situationer.

## 4.9 ”Frivilligt”

Efter persondataloven skal et samtykke være givet frivilligt for at være gyldigt. Samtykket må derfor ikke være givet under tvang af den dataansvarlige eller andre. Frivillighed kan defineres som: *”… en viljesbeslutning, som en person der er ved sine evners fulde brug, har truffet uden nogen form for tvang af social, økonomisk, psykologisk eller anden art…”.* Tvang kunne eksempelvis forekomme ved forsøget på at vildlede, intimidere og påpege væsentlige negative konsekvenser ved ikke at samtykke. [[149]](#footnote-149)

Der vil i praksis kunne stilles spørgsmålstegn ved, om et samtykke er frivilligt. Et eksempel herpå er, hvis samtykket er givet, mens den registrerede har været under påvirkning af alkohol, narkotika eller lignende, og derfor har været en person, der var ” let at overtale”.

Datatilsynet har i afgørelsen vedrørende ”Adgangskontrol på diskoteker og førelse af intern karantæneliste” vurderet, at personer, som går på diskotek, godt kan give samtykke til behandling af personoplysninger, selvom disse med nogen sandsynlighed kan være under påvirkning af alkohol på det tidspunkt, hvor der samtykkes.[[150]](#footnote-150) Det er tidligere i afsnit 4.4 diskuteret, om disse diskoteksgæster besidder rets- og handleevne. Det kan også diskuteres, om det samtykke der gives, af den potentielt berusede gæst er gyldigt, hvis denne på grund af sin tilstand har været ”let at overtale”. Når der er tale om gæster, som vurderes ”lette at overtale” kan det desuden diskuteres om afgivelse af blandt andet biometriske data er proportionel med modydelsen – at kunne besøge et diskotek.[[151]](#footnote-151)

Et andet spørgsmål, som i praksis kan stilles, forefindes i de situationer, hvor samtykket er givet, fordi den registrerede ønsker en modydelse, som kun kan opnås ved netop at samtykke. Der er en flydende grænse mellem et simpelt incitament og den form for tvang, som har reel indflydelse på den registreredes frihed til at foretage et valg.[[152]](#footnote-152) Det er den almindelige opfattelse, at samtykket er frivilligt, eftersom den registrerede ønsker modydelsen. Det kræver dog, at samtykket er proportionalt med modydelsen.[[153]](#footnote-153)

Datatilsynet har i afgørelsen vedrørende ”Lagring af chat hos Jubii” forholdt sig til frivillighedskriteriet. Det er tilsynets vurdering, at det er frivilligt for chatsidens brugere, om de ønsker at samtykke til lagring af data på Jubii’s chatside, eller om de ønsker at benytte en tilsvarende chat-tjeneste, som ikke lagrer personoplysninger.[[154]](#footnote-154)

Udgangspunktet ved oprettelse af en profil på Facebook er, at oprettelsen har været frivillig, da brugeren har ønsket den ydelse, som Facebook kan tilbyde.

I forhold til ovenstående definition på frivillighed, kan man diskutere, om der er et mål af ”indirekte social tvang” til stede, når en person opretter en profil på Facebook. For mange mennesker foregår en ikke ubetydelig del af deres sociale liv på Facebook. Brugeren ”tør” simpelthen ikke undlade at oprette en profil, da de uden denne vil være ekskluderet for et væsentligt fællesskab. Denne ”indirekte social tvang” har med stor sandsynlighed større vægt overfor de yngste brugere af Facebook.[[155]](#footnote-155)

At der overhovedet foreligger en mulighed for, at et samtykke kan gives på baggrund af en vis ”indirekte social tvang”, har baggrund i den succes som Facebook oplever. I definitionen på frivillighed stilles der ikke krav om, at tvangen skal komme et bestemt sted fra. Det er Facebook, der skaber fundamentet for, at det er nødvendigt at acceptere behandling af personoplysninger, men det er brugeren selv eller dennes omgangskreds, der skaber oplevelsen af ”indirekte social tvang” hos brugeren. Som beskrevet i Datatilsynets afgørelse vedrørende lagring af chat hos Jubii, kan brugeren vælge en anden udbyder, som stille andre krav til behandling af personoplysninger. Udfordringen i relation til Facebook er, at Facebook har en så dominerende status på markedet for sociale netværkstjenester, at det ikke er interessant for brugerne at have profiler andre steder.

Det kan diskuteres, om der er proportionalitet mellem det brugeren giver – som minimum de personoplysninger som er knyttet til oprettelsen af en profil – og det denne får – deltagelse i et socialt netværk. En vigtig betragtning er i en sådan diskussion, hvad personoplysninger er værd for den enkelte, og om personoplysninger er lige meget værd for alle. Heroverfor kan den modsatte overvejelse være, hvor meget en profil på Facebook ”er værd” for den enkelte bruger, og om den er lige meget værd for alle. Der kan ikke angives en endelig opregning af fordele og ulemper for en enkelte. Foretager brugeren en bevidst afvejning af ovennævnte forhold kan et samtykke gives, når brugeren er villig til at betale med sine personoplysninger for en profil.

Det forhold, at personoplysninger er det eneste betalingsmiddel, hvis en profil ønskes, svækker brugerens mulighed for at beskytte sine personoplysninger.

Når den almindelige bruger har en dataansvarligs rolle, er det ligeledes dennes ansvar at sikre – og at kunne dokumentere – at det samtykke, som bør indhentes ved behandling af personoplysninger om andre, er frivilligt. Med stor sandsynlighed finder denne vurdering kun sted i et meget begrænset antal situationer.

## 4.10 ”Specifikt”

Efter persondatalovens definition § 8, stk. 1, nr. 8 skal et samtykke være specifikt for at være gyldigt. Således er et generelt formuleret samtykke ikke gyldigt.

For at være specifikt skal samtykket være konkretiseret, så det er helt entydig, hvad den registrerede samtykker til. En sådan konkretisering kan blandt andet bestå i oplysninger om, hvilke typer oplysninger der behandles, om personoplysningerne videregives, hvem der behandler samt til hvilket formål, jf. persondataloven § 28, stk. 1. Det beror på en konkret vurdering, hvor specifikt disse forhold skal beskrives. [[156]](#footnote-156)

Kravet om, at et samtykke skal være specifikt, har en meget nær sammenhæng til kravet om information, som behandles i næstfølgende afsnit.

I Datatilsynets afgørelse vedrørende ”Sarbanes Oxley Act” var tilsynets vurdering, at der ikke kan indhentes generelle samtykker til overførsel og behandling af revisorers personoplysninger til et amerikansk tilsyn. Det samtykke, som blev forelagt Datatilsynet, betød, at der skulle kunne udleveres revisionsdokumenter og afgives vidneforklaring, hvis det amerikanske tilsyn anmodede om det. Datatilsynets vurdering heraf var, at et sådant samtykke var hypotetisk og havde et for bredt anvendelsesområde. Det var ikke lovligt efter persondataloven, idet det ikke var muligt at konkretisere og specificere det, som revisorerne skulle samtykke til.[[157]](#footnote-157)

Med udgangspunkt i, at et generelt samtykke ikke er gyldigt efter persondataloven, støder det samtykke, som gives til behandlinger af personoplysninger på Facebook, ind i store udfordringer. Der er flere grunde hertil.

Det formål, som angives med behandlingen på Facebook er så bredt og generelt, at det ikke lever op til persondatalovens krav om, at formålet skal være afgrænset og veldefineret jf. persondataloven § 5, stk. 2.

Det er endvidere ikke specifik angivet, hvilke former for oplysninger der behandles. Facebook benytter sig af upræcise formuleringer, så som at de skal bruge *”…alle de nødvendige rettigheder…”* Udgangspunktet er, at der ved oprettelsen af en profil behandles almindelige oplysninger. Derefter afhænger de oplysninger, der behandles, af, hvilke oplysninger der deles. Alle former for følsomme og semifølsomme oplysninger kan blive delt. Dertil kommer uegentlige oplysninger i form af elektroniske spor, som opsamles ved hjælp af cookies om eksempelvis geografisk placering.

Endeligt videregives personoplysninger af Facebook til annoncører. Hvem disse annoncører er, defineres ikke yderligere.

Opsummerende på ovenstående opfylder det samtykke som brugeren giver til Facebook, ikke kravet om, at samtykket skal være konkret og entydigt.

Når den almindelige bruger har en dataansvarligs rolle, er det ligeledes dennes ansvar at sikre – og at kunne dokumentere – at det samtykke, som bør indhentes ved behandling af personoplysninger om andre, er specifikt. Med stor sandsynlighed finder dette kun sted i et meget begrænset antal situationer.

## 4.11 ”Informeret”

Et samtykke skal være informeret for at være gyldigt efter persondataloven § 3, stk. 1, nr. 8. At et samtykke er informeret indebærer helt overordnet, at den registrerede er oplyst om, hvad der samtykkes til.[[158]](#footnote-158)

Der er flere krav til informationen, som alle skal være opfyldt. For det første skal informationen meddeles i et ”almindeligt” sprog uden anvendelser af fagtermer, som ikke er forståelige for den almindelige registrerede. For det andet skal informationen være synlige og iøjnefaldende. Den skal være tilgængelig direkte til den relevante registrerede. Dette indebærer eksempelvis, at informationen ikke må ligge et ubestemmeligt sted, så den registrerede skal lede efter denne.

Informationen skal gives forud for samtykket, men skal tillige foreligge tilgængeligt for den registrerede under behandlingen.

For at der er tale om tilbundsgående information anbefales det, at der også foreligger information om, hvordan privatlivspolitikken opfylder persondataloven, databeskyttelsesdirektivet eller sker i samspil med Safe Harbour-ordningen. Først når denne information er videregivet til den registrerede, er der skabt et tilfredsstillende fundament for gennemsigtighed i databehandlingen.[[159]](#footnote-159)

Det kan ikke med endelighed siges, hvilke informationer der er ”nok”, for at den registrerede er tilstrækkeligt informeret. I Datatilsynets afgørelse vedrørende Sarbanes Oxley Act udtaler tilsynet, at informationen som minimum skal indeholde oplysninger om, hvorvidt samtykket kan tilbagetrækkes eller ej.[[160]](#footnote-160) Denne oplysning alene er i sagens natur ikke tiltrækkelig. Det er den dataansvarliges ansvar at sikre, at informationen har en sådan form og et sådant indhold, at den kan findes og forstås af den registrerede. Dette kan udgøre en udfordring for den dataansvarlige ved komplekse teknologier så som internettet.[[161]](#footnote-161)

I Datatilsynets afgørelse vedrørende FDB og Coop Danmark A/S’s medlemsprogram, understreger tilsynet, at der skal gives tilstrækkelig information til at kunderne kan forstå konsekvenserne af samtykket. Det betyder, at der skal gives så præcis en information, som man kan, på det tidspunkt hvor der samtykkes. De samarbejdspartnere (eksempelvis i relation til markedsføring), som FDB og Coop Danmark A/S har på tidspunktet for samtykket, skal præcist angives, og samtidig skal det angives, at der for fremtiden kan komme nye samarbejdspartnere til. Tilsynet anbefaler i øvrigt, at hvis der optages nye samarbejdspartnere, meddeles dette til kunderne efter princippet om god databehandlingsskik efter persondataloven § 5, stk. 1.

Når en bruger samtykker til oprettelse af en profil på Facebook, er der umiddelbart forud for ”Opret profil”-knappen linket til de tre dokumenter, som der samtykkes til. Brugeren kan på ethvert tidspunkt finde disse dokumenter igen på [www.facebook.dk](http://www.facebook.dk). I den sammenhæng er det en vigtig pointe, at det ikke nødvendigvis er nøjagtigt de dokumenter, som brugeren selv samtykkede til, idet der kan være sket væsentlige ændringer. Efter Facebooks overbevisning medfører en brugers fortsatte brug af Facebook, at der samtykkes til de dokumenter, som der kan linkes til fra forsiden, uagtet at disse er ændret siden profilens oprettelse. Der kan stilles spørgsmålstegn ved denne praksis, jf. diskussionen i afsnit 4.8. Det havde været ”mere korrekt”, at brugeren kunne finde nøjagtigt de dokumenter, som denne ved oprettelsen samtykkede til. Dette synes ikke umiddelbart muligt, hvormed Facebook ikke overholder kravet om, at informationen skal være let at finde – hvis den overhovedet findes.

De tre dokumenter, som tilsammen udgør Facebooks privatlivspolitik, er beskrevet på i alt 47 sider.[[162]](#footnote-162) [[163]](#footnote-163) I dokumenterne er der yderligere linket til forskellige sider, hvor teksten uddybes. I dokumentet ”Politik for brug af data” er der omkring 50 henvisninger til uddybende tekst. De tre dokumenter inklusiv links udgør i ren tekstmængde en meget omfattende mængde oplysninger, som det må vurderes, at være svært for den almindelige bruger at få overblik over. Hertil kommer, at indholdet – den reelle hensigt og mening med de oplysninger der gives – også kan være svære at forstå. Facebook har søgt at anvende et ”almindeligt” sprog, men dette er dog ikke fuldstændigt gennemført. Eksempler herpå er i beskrivelserne af hvordan Facebook virker, hvor der anvendes ord som ”hash-version”, ”DoS-angreb”, ”Facebook platform” og ”graph API”. Kun de to sidstnævnte ord er bekrevet i et link. Derudover anvendes juridiske termer, eksempelvis sætningen *”… du giver os en ikke-eksklusiv, overdragelig, videre-licenserbar, royaltyfri, verdensomspændende licens til at bruge ethvert IP-indhold, som du slår op på eller i forbindelse med Facebook”.* For at kunne forstå en sådan sætning, og vide hvilke rettigheder og forpligtelser, der følger heraf, kræves en juridisk indsigt, som ikke kan forventes af den gennemsnitlige bruger af Facebook.

Ovenfor er det beskrevet, at den almindelige bruger af Facebook kan have svært ved at forstå og gennemskue privatlivspolitikken. I den sammenhæng skal det erindres, at mange af Facebooks brugere er børn og unge, som må forventes at have endnu sværere ved at forstå privatlivspolitikkens indhold. Facebooks privatlivspolitik er ikke differentieret under hensyntagen til at børn eventuelt kunne have behov for at få informationer på en anden måde end voksne. Dette kunne eksempelvis ske ved anvendelse af et mere enkelt, præcist og pædagogiske sprog samt ved anvendelse af lyd og/eller billeder.[[164]](#footnote-164)

I Facebooks privatlivspolitik findes ingen beskrivelse af, hvordan privatlivspolitikken overholder persondatalovens (eller databeskyttelsesdirektivets) regler. Der er i dokumentet ”Politik for brug af data” angivet, at Facebook har tilsluttet sig Safe Harbour-ordningen. I den sammenhæng mangles en yderligere beskrivelse af samspillet mellem tilslutningen til Safe Harbour-ordningen og det forhold af Facebook opererer i Danmark, jf. diskussionen i afsnit 3.4.

I Facebooks ”Politik for brug af data” oplyses, at de oplysninger, som Facebook modtager om brugeren, anvendes i forbindelse med de tjenester og funktioner, som leveres til brugeren og andre brugere, eksempelvis dennes venner, Facebooks partnere, de annoncører, som køber annoncer på sitet, og udviklerne bag de spil, applikationer og websites, som brugeren benytter sig af. Facebook understreger at have ret til at gøre dette, idet der via samtykket til oprettelsen af profilen er sag ja til at det foregår, som beskrevet i nærværende dokument. Efter Datatilsynets afgørelse vedrørende FDB og Coop Danmark A/S’s medlemsprogram, er denne information ikke tilstrækkelig til at udgøre et fundament for et samtykke efter persondataloven, idet den alene er generel. Det nævnes eksempelvis ikke hvilke navngivne annoncører der videregives oplysninger til på nuværende tidspunkt og ej heller, at der for fremtiden vil gives oplysninger til andre.

Opsummerende efterlader den information, som Facebook giver, ikke den almindelige bruger – voksen eller barn - tilstrækkeligt informeret. De forhold, som omgiver Facebook, og den behandling af personoplysninger som finder sted, udgør samlet set et meget komplekst system. Det er en udfordring, at få beskrivelsen af et sådant system viderekommunikeret til brugerne på en simpel og gennemsigtig måde, men det er ikke desto mindre det, der er Facebooks ansvar som dataansvarlig.

Når den almindelige bruger har en dataansvarligs rolle, er det ligeledes dennes ansvar at sikre – og at kunne dokumentere – at det samtykke, som bør indhentes ved behandling af personoplysninger om andre, er informeret. Med stor sandsynlighed finder dette kun sted i et meget begrænset antal situationer.

## 4.12 Tilbagekaldelse og tidsmæssig udstrækning af et samtykke

Muligheden for at trække et samtykke tilbage er specielt vigtigt ved behandling af personoplysninger på internettet. På grund af internettets kompleksitet, er det ikke muligt at forudse, hvilke negative konsekvenser et samtykke til en behandling kan have. Muligheden for tilbagekaldelse er opretholdelsen af den registreredes kontrol med behandlingen.[[165]](#footnote-165)

Efter persondataloven § 38 kan den registrerede tilbagekalde det samtykke, der er givet til behandling. Dette er udtryk for, at den registrerede har ret til at skifte mening. Tilbagekaldelse indebærer, at den registrerede på et hvilket som helst tidspunkt forud for og under behandlingen kan tilbagekalde sit samtykke. Samtykket kan ikke tilbagekaldes med ”tilbagevirkende kraft”, hvorfor virkningen af en tilbagekaldelse af et samtykke er, at der ikke må finde fremtidig behandling sted, som er afhængig af den registreredes samtykke.[[166]](#footnote-166)

I lovforslaget til persondataloven i bemærkningerne til § 38 anvendes den formulering, at ved tilbagekaldelse af et samtykke må *”… behandling af oplysninger, som den registrerede har meddelt sit samtykke til, normalt ikke må finde sted fremover…”* Det fremgår ikke af forarbejderne til loven, hvornår hovedreglen kan fraviges.

Når den registrerede trækker sit samtykke tilbage afgøres det efter en konkret vurdering efter persondataloven § 37, om der skal ske sletning eller blokering af personoplysningerne.[[167]](#footnote-167)

For at overholde lovens krav om mulighed for at tilbagetrække et samtykke, skal det kunne lade sig gøre enkelt og uproblematisk. Det betyder, at det skal være ligetil at gennemskue, hvordan tilbagetrækning sker, og det skal være teknisk uproblematisk. Hvis tilbagetrækning af samtykke ikke teknisk er muligt eller reelt ikke tillades, er samtykket mangelfuldt.[[168]](#footnote-168) En sådan situation beskrives i Datatilsynets afgørelse om Sarbanes Oxley Act, hvor en revisors tilbagekaldelse af et samtykke overfor sin arbejdsgiver ikke vil have den ønskede effekt, idet personoplysningerne er videregivet til en amerikansk tilsynsmyndighed, hvorved oplysningerne er ude af arbejdsgiverens kontrol.[[169]](#footnote-169)

For at den registrerede kan gøre brug af sin ret til at tilbagetrække sit samtykke, er det afgørende, at den dataansvarlige har givet sig til kende, således, at denne kan kontaktes. I forhold hertil vises der tilbage til den dataansvarliges oplysningspligt i persondataloven §§ 28 og 29, som blandt andet vedrører oplysninger om, hvem den dataansvarlige er, samt til hvilket formål behandlingen foregår.[[170]](#footnote-170) Ved det formidlede samtykke, hvor samtykket er givet til en anden end den dataansvarlige, kan tilbagekaldelse ske til såvel den dataansvarlige som til den, som har modtaget samtykket.[[171]](#footnote-171)

Af Facebooks ”Politik for brug af data” fremgår, at en profil kan deaktiveres eller slettes. Ved deaktivering sættes profilen ”på pause”, men der slettes ingen oplysninger. Ved sletning af en profil sker der fra et samtykke-perspektiv det, at samtykket til profilen tilbagetrækkes, og denne slettes permanent fra Facebook. Det tager typisk en måned at slette en konto, og Facebook opbevarer *”muligvis”* nogle oplysninger i sikkerhedskopier og logfiler i op til 90 dage. Det kan diskuteres, om det er rimeligt at det tager en måned at slette en profil. I denne måned kan der potentielt finde behandling sted, hvortil der ikke er et lovligt behandlingsgrundlag. Det samme gælder de 90 dage, hvor der muligvis opbevares sikkerhedskopier og logfiler.

I forhold tilbagetrækning af samtykke og lukning af en profil, er det vigtigt for den registrerede at vide, at det alene er profilen som lukkes. Alt hvad brugeren igennem tiden har delt med andre brugere, eksempelvis opslag i en gruppe, beskeder til andre brugere og ”Synes godt om”-markeringer, stadigvæk findes i andre brugeres bevidsthed eller skriftligt på andre brugeres profiler, selvom et samtykke til behandling er trukket tilbage. I den sammenhæng har det således ingen betydning, om de oplysninger, som er delte, er delt i lukkede grupper eller på åbne profiler. På baggrund heraf kan det diskuteres, om det teknisk og praktisk er muligt fuldt ud at tilbagetrække et samtykke til behandling af oplysninger på Facebook. Hvis udfaldet af denne vurdering er, at der ikke kan ske en endelig tilbagetrækning af samtykket, er dette mangelfuldt.

Af persondataloven § 38 følger indirekte, at en behandling, som er baseret på et samtykke, principielt kan finde sted indtil samtykket tilbagekaldes. Der må dog antages at være modifikationer til dette princip på baggrund af lovens regler om god databehandlingsskik i § 5, stk. 1 og princippet om dataminimering i § 5, stk. 3.

På baggrund af omstændighederne vedrørende den konkrete behandling, må det vurderes, om et samtykke løbende skal fornys eller revurderes. Dette kunne eksempelvis ske, hvis der i en længere periode ikke er sket behandling af personoplysninger om den registrerede på baggrund af samtykket, eller hvis der over en årrække må antages at blive indsamlet flere oplysninger, end der er behov for henset til formålet med behandlingen.[[172]](#footnote-172) Som et eksempel herpå har Datatilsynet i afgørelsen vedrørende lagring af chat hos Jubii, vurderet, at opbevaring af kommunikationsdata i et år efter indsamlingen, uden fornyet samtykke vil være indenfor rammerne af persondataloven § 5.[[173]](#footnote-173)

Som udgangspunkt har det samtykke som gives til behandling af personoplysninger på Facebook ingen afslutningsdato. Det vil principielt sige, at de oplysninger, der deles på Facebook i dag, vil være at finde på Facebook i hele dennes eksistenstid. Der vil i denne periode kunne ske en ophobning af en meget stor mængde personoplysninger af såvel almindelig, følsom samt semifølsom karakter.

Ud fra et dataminimeringssynspunkt skal det vurderes i forhold til formålet med behandlingen, om der er ”behov” for alle disse oplysninger som potentielt indsamles over mange år. Denne vurdering er besværliggjort af, at formålet med behandlingen er meget bredt, jf. diskussionen i afsnit 3.2.

Det angives ikke i Facebooks privatlivspolitik noget sted, at der med et bestemt interval skal ske fornyelse af den accept til behandling af personoplysninger, som gives ved oprettelse af en profil. På baggrund heraf tolkes det, at det oprindelige samtykke principielt gælder for altid.

Når den almindelige bruger har en dataansvarligs rolle, er det ligeledes dennes ansvar at sikre – og at kunne dokumentere – at det samtykke, som bør indhentes ved behandling af personoplysninger om andre, kan tilbagetrækkes. Med stor sandsynlighed finder dette kun sted i et meget begrænset antal situationer.

# 5. Konklusion

På baggrund af ovenstående gennemgang konkluderes i det følgende på, hvilke juridiske udfordringer opstår, når persondatalovens krav til et gyldigt samtykke møder Facebooks privatlivspolitik.

Den behandling af personoplysninger, som finder sted på Facebook er elektronisk, og behandlingen er derfor omfattet af persondatalovens anvendelsesområde, jf. § 1. Dele af behandlingen kan dog falde ind under undtagelsesbestemmelsen i persondatalovens § 2, stk. 3, hvoraf det fremgår, at loven ikke gælder for aktiviteter af rent privat karakter. Det falder ikke ind under undtagelsesbestemmelsen, hvis der behandles oplysninger om andre uden samtykke jf. C- 101/01 Lindquist og SS 2761/2008. Den aktivitet, som finder sted på en ”lukket profil”, er sædvanligvis omfattet af undtagelsesbestemmelsen i § 2, stk. 3, selvom der sker offentliggørelse til et stort antal venner. Det kan være svært for den almindelige bruger af Facebook at gennemskue, hvornår dennes behandling falder inden for – eller uden for undtagelsesbestemmelsen.

Facebook hører ind under persondatalovens geografiske område, da de anvende cookies jf. § 4, stk. 3, nr. 1 og da der indsamles oplysninger specifikt ved danske brugere af Facebook, jf. § 4, stk. 3, nr. 2. Facebook er en del af Safe Harbour-ordningen, men denne vurderes sekundær i forhold til persondataloven.

På Facebook behandles almindelige -. følsomme-, og semifølsomme personoplysning om de registrerede brugere.

Facebook er dataansvarlig jf. § 3, stk. 1, nr. 4, for størstedelen af den behandling, der finder sted på Facebook, da det er derfra, der angives et formål med behandlingen, og idet der derfra leveres midler til at kunne behandle brugernes data. Det er den dataansvarlige, der er ansvarlig for overholdelse af databeskyttelsen, således som den er beskrevet i persondataloven. Hvis brugeren af Facebook anvender applikationer, kan applikationsudbyderen også være dataansvarlig. Endelig kan den almindelige bruger af Facebook have dataansvar for det indhold, som bliver lagt på dennes profil, hvis behandlingen ikke sorterer under privatlivsundtagelsen i § 2, stk. 3. Facebooks manglende anerkendelse af direkte dataansvar, og den almindelige brugers manglende kendskab til, at de kan være dataansvarlige, udgør væsentlige udfordringer for de gyldighedsbetingelser, der er for behandling og samtykke efter persondataloven.

Den dataansvarlige er ansvarlig for, at den behandling, der finder sted, overholder reglerne om god databehandlingsskik, jf. persondataloven § 5 – herunder blandt andet kravet om fornøden kontrol og ajourføring samt sikring af at dataene er rigtige og ikke vildledende. Når der henvises til Facebooks manglende anerkendelse af dataansvar og de registreredes manglende kendskab til samme, er der ved anvendelsen af Facebook væsentlige udfordringer forbundet med sikring af god databehandlingsskik.

Indsamling af personoplysninger må kun ske på baggrund af den dataansvarliges formulering af saglige, afgrænsede, veldefinerede og udtrykkelige formål, jf. § 5, stk. 2. Det er Facebooks formål at hjælpe brugerne med at dele og holde forbindelsen ved lige med personerne i dennes liv. Dette formål lever ikke op til persondatalovens krav om at være specifikt, klart og veldefineret. Det forhold, at Facebooks formål med behandlingen ikke lever op til persondatalovens krav til et sådant, medfører i princippet, at der kan stilles spørgsmålstegn ved gyldigheden af enhver behandling, som Facebook er ansvarlig for. Når brugerne er dataansvarlige, er det usandsynligt, at der opstilles et formål med behandlingen, da brugeren ikke er bekendt med sin rolle som dataansvarlig.

På baggrund af udfordringerne knyttet til formulering af et formål med behandlingen følger yderligere udfordringerne for den dataansvarlige i forhold til overholdelse af princippet om proportionalitet, oplysningspligt samt muligheden for den registreredes indsigtsret.

Grundlaget for behandling af personoplysninger på Facebook er et samtykke efter persondataloven § 3, stk. 1, nr. 8: *”Enhver frivillig, specifik og informeret viljestilkendegivelse, hvorved den registrerede indvilger i, at oplysninger, der vedrører den pågældende selv, gøres til genstand for behandling.”*. Samtykket kan ikke anvendes som behandlingsgrundlag, hvis det ikke overholder de gyldighedsbetingelser, som nævnes.

Reglerne om samtykke findes i persondataloven § 6, stk. 1, nr. 1 – vedrørende almindelige oplysninger; § 7, stk. 2, nr. 1 – vedrørende følsomme oplysninger; § 7, stk. 2, nr. 3 – vedrørende offentliggørelse af egne personoplysninger; § 8, stk. 4 - vedrørende semifølsomme oplysninger og § 27, stk. 3, nr. 1 – vedrørende overførsel af oplysninger til et tredjeland. Med det samtykke, der gives til behandling, samtykkes generelt og ikke til en bestemt form for behandling. Der finder behandling sted inden for hver af de ovennævnte paragraffer af såvel egentlige som uegentlige personoplysninger. I relation til de uegentlige personoplysninger har undersøgelser vist, at der på baggrund af disse kan udeledes oplysninger, som brugerne ikke selv havde givet, men som deres brug af Facebook samlet set var udtryk for, på baggrund af at brugerne havde foretaget online køb, delt tanker eller en video, ”Synes godt om” et billede, et citat eller lignende. Facebook behandler desuden oplysninger på baggrund af anvendelsen af cookies uden samtykke – hvilket vil sige uden det lovkrævede behandlingsgrundlag.

Den dataansvarlige har ansvar for indhentelse af samtykket, samt for at sikre, at samtykket overholder lovens gyldighedsbetingelser. Der er udfordringer hermed, både når Facebook er dataansvarlig, men i særdeleshed, når brugerne er dataansvarlige, idet de ikke er bekendt med deres pligter som dataansvarlige.

For at kunne samtykke kræver persondataloven den registreredes fulde rets- og handleevne. Loven angiver ingen aldersgrænser, men fra forarbejder fremgår, at fra den registrerede er 15 år, kan denne selv samtykke. Af afgørelser fra Datatilsynet fremgår, at aldersgrænsen kan sættes lavere – måske helt ned til 13 år. Det er den dataansvarlige – uanset hvem der har denne rolle - der skal sikre, at den registrerede er i stand til at samtykke. Facebook accepterer samtykke til behandling af personoplysninger fra personer som er fyldt 13 år.

Et samtykke skal tidsmæssigt gives forud for iværksættelsen af behandlingen. Når der oprettes en Facebook-profil, trykker brugeren på knappen ”Opret profil”. Ved at trykke på denne knap accepteres indholdet af Facebooks samlede privatlivspolitik forud for anvendelsen af profilen og forud for Facebooks behandling af personoplysninger. Når privatlivspolitikken opdateres, skal brugeren gå ind på ”Facebooks Sitestyring” og der klikke på ”Synes godt om”. Hvis brugeren har tilmeldt sig denne service, vil denne først blive gjort opmærksom på, at der er sket ændringer i de dokumenter, som man oprindeligt samtykkede til, når ændringerne allerede er sket. Hvis brugeren ikke er tilmeldt servicen, finder denne aldrig ud af, at der er sket ændringer i privatlivspolitikken. En sådan praksis er ikke i overensstemmelse med persondatalovens krav om, at samtykke skal foreligge før en behandling iværksættes.

Der er ingen formkrav til samtykket. Der stilles dog krav om, at samtykket er en udtrykkelig viljestilkendegivelse. Brugeren af Facebook giver med sin tilkendegivelse om at ønske at oprette en profil, samtidig tilkendegivelse om at acceptere behandling af personoplysninger. Der bør ikke samtykkes til to væsensforskellige ting på én gang, idet det skal være klart og utvetydigt, hvad brugeren egentlig samtykket til.

Det skal være frivilligt, om der samtykkes til behandling af personoplysninger på Facebook. Det er en almindeligt accepteret opfattelse, at samtykket til Facebook er frivilligt, idet den registrerede ønsker modydelsen – en profil på Facebook. Det kan diskuteres, om der er et mål af ”indirekte social tvang” i forbindelse med især unges anvendelse af Facebook, samt om ydelsen ”personlige oplysninger” er proportional med modydelsen ”en profil”.

Et samtykke skal være specifikt – ikke generelt. Med udgangspunkt i dette krav, støder det samtykke som gives til Facebook på store udfordringer. Baggrunden herfor er blandt andet nævnte problemer i relation til formulering af et formål samt den manglende specifikation af, hvilke former for behandling der samtykkes til.

Et samtykke skal være informeret, hvilket indebærer, at den registrerede er fuldt informeret om, hvad der samtykkes til. Det lader sig kun konkret vurdere, om den information, som gives - i form og indhold - er tilstrækkelig. De tre dokumenter og medfølgende link, som udgør Facebooks privatlivspolitik, er meget omfattende. Politikken er søgt skrevet i et sprog, som den almindelige bruger kan forstå. I afgørende passager, indeholder politikken dog tunge og svært tilgængelige juridiske formuleringer. Facebooks privatlivspolitik efterlader samlet set ikke den almindelige bruger tilstrækkeligt informeret om, hvad der samtykkes til ved oprettelse af en profil på Facebook.

Endeligt skal tilbagekaldelse af samtykke være muligt forud for og under behandlingen at personoplysninger. Facebook muliggør sletning af profiler, men det der er delt med andre - hvad enten det er delt i en lukket gruppe eller på en åben profil - kan ikke fjernes hverken fra Facebook eller fra den andens bevidsthed. Det er således ikke muligt fuldstændigt at tilbagekalde et samtykke og dermed forhindre fremtidig behandling.

Opsummerendeer der mange - og alvorlige mangler ved det samtykke, som afkræves brugeren forud for oprettelsen af en profil på Facebook.

Det er uklart, hvad formålet med behandlingen er. Facebook påtager sig ikke eksplicit dataansvar, og når brugerne har en dataansvarligs forpligtelser, er de sjældent klar over det. Det er tvetydigt, om brugeren ved oprettelse af en profil accepterer oprettelse af en profil, *eller* om der accepteres behandling af personoplysninger. Det er beskrevet meget generelt – og ikke specifikt nok, hvad brugeren samtykker til. Informationen er for omfangsrig og svær at forstå. Endeligt kan et samtykke ikke trækkes fuldstændig tilbage.

Når dette sammenholdes med for det første brugernes tendens til at dele flere – og mere følsomme personoplysninger, og for det andet, at der ikke er nogen, der læser de privatlivspolitikker, hvori deres rettigheder og forpligtelser fremgår, er der ved brugerens samtykke til Facebook opstået en persondataretligt meget bekymrende situation.

# 6. Fremtidige overvejelser - perspektivering

Konklusionen leder frem til at der mange og alvorlige mangler ved det samtykke, som afkræves brugeren, forud for oprettelsen af en profil på Facebook og forud for behandling af personoplysninger, i forhold til de gyldighedskrav som persondataloven har til samme samtykke.

At beskrive samtykkereglerne i relation til Facebook er blot ét eksempel på, hvordan personoplysninger kan risikere at falder brugeren af hænde ved et samtykke. En sammenlignelig situation vil være at finde ved samtykke som brugerne skal give til anvendelse af eksempelvis Instagram og Google, som har privatlivspolitikker med lignende vilkår. [[174]](#footnote-174)

Retspolitisk bør det overvejes, om der skal finde en eller anden form for tilretning sted. Enten i form af at Facebook tilretter den måde der samtykkes eller i form af en tilpasset lovgivning, der stiller andre krav til anvendelsen af et samtykke end den nugældende persondatalov.

Der har i specialet været nævnt flere forslag, som kunne bringes i anvendelse, for at Facebooks samtykke kunne nærme sig lovens krav. Dette kunne eksempelvis ske ved at adskille samtykket til oprettelsen af en profil fra samtykket til behandling af personoplysninger. På nuværende tidspunkt er anvendelsen af Facebook gratis, men man kunne forestille sig den situation, hvor en bruger enten havde mulighed for gratis anvendelse af Facebook mod modtagelse af reklamer, eller oprettelse af en profil mod betaling, hvorved brugeren kunne fraskrive sig behandling af personoplysninger og modtagelse af reklamer.

Der er udsigt til, at der kommer til at ske ændringer af det retlige grundlag for behandling af persondata i de kommende år. I begyndelsen af 2012 offentliggjorde Europa-kommissionen et forslag til en ny persondataforordning, som skulle erstatte det nugældende databeskyttelsesdirektiv.[[175]](#footnote-175) [[176]](#footnote-176)

En del af forordningsforslaget vedrører kravene til og anvendelsen af samtykket som behandlingsgrundlag. Definitionen på et samtykke er ændret i forhold til databeskyttelsesdirektivet, idet det nu fremgår af forordningsforslaget art. 4, stk. 1, litra 8, at

samtykket skal være udtrykkeligt. Denne ændring har ingen betydning i Danmark, da udtrykkelighed allerede er et krav efter persondataloven.

Ud over definitionen på den registreredes samtykke i forordningsforslaget art. 4, stk. 1, litra 8, er betingelserne for samtykket tydeliggjort i forordningsforslaget art. 7. Heri er det ekspliciteret i stk. 1, at den dataansvarlige har ansvar for at bevise, at den registrerede har givet samtykke til den relevante behandling. I stk. 2 er det tydeliggjort, at når der samtykkes til behandling af personoplysninger, skal dette samtykke adskilles fra andre forhold, som der eventuelt samtykkes til. Af stk. 3 fremgår, at et samtykke til enhver tid kan tilbagekaldes. Af stk. 4 fremgår endeligt, at samtykke ikke kan fungere som behandlingsgrundlag, hvis der er en klar skævhed mellem den dataansvarlige og den registrerede.

Efterfølgende er de i forordningsforslaget art. 8 tydeliggjort, at behandling af personoplysninger fra børn kræver specielle tiltag, for at sikre samtykkets gyldighed. Der er i art. 8, stk. 1 fastsat en aldersgrænse på 13 år, fra hvilken et barn selvstændigt kan samtykke til behandling af personoplysninger.

I forordningsforslaget er der således et fokus på, at når samtykke anvendes som behandlingsgrundlag, skal det været kvalificeret. Samtidig lægger forslaget op til begrænsninger i forhold til anvendelsen af samtykke som behandlingsgrundlag, idet samtykket ikke kan fungere som behandlingsgrundlag, hvis der er en klar skævhed mellem den dataansvarlige og den registrerede. Endelig er der i forslaget også lagt op til, at medlemslandene kan bestemme, at samtykke ikke kan anvendes som behandlingsgrundlag ved følsomme personoplysninger jf. forslagets art. 9, stk. 2, litra a. [[177]](#footnote-177)

Der pågår nu løbende forhandlinger om forordningens ordlyd, frem mod en eventuel vedtagelse.

Fra udfærdigelsen af det nugældende databeskyttelsesdirektiv og persondataloven og frem til i dag er der sket en enorm teknologisk udvikling, som ikke til fulde genspejler sig i den gældende lovgivning. Der er behov for en ny opdateret lovgivning, men hvilken form og indhold den endelige forordning får vides ikke. Det bliver interessant at bevidne, hvordan ”de gamle dyder”, så som beskyttelse af privatliv og integritet, vil kunne stå stand over for den moderne teknologis krav om åbenhed.

# 7. Summary

The object of this thesis is the consent given when creating a profile on Facebook.

As the internet has developed, social network services, especially Facebook, has achieved an immense popularity. Worldwide Facebook has more than one billion users. On Facebook huge amounts of personal data are processed every day. Due to this processing it is legally interesting to investigate whether if Facebook complies with the conditions required by the applicable law regulating the area in Denmark - The Act on Processing of Personal Data.

The Act on Processing of Personal Data requires consent to be given before the processing of personal data. The consent must be:

* issued by a person with legal capacity
* issued before the actual processing of personal data
* a clear explicit unambiguous indication
* freely given, specific and based on information
* withdrawable

The result of the comparison between Facebooks privacy policy and the applicable law identifies many - and serious deficiencies regarding the way in which Facebooks requires consent, when the user creates a profile.

Facebook does not explicitly undertake the role of data controller, and when the end users have the obligations of a data controller, they are rarely aware of it. It is ambiguous whether the user, by creating a profile, accepts the creation of a profile *or* accepts the processing of his or hers personal data. The consent is described generally and it is not nearly specific enough on what the user consents to. The information given in the privacy policy is too voluminous and overall difficult to understand due to the use of legal and technical terms. Finally the user cannot effectively withdraw the consent to avoid future processing.

# 8. Bilag fra Facebooks hjemmeside

## 8.1 Vilkår – Erklæring om rettigheder og ansvar[[178]](#footnote-178)

Denne aftale blev oprindeligt skrevet på engelsk (USA). I det omfang, at en oversat version af denne aftale ikke stemmer overens med den engelske version, har den engelske version forrang. Bemærk, at afsnit 17 indeholder visse ændringer i de generelle betingelser for brugere uden for USA.

Dato for seneste revidering: 11. december 2012.

**Erklæring om rettigheder og ansvar**
Denne erklæring om rettigheder og ansvar ("erklæring" eller "vilkår") kommer fra [Facebooks regler](http://www.facebook.com/principles.php) og er vores servicevilkår, der gælder for vores forhold til brugere og andre, der interagerer med Facebook. Ved at bruge eller tilgå Facebook erklærer du dig enig i denne erklæring, som opdateres fra tid til anden i henhold til afsnit 14 nedenfor. Derudover vil du til sidst i dette dokument finde hjælp til at forstå, hvordan Facebook fungerer.

1. **Privatindstillinger**
Beskyttelsen af dine personlige oplysninger er meget vigtig for os. Vi har udarbejdet vores [Politik for brug af data](http://www.facebook.com/policy.php) for at angive, hvordan du kan bruge Facebook til at dele med andre, og hvordan vi indsamler og kan bruge dit indhold og dine oplysninger. Vi opfordrer dig til at læse politikken for brug af data og bruge den, så du kan træffe de rigtige valg.
2. **Deling af dit indhold og dine oplysninger**
Du ejer alt det indhold og alle de oplysninger, du slår op på Facebook, og du kan bestemme, hvordan det skal deles gennem dine [privatindstillinger](http://www.facebook.com/privacy/) og [applikationsindstillinger](http://www.facebook.com/editapps.php). Derudover:
	1. Med hensyn til indhold, der er beskyttet af immaterielle ejendomsrettigheder, herunder billeder og videoer (IP-indhold), giver du os specifikt følgende tilladelse, der er omfattet af dine [privatindstillinger](http://www.facebook.com/privacy/) og [applikationsindstillinger](http://www.facebook.com/editapps.php): du giver os en ikke-eksklusiv, overdragelig, videre-licenserbar, royaltyfri, verdensomspændende licens til at bruge ethvert IP-indhold, som du slår op på eller i forbindelse med Facebook (IP-licens). Denne IP-licens ophører, når du sletter dit IP-indhold eller din konto, medmindre dit indhold er blevet delt med andre, og de ikke har slettet det.
	2. Når du sletter IP-indhold, bliver det slettet på en måde, der kan sammenlignes med at tømme papirkurven på en computer. Du skal derfor være klar over, at fjernet indhold kan forblive i backup-kopier i en rimelig tidsperiode (men vil ikke være tilgængeligt for andre).
	3. Når du bruger en applikation, beder applikationen dig måske om tilladelse til at tilgå dit indhold og dine oplysninger såvel som indhold og oplysninger, som andre har delt med dig. Vi kræver, at applikationer respekterer dine privatindstillinger, og din aftale med applikationen vil bestemme, hvordan den kan bruge, gemme og videregive indhold og oplysninger. (Få mere at vide om platformen, herunder hvordan du kan bestemme, hvilke oplysninger andre personer må dele med applikationer, ved at læse [Politik for brug af data](http://www.facebook.com/policy.php) og [Platform-siden](http://developers.facebook.com/docs/).)
	4. Når du offentliggør indhold eller oplysninger med indstillingen Offentlig, betyder det, at du tillader alle, herunder personer uden for Facebook, at tilgå og bruge oplysningerne og knytte dem til dig (f.eks. dit navn og profilbillede).
	5. Vi sætter altid pris på din feedback eller dine forslag vedrørende Facebook, men du skal være klar over, at vi måske bruger dem uden nogen forpligtelse til at betale dig for dem (lige som du ikke er forpligtet til at tilbyde dem).
3. **Sikkerhed**
Vi gør vores bedste for at holde Facebook sikker, men vi kan ikke garantere det. Vi har brug for din hjælp til at holde Facebook sikker, hvilket indebærer følgende forpligtelse for dig:
	1. Du vil ikke slå uautoriseret kommerciel kommunikation (herunder spam) op på Facebook.
	2. Du vil ikke indsamle brugeres indhold eller oplysninger eller på anden vis tilgå Facebook vha. automatisering (herunder høst-botter, robotter eller informationsindsamlingsprogrammer som søgerobotter og webscrapere) uden vores forudgående tilladelse.
	3. Du vil ikke beskæftige dig med ulovlig multilevelmarketing, herunder pyramideforetagender, på Facebook.
	4. Du vil ikke overføre vira eller anden ondsindet kode.
	5. Du vil ikke anmode om en andens loginoplysninger eller tilgå en andens konto.
	6. Du vil ikke mobbe, intimidere eller chikanere andre brugere.
	7. Du vil ikke slå indhold op, der: er hadefuldt, truende eller pornografisk, tilskynder til vold eller indeholder nøgenhed eller afbilledet eller uberettiget vold.
	8. Du vil ikke udvikle eller drive tredjepartapplikationer, der indeholder alkoholrelateret, datingrelateret eller på anden vis voksenrelateret indhold (herunder reklamer) uden passende aldersbaserede restriktioner.
	9. Du vil følge [Retningslinjer for promovering](http://www.facebook.com/promotions_guidelines.php) og alle gældende love, hvis du offentliggør eller tilbyder konkurrencer, gratis gaver eller sweepstakes (“promovering”) på Facebook.
	10. Du vil ikke bruge Facebook til at gøre noget ulovligt, vildledende, ondsindet eller diskriminerende.
	11. Du vil ikke gøre noget, der vil kunne ødelægge, overbelaste eller svække Facebooks funktionsmåde eller udseende, herunder at angribe tjenesten eller forstyrre visning af sider eller anden Facebook-funktionalitet.
	12. Du vil ikke fremme eller opmuntre til overtrædelse af denne erklæring eller vores politikker.
4. **Tilmelding og kontosikkerhed**
Facebook-brugere oplyser deres rigtige navne og oplysninger, og vi har brug for din hjælp, for at det skal forblive sådan. Her er nogle af dine forpligtelser over for os i forhold til registrering og opretholdelse af sikkerheden på din konto:
	1. Du vil ikke angive nogen forkerte personlige oplysninger på Facebook eller oprette en konto for andre end dig selv uden tilladelse.
	2. Du vil ikke oprette mere end én personlig konto.
	3. Hvis vi deaktiverer din konto, vil du ikke oprette en anden uden vores tilladelse.
	4. Du vil ikke bruge din personlige tidslinje primært til dine egne kommercielle formål, men i stedet bruge en Facebook-side til sådanne formål.
	5. Du vil ikke bruge Facebook, hvis du er under 13 år.
	6. Du vil ikke bruge Facebook, hvis du er en dømt seksualforbryder.
	7. Du vil holde dine kontaktoplysninger opdaterede.
	8. Du vil ikke dele din adgangskode (eller for udviklere: din hemmelige nøgle), give andre adgang til din konto eller gøre noget som helst, der kan sætte din kontos sikkerhed på spil.
	9. Du vil ikke overføre din konto (herunder sider eller applikationer, du administrerer) til nogen uden først at få vores skriftlige tilladelse.
	10. Hvis du vælger et brugernavn eller lignende datanavn til din konto eller side, forbeholder vi os retten til at fjerne det eller kræve det tilbage, hvis vi mener, det er upassende (herunder, når en ejer af et varemærke klager over et brugernavn, der ikke er nært relateret til en brugers virkelige navn).
5. **Beskyttelse af andre personers rettigheder**
Vi respekterer andre personers rettigheder og forventer, at du gør det samme.
	1. Du må ikke slå indhold op eller foretage nogen handling på Facebook, der krænker eller overtræder andres rettigheder eller på anden vis overtræder loven.
	2. Vi kan fjerne alt indhold eller alle oplysninger, du slår op på Facebook, hvis vi mener, at det overtræder denne erklæring eller vores politikker.
	3. Vi giver dig værktøjer, der hjælper med at beskytte dine immaterielle ejendomsrettigheder. Du kan få mere at vide ved at besøge vores side [Sådan rapporterer du påstande om krænkelse af immaterielle ejendomsrettigheder](http://www.facebook.com/legal/copyright.php?howto_report).
	4. Hvis vi fjerner dit indhold på grund af krænkelse af en andens ophavsret, og du mener, vi har begået en fejl, giver vi dig mulighed for at appellere.
	5. Hvis du gentagne gange krænker andres immaterielle ejendomsrettigheder, vil vi om nødvendigt deaktivere din konto.
	6. Du må ikke bruge vores ophavsret eller varemærker (herunder Facebook, Facebook- og F-logoerne, FB, Face, Poke, Book og Wall) eller andre lignende mærker, undtagen når det er udtrykkeligt tilladt i Retningslinjer for brug af varemærker eller efter vores forudgående skriftlige tilladelse.
	7. Hvis du indsamler oplysninger fra brugere, skal du: få deres samtykke, gøre det klart, at det er dig (og ikke Facebook), der indsamler deres oplysninger, og slå en politik for beskyttelse af personlige oplysninger op, der forklarer, hvilke oplysninger du indsamler, og hvordan du vil bruge dem.
	8. Du må ikke slå nogens id-dokumenter eller følsomme økonomiske oplysninger op på Facebook.
	9. Du må ikke tagge brugere eller sende e-mail-invitationer til ikke-brugere uden deres samtykke. Facebook tilbyder værktøjer til social rapportering for at giver brugerne mulighed for at give feedback i forbindelse med tagging.
6. **Mobil og andre enheder**
	1. Vi tilbyder i øjeblikket vores mobiltjenester gratis, men vær opmærksom på, at din udbyders normale priser og gebyrer, herunder sms-gebyrer, stadig vil gælde.
	2. I tilfælde af at du skulle ændre eller deaktivere dit mobiltelefonnummer, vil du opdatere dine kontooplysninger på Facebook inden for 48 timer for at sikre, at dine beskeder ikke bliver sendt til den person, der får dit gamle nummer.
	3. Du giver dit samtykke og alle de nødvendige rettigheder, for at brugerne skal kunne synkronisere (herunder via en applikation) deres enheder med enhver oplysning, der er synlig for dem på Facebook.
7. **Betalinger**
Hvis du foretager en betaling på Facebook eller bruger Facebook-credits, erklærer du dig enig i vores [betalingsbetingelser](http://www.facebook.com/termsofsale.php).
8. **Særlige bestemmelser, der gælder for sociale tilføjelsesprogrammer**
Hvis du bruger vores sociale tilføjelsesprogrammer, herunder knapperne Del eller Synes godt om, på dit website, gælder følgende ekstra betingelser for dig:
	1. Vi giver dig tilladelse til at bruge Facebooks sociale tilføjelsesprogrammer, så brugere kan slå links eller indhold fra dit website op på Facebook.
	2. Du giver os tilladelse til at bruge og tillade andre at bruge sådanne links og sådant indhold på Facebook.
	3. Du må ikke placere et socialt tilføjelsesprogram på sider, hvor indholdet vil overtræde denne erklæring, hvis det bliver slået op på Facebook.
9. **Særlige bestemmelser, der gælder for udviklere/operatører af applikationer og websites**
Hvis du er udvikler eller operatør af en platformapplikation eller et website, gælder følgende ekstra betingelser for dig:
	1. Du er ansvarlig for din applikation, dets indhold og alle de måder, du bruger platformen på. Det omfatter at sørge for, at din applikation eller brug af platformen overholder [Politikken for Facebook-platform](http://developers.facebook.com/policy/) og [Retningslinjer for annoncering](http://www.facebook.com/ad_guidelines.php).
	2. Din tilgang til og brug af data, som du modtager fra Facebook, vil være begrænset på følgende måder:
		1. Du må kun anmode om data, der er nødvendige for, at din applikation kan fungere.
		2. Du skal have en politik for beskyttelse af personlige oplysninger, der fortæller brugere, hvilke brugerdata du vil bruge, og hvordan du vil bruge, vise, dele eller overføre disse data, og du skal angive en URL til din politik for beskyttelse af personlige oplysninger i [udviklerapplikationen](http://www.facebook.com/developers/).
		3. Du må ikke bruge, vise, dele eller overføre en brugers data på en måde, der er i uoverensstemmelse med din politik for beskyttelse af personlige oplysninger.
		4. Du skal slette alle de data om en bruger, du modtager fra os, hvis brugeren beder dig om at gøre det, og du skal tilbyde en funktion for brugerne, så de kan foretage en sådan anmodning.
		5. Du må ikke inkludere data, du modtager fra os, omkring en bruger i annonceudformninger.
		6. Du må ikke direkte eller indirekte overføre data, du modtager fra os, til annoncenetværk, annonceudveksling, datamægler eller andre annoncerelaterede værktøjer (eller selv bruge sådanne data i forbindelse hermed), heller ikke selvom en bruger giver sit samtykke hertil.
		7. Du må ikke sælge brugerdata. Hvis du bliver købt af eller slået sammen med en tredjepart, kan du fortsætte med at bruge brugerdata i din applikation, men du må ikke overføre brugerdata uden for din applikation.
		8. Vi kan kræve, at du skal slette brugerdata, hvis du bruger dem på en måde, som vi mener, er i uoverensstemmelse med brugeres forventninger.
		9. Vi kan begrænse din adgang til data.
		10. Du skal overholde alle andre regler i [Politikken for Facebook-platform](http://developers.facebook.com/policy/).
	3. Du må ikke give os oplysninger, som du uafhængigt indsamler fra en bruger, eller en brugers indhold, uden brugerens samtykke.
	4. Du skal gøre det nemt for brugere at fjerne eller afbryde forbindelse til din applikation.
	5. Du skal gøre det nemt for brugerne at kontakte dig. Vi kan også dele din e-mailadresse med brugere og andre, der mener, at du har krænket eller på anden vis overtrådt deres rettigheder.
	6. Du skal yde kundesupport på din applikation.
	7. Du må ikke vise tredjepartannoncer eller websøgefelter på www.facebook.com.
	8. Vi giver dig alle nødvendige rettigheder til at bruge koden, API'er, data og værktøjer, du modtager fra os.
	9. Du må ikke sælge, overføre eller videre-licensere vores kode, API'er eller værktøjer til nogen.
	10. Du må ikke give et forkert indtryk af dit forhold til Facebook over for andre.
	11. Du må bruge de logoer, vi gør tilgængelige for udviklere, eller udsende en pressemeddelelse eller anden offentlig udtalelse, så længe du følger [Politikken for Facebook-platform](http://developers.facebook.com/policy/).
	12. Vi kan udsende en pressemeddelelse, der beskriver vores forhold til dig.
	13. Du skal overholde alle gældende love. Du skal især (hvis relevant):
		1. have en politik for fjernelse af krænkende indhold og ophævelse af aftaler med gentagne krænkere i overensstemmelse med den amerikanske lov om ophavsret (Digital Millennium Copyright Act).
		2. overholde Video Privacy Protection Act (VPPA. lov om beskyttelse af personlige videoer) og opnå ethvert nødvendigt samtykke fra brugere, så brugerdata, underlagt VPPA, må deles på Facebook. Du er ansvarlig for, at enhver oplysning til os ikke vil være irrelevant i forhold til din almindelige forretningsgang.
	14. Vi garanterer ikke, at platformen altid vil være gratis.
	15. Du giver os alle nødvendige rettigheder for, at din applikation skal kunne arbejde sammen med Facebook, herunder retten til at inkorporere indhold og oplysninger, du giver os i strømme, tidslinjer og brugerrelaterede historier.
	16. Du giver os retten til at linke til eller indramme din applikation og placere indhold, herunder annoncer, rundt om i din applikation.
	17. Vi kan analysere din applikation, dit indhold og dine data med ethvert formål, herunder kommercielle (f.eks. med henblik på at målrette leveringen af annoncer og indeksere indhold ved søgning).
	18. For at sikre, at din applikation er sikker for brugere, kan vi auditere den.
	19. Vi kan lave applikationer, der tilbyder lignende funktioner og tjenester, eller som på anden vis kan konkurrere med din applikation.
10. **Om annoncer og andet kommercielt indhold, leveret eller videreudviklet af Facebook**
Vores mål er at levere annoncer og kommercielt indhold, der er værdifuldt for vores brugere og annoncører. For at hjælpe os med at gøre dette erklærer du dig enig i følgende:
	1. Du kan bruge dine [privatindstillinger](https://www.facebook.com/settings?tab=ads) til at begrænse, hvordan dit navn og profilbillede skal associeres med kommercielt, sponsoreret eller relateret indhold (f.eks. et varemærke, du synes godt om), der er leveret eller videreudviklet af os. Du giver os tilladelse til at bruge dit navn og profilbillede i forbindelse med indhold, der er underlagt de begrænsninger, du angiver.
	2. Vi giver ikke dit indhold eller dine oplysninger til annoncører uden dit samtykke.
	3. Du skal være klar over, at vi måske ikke altid identificerer betalte tjenester og kommunikation som sådan.
11. **Særlige bestemmelser, der gælder for annoncører**
Du kan målrette mod din ønskede målgruppe ved at købe annoncer på Facebook eller vores udgivernetværk. Følgende ekstra betingelser gælder for dig, hvis du placerer en ordre gennem vores online annonceringsportal (Order):
	1. Når du placerer en ordre, skal du fortælle os, hvilken type annonce du vil købe, det beløb, du vil bruge, og dit bud. Hvis vi accepterer din ordre, leverer vi dine annoncer, når der bliver plads. Når din annonce bliver leveret, gør vi vores bedste for at levere annoncerne til den målgruppe, du angiver, selvom vi ikke kan garantere i hvert tilfælde, at din annonce vil nå dens tilsigtede målgruppe.
	2. I de tilfælde, hvor vi mener, at det kan forbedre effektiviteten af din annoncekampagne, vil vi måske udvide de målretningskriterier, du angiver.
	3. Du skal betale for dine ordre i henhold til vores [betalingsbetingelser](http://www.facebook.com/termsofsale.php). Det beløb, du skylder, vil blive beregnet på grundlag af vores sporingsmekanismer.
	4. Dine annoncer skal overholde vores [retningslinjer for annoncering](http://www.facebook.com/ad_guidelines.php).
	5. Vi afgør størrelse, placering og positionering af dine annoncer.
	6. Vi garanterer ikke hvor megen aktivitet, dine annoncer vil modtage, herunder det antal klik, dine annoncer vil få.
	7. Vi kan ikke styre, hvordan klik bliver genereret på dine annoncer. Vi har systemer, der forsøger at registrere og filtrere særlig klikaktivitet, men vi er ikke ansvarlige for svindel, teknologiproblemer eller anden potentiel ugyldig klikaktivitet, der kan påvirke omkostningerne ved annoncerne.
	8. Du kan annullere din ordre når som helst via vores onlineportal, men det kan tage op til 24 timer, før annoncen stopper. Du er ansvarlig for at betale for alle annoncer, der kører.
	9. Vores licens til at køre dine annoncer stopper, når vi har fuldført din ordre. Du skal imidlertid være klar over, at din annonce kan forblive på sitet, indtil brugerne sletter den, hvis de har interageret med den.
	10. Vi kan bruge dine annoncer, relateret indhold og relaterede oplysninger til marketing- og reklameformål.
	11. Du må ikke udsende nogen pressemeddelelse eller komme med nogen offentlig udtalelse om dit forhold til Facebook uden vores forudgående skriftlige tilladelse.
	12. Vi kan afvise eller fjerne enhver annonce uanset årsag.
	13. Hvis du placerer annoncer på andres vegne, skal du have tilladelse til at placere disse annoncer, herunder følgende:
		1. Du garanterer, at du har juridisk bemyndigelse til at binde annoncøren til denne erklæring.
		2. Du erklærer dig enig i, at vi kan holde dig ansvarlig for overtrædelsen, hvis en annoncør, som du repræsenterer, overtræder denne erklæring.
12. **Særlige bestemmelser, der gælder for sider**
Hvis du opretter eller administrerer en side på Facebook eller kører en kampagne eller et tilbud fra din side, accepterer du [Vilkår for sider](http://www.facebook.com/terms_pages.php).
13. **Særlige bestemmelser, der gælder for software**
	1. Hvis du downloader vores software, f.eks. et enkeltstående softwareprodukt eller et browsertilføjelsesprogram, erklærer du dig indforstået med, at programmet engang imellem henter opgraderinger, opdateringer og ekstra funktioner fra os for at forbedre og videreudvikle softwaren.
	2. Du må ikke modificere, skabe afledt arbejde af, dekompilere eller på anden vis forsøge at udtrække kildekode fra os, medmindre du har fået tilladelse hertil med en open source-licens, eller hvis vi giver dig en skriftlig tilladelse.
14. **Ændringer**
	1. Medmindre vi foretager ændringer af lovmæssige eller administrative årsager eller for at korrigere en forkert erklæring, vil vi give dig syv (7) dages varsel (f.eks. ved at slå ændringen op på [siden for Facebooks sitestyring](http://www.facebook.com/fbsitegovernance)) og en mulighed for at kommentere ændringerne i denne erklæring. Du kan også besøge [siden for Facebooks sitestyring](http://www.facebook.com/fbsitegovernance) og klikke på "Synes godt om"-knappen på siden for at få opdateringer om ændringer i denne erklæring.
	2. Hvis vi foretager ændringer i politikkerne, der er refereret til eller medtaget i denne erklæring, kan vi give meddelelse herom på siden for Facebooks sitestyring.
	3. Din fortsatte brug af Facebook efter ændringer i vores vilkår betragtes som din accept af vores ændrede vilkår.
15. **Ophævelse**
Hvis du overtræder denne erklæring eller hensigten med den eller på anden vis skaber risiko eller mulig juridisk eksponering for os, kan vi forhindre dig i at anvende hele eller dele af Facebook. Vi vil meddele dig det via e-mail eller næste gang, du forsøger at tilgå din konto. Du kan også slette din konto eller deaktivere din applikation når som helst. I alle sådanne tilfælde vil denne erklæring ophæves, men følgende bestemmelser vil stadig gælde: 2.2, 2.4, 3-5, 8.2, 9.1-9.3, 9.9, 9.10, 9.13, 9.15, 9.18, 10.3, 11.2, 11.5, 11.6, 11.9, 11.12, 11.13 og 15-19.
16. **Tvister**
	1. Alle sager, sagsgrundlag eller tvister (krav), du måtte have med os, og som er opstået i forbindelse med denne erklæring eller Facebook, kan kun afgøres i en stats- eller føderal domstol i Santa Clara County. Lovene i staten Californien gælder for denne erklæring såvel som for enhver tvist, der måtte opstå mellem dig og os, uden hensyn til uoverensstemmelser med lovbestemmelser. Du accepterer at underkaste dig den jurisdiktion over personer, som gælder for domstolene i Santa Clara County, Californien, for at gå rettens vej med sådanne krav.
	2. Hvis der er nogen, der kommer med et krav mod os, der er relateret til dine handlinger, dit indhold eller dine oplysninger på Facebook, skal du hæfte for dette og holde os skadeløse i forhold til alle skader, tab eller udgifter af enhver art (herunder sagsomkostninger), der er relateret til et sådant krav. Selvom vi angiver regler for brugeropførsel, kan vi ikke kontrollere eller styre brugeres handlinger på Facebook, og vi er ikke ansvarlige for det indhold eller de oplysninger, brugerne overfører eller deler på Facebook. Vi er ikke ansvarlige for noget stødende, upassende, uanstændig, ulovligt eller på anden vis utiltalende indhold, du måtte finde på Facebook. Vi er ikke ansvarlige for Facebook-brugernes adfærd, hverken online eller offline.
	3. VI FORSØGER AT HOLDE FACEBOOK KØRENDE, FEJLFRI OG SIKKER, MEN DU BRUGER DET PÅ EGEN RISIKO. VI LEVERER FACEBOOK, SOM DET ER, UDEN NOGEN DIREKTE ELLER INDIREKTE GARANTIER, HERUNDER, MEN IKKE BEGRÆNSET TIL, INDIREKTE GARANTIER FOR SALGBARHED, EGNETHED TIL ET BESTEMT FORMÅL OG IKKE-KRÆNKENDE NATUR. VI GARANTERER IKKE, AT FACEBOOK ALTID VIL VÆRE TRYG, SIKKER OG FEJLFRI, ELLER AT FACEBOOK ALTID VIL FUNGERE UDEN AFBRYDELSER, FORSINKELSER ELLER FEJL. FACEBOOK ER IKKE ANSVARLIG FOR HANDLINGER, INDHOLD, OPLYSNINGER ELLER DATA FRA TREDJEPARTER, OG DU LØSER OS, VORES BESTYRELSE, FUNKTIONÆRER, ANSATTE OG AGENTER FRA ETHVERT KRAV OG ENHVER SKADE, KENDT ELLER UKENDT, DER MÅTTE OPSTÅ I FORBINDELSE MED ET KRAV, DU HAR MOD SÅDANNE TREDJEPARTER. HVIS DU ER BOSIDDENDE I CALIFORNIEN, FRASIGER DU DIG DEN CALIFORNISKE CIVILLOVBOGS §1542, DER SIGER: EN GENEREL FRASIGELSE STRÆKKER SIG IKKE TIL KRAV, SOM KREDITOR IKKE KENDER ELLER TROR, EKSITERER, TIL SIN FORDEL, PÅ TIDSPUNKTET FOR FRASIGELSEN, HVILKET, HVIS DET HAVDE VÆRET KENDT AF DENNE, VILLE HAVE PÅVIRKET HANS FORLIG MED DEBITOR. VI ER IKKE ANSVARLIGE OVER FOR DIG I FORBINDELSE MED TABT FORTJENESTE ELLER ANDRE FØLGER HERAF, SÆRLIGT INDIREKTE ELLER TILFÆLDEIGE SKADER, DER OPSTÅR UD AF ELLER I FORBINDELSE MED DENNE ERKLÆRING ELLER FACEBOOK, SELV HVIS VI ER BLEVET ADVARET OM RISIKOEN FOR SÅDANNE SKADER. VORES SAMLEDE ERSTATNINGSANSVAR, DER OPSTÅR I FORBINDELSE MED DENNE ERKLÆRING ELLER FACEBOOK, VIL IKKE OVERSTIGE ETHUNDREDE DOLLARS ($100) ELLER DET BELØB, DU HAR BETALT OS I DE SENESTE TOLV MÅNEDER. GÆLDENDE LOV TILLADER MÅSKE IKKE BEGRÆNSNING ELLER UDELUKKELSE AF ERSTATNINGSANSVAR ELLER ANSVAR FOR INDIREKTE TAB ELLER FØLGESKADER, SÅ OVENSTÅENDE BEGRÆNSNING ELLER UDELUKKELSE GÆLDER MÅSKE IKKE FOR DIG. I SÅDANNE TILFÆLDE VIL FACEBOOKS ERSTATNINGSANSVAR BEGRÆNSES I SÅ VID UDSTRÆKNING, DET ER TILLADT AF GÆLDENDE LOV.
17. **Særlige bestemmelser, der gælder for brugere uden for USA**
Vi bestræber os på at skabe et globalt fællesskab med enslydende regler for alle, men vi bestræber os også på at overholde lokal lovgivning. Følgende bestemmelser gælder for brugere og ikke-brugere, der interagerer med Facebook uden for USA:
	1. Du accepterer at have dine personlige oplysninger overført til og behandlet i USA.
	2. Hvis du befinder dig i et land med indført handelsforbud i USA eller er på det amerikanske finansministeriums liste over særligt udvalgte nationer, vil du ikke kunne deltage i kommercielle aktiviteter på Facebook (herunder annoncering og betalinger) eller drive en platformsapplikation eller et website.
	3. Der findes særlige vilkår, der gælder for tyske brugere [her](http://www.facebook.com/terms/provisions/german/index.php).
18. **Definitioner**
	1. Med "Facebook" mener vi de funktioner og tjenester, vi gør tilgængelige, herunder via (a) vores website på [www.facebook.com](http://www.facebook.com/) og ethvert andet Facebook-mærket website eller andre anførte websites (herunder underdomæner, internationale versioner, widgets og mobilversioner); (b) vores platform; (c) sociale tilføjelsesprogrammer som f.eks. Synes godt om-knappen, Del-knappen og andre lignende ydelser og (d) andre medier, software (f.eks. en værktøjslinje), enheder eller netværk, der findes nu eller senere.
	2. Med "platform" mener vi et sæt API'er og tjenester (f.eks. indhold), der giver andre, herunder applikationsudviklere og websiteoperatører, mulighed for at hente data fra Facebook eller give data til os.
	3. Med "oplysninger" mener vi fakta og andre oplysninger om dig, herunder handlinger, foretaget af brugere og ikke-brugere, der interagerer med Facebook.
	4. Med "indhold" mener vi alt, hvad du eller andre brugere slår op på Facebook, og som ikke er inkluderet i definitionen på oplysninger.
	5. Med "data", "brugerdata" eller "brugers data" mener vi enhver form for data, herunder en brugers indhold eller oplysninger, som du eller tredjeparter kan hente fra Facebook eller give til Facebook via platformen.
	6. Med "Opslag" mener vi opslag på Facebook eller andre steder, hvor de er tilgængelige ved at bruge Facebook.
	7. Med "bruge" mener vi bruge, kopiere, udføre eller vise offentligt, distribuere, redigere, oversætte og skabe afledt arbejde af.
	8. Med "aktiv registreret bruger" mener vi en bruger, der har logget på Facebook mindst én gang inden for de seneste 30 dage.
	9. Med "applikation" mener vi enhver form for applikation eller website, der bruger eller tilgår platformen, såvel som alt andet, der modtager eller har modtaget data fra os. Hvis du ikke længere tilgår platformen, men ikke har slettet alle data fra os, vil vilkårene for applikationen gælde, indtil du sletter dataene.
19. **Andet**
	1. Hvis du er bosiddende eller har dit forretningshovedsæde i USA eller Canada, er denne erklæring en aftale mellem dig og Facebook, Inc. Ellers er denne erklæring en aftale mellem dig og Facebook Ireland Limited. Henvisninger til “os”, “vi” og “vores” betyder enten Facebook, Inc. eller Facebook Ireland Limited alt efter sammenhængen.
	2. Denne erklæring udgør hele aftalen mellem parterne med hensyn til Facebook og erstatter alle tidligere aftaler.
	3. Hvis en del af denne erklæring viser sig af være umulig at håndhæve, vil den resterende del fortsat have fuld effekt.
	4. Hvis det ikke lykkes os at håndhæve en del af denne erklæring, vil det ikke betragtes som frafaldelse.
	5. Enhver ændring eller frafaldelse af denne erklæring skal være på skrift og underskrevet af os.
	6. Du må ikke overføre nogen af dine rettigheder eller forpligtelser i denne erklæring til andre uden vores samtykke.
	7. Alle vores rettigheder og forpligtelser i denne erklæring kan frit overdrages af os i forbindelse med en fusion, opkøb eller salg af aktiver samt ved lov eller på anden vis.
	8. Intet i denne erklæring må forhindre os i at overholde loven.
	9. Denne erklæring giver ikke tredjeparter begunstigede rettigheder.
	10. Vi forbeholder os alle rettigheder, der ikke udtrykkeligt er givet til dig.
	11. Du skal overholde alle gældende love, når du bruger eller tilgår Facebook.

 **Du kan læse følgende dokumenter, der giver dig flere oplysninger om din brug af Facebook:**

* [Politik for brug af data](http://www.facebook.com/policy.php): Politikken for brug af data indeholder oplysninger, der kan hjælpe dig med at forstå, hvordan vi indsamler og bruger oplysninger.
* [Betalingsbetingelser](http://www.facebook.com/termsofsale.php): Disse ekstra betingelser gælder for alle betalinger, der er gennemført på eller via Facebook.
* [Platform-side](http://www.facebook.com/platform): Denne side hjælper dig med bedre at forstå, hvad der sker, når du tilføjer en tredjepartsapplikation eller bruger Facebook Connect, herunder hvordan de kan tilgå og bruge dine data.
* [Politikken for Facebook-platform](http://developers.facebook.com/policy/): Disse retningslinjer viser den politik, der gælder for applikationer, herunder Connect-sites.
* [Retningslinjer for annoncering](http://www.facebook.com/ad_guidelines.php): Disse retningslinjer angiver den politik, der gælder for annoncer på Facebook.
* [Retningslinjer for promovering](https://www.facebook.com/page_guidelines.php#promotionsguidelines): Disse retningslinjer angiver de politikker, der gælder, hvis du tilbyder konkurrencer, sweepstakes og andre typer promovering på Facebook.
* [Center for varemærketilladelser](https://www.facebook.com/brandpermissions/): Disse retningslinjer viser den politik, der gælder for brug af Facebook-varemærker, -logoer og -skærmbilleder.
* [Sådan rapporterer du påstande om krænkelse af immaterielle ejendomsrettigheder](http://www.facebook.com/legal/copyright.php?howto_report)
* [Vilkår for sider](http://www.facebook.com/terms_pages.php): Disse retningslinjer gælder for din brug af Facebooks Sider.
* [Facebooks fællesskabsregler](https://www.facebook.com/communitystandards): Disse retningslinjer angiver vores forventninger med hensyn til det indhold, du slår op på Facebook, og din aktivitet på Facebook.

Du kan få adgang til Erklæring om rettigheder og ansvar på forskellige sprog, hvis du ændrer sprogindstillingen på din Facebook-session ved at klikke på sproglinket i venstre hjørne af de fleste sider. Hvis erklæringen ikke er tilgængelig på det sprog, du vælger, vil du som standard få vist den engelske version.

Denne side er udskrevet den 8. marts 2013 fra <http://www.facebook.com/legal/terms>

## 8.2 Politik for brug af data[[179]](#footnote-179)

**Politik for brug af data**

Dato for seneste revidering: december 11, 2012

**I. Oplysninger, vi modtager, og måden, hvorpå vi bruger dem**

**Oplysninger, vi modtager om dig**

Vi modtager forskellige typer oplysninger om dig, herunder:

**Dine oplysninger**
Dine oplysninger er de oplysninger, som du angiver, når du opretter en profil på sitet, samt de oplysninger, du vælger at dele.

 **Registreringsoplysninger**: Når du opretter en profil på Facebook, bliver du bedt om at oplyse informationer som dit navn, din e-mailadresse, din fødselsdag og dit køn. Nogle gange kan du måske tilmelde dig vha. andre oplysninger, f.eks. dit telefonnummer.

 **Oplysninger, du vælger at dele**: Dine oplysninger omfatter også de oplysninger, du vælger at dele på Facebook, f.eks. når du slår en statusopdatering op, overfører et billede eller kommenterer en vens historie.

Det omfatter også de oplysninger, du vælger at dele, når du udfører en handling, f.eks. når du tilføjer en ven, tilkendegiver, at du synes godt om en side eller et website, føjer et sted til din historie, bruger vores værktøjer til import af kontakter eller angiver, at du er i et forhold.

Dit navn, dine profilbilleder, dine coverbilleder, dit køn, dine netværk, dit brugernavn og dit bruger-id behandles på samme måde som oplysninger, du vælger at gøre offentlige.
Din fødselsdag giver os mulighed for at gøre forskellige ting, f.eks. vise dig indhold og annoncer, som passer til din alder.

**Oplysninger, som andre deler om dig**
Vi modtager oplysninger om dig fra dine venner og andre, f.eks. når de overfører dine kontaktoplysninger, slår et billede af dig op, tagger dig på et billede eller i en statusopdatering eller på et sted eller føjer dig til en gruppe.

Facebook-brugere gemmer og deler muligvis de oplysninger, som de har om dig og andre, f.eks. når de overfører og administrerer deres invitationer og kontakter.

**Andre oplysninger, vi modtager om dig**
Vi modtager også andre typer oplysninger om dig:

 Vi modtager data om dig, så snart du interagerer med Facebook, f.eks. når du får vist en anden persons tidslinje, sender eller modtager en besked, søger efter en ven eller en side, klikker på, får vist eller på anden måde interagerer med indhold, bruger en Facebook-mobilapp eller køber Facebook-credits eller foretager andre køb gennem Facebook.

 Når du slår indhold op på Facebook, f.eks. billeder og videoer, modtager vi muligvis yderligere relaterede data (eller metadata) om eksempelvis klokkeslættet, datoen og stedet for billed- eller videooptagelsen.

 Vi modtager data fra den computer, mobiltelefon eller anden enhed, du bruger til at tilgå Facebook, herunder når flere brugere logger på fra samme enhed. Det omfatter muligvis din IP-adresse og andre oplysninger, f.eks. om din internettjeneste, din placering, hvilken type browser du bruger (herunder de tilhørende id'er), eller de sider, du besøger. Vi kan f.eks. få GPS-oplysninger eller andre stedoplysninger, så vi kan fortælle dig, hvis nogen af dine venner befinder sig i nærheden.

 Vi modtager data, så snart du bruger et spil eller en applikation, besøger et website, som bruger [Facebook-platformen](http://www.facebook.com/full_data_use_policy#aboutplatform), eller besøger et site med en Facebook-funktion, f.eks. et [socialt tilføjelsesprogram](http://www.facebook.com/full_data_use_policy#socialplugins), og somme tider gennem [cookies](http://www.facebook.com/full_data_use_policy#cookies). Det omfatter dato og klokkeslæt for dit besøg, den webadresse eller URL, du besøger, tekniske oplysninger om din IP-adresse og browser og dit operativsystem, og, hvis du er logget på Facebook, oplysninger om dit bruger-id.

 Vi modtager nogle gange data fra vores [associerede selskaber](http://www.facebook.com/full_data_use_policy#otherthings) eller vores annoncepartnere, kunder og andre tredjeparter, som hjælper os (eller dem) med at vise annoncer, forstå onlineaktivitet og generelt forbedre Facebook. En annoncør kan f.eks. videregive oplysninger om dig til os, f.eks. om hvordan du har reageret på en annonce på Facebook eller et andet site, for at måle effektiviteten og forbedre kvaliteten af annoncerne.

Vi sammenholder også data på baggrund af de oplysninger, vi allerede har modtaget om dig og dine venner. Vi kan f.eks. sammenholde data om dig for at bestemme, hvilke venner vi skal vise dig i dine nyheder, eller for at komme med forslag om tagging på de billeder, du slår op. Vi sammenholder din aktuelle by med GPS-oplysninger og andre stedoplysninger, vi har om dig, f.eks. for at fortælle dig og dine venner om personer eller begivenheder i nærheden eller til at komme med interessante tilbud til dig. Vi sammensætter muligvis også data om dig for at vise dig annoncer, som kunne være relevante for dig.

Når vi modtager din GPS-position, sammenholder vi den med andre stedoplysninger, vi har om dig, f.eks. din aktuelle by. Men vi opbevarer den kun, indtil vi ikke længere skal bruge den til at levere tjenester til dig, f.eks. opbevarer vi din seneste GPS-position for at kunne sende dig relevante notifikationer.
Vi videregiver kun data til vores annoncepartnere eller kunder, når vi har fjernet dit navn eller andre eventuelle oplysninger, som kan identificere dig personligt, eller har kombineret dem med andre personers data, så de ikke længere er knyttet til dig.

**Offentlige oplysninger**

Når vi bruger udtrykket "offentlige oplysninger" (som vi nogle gange blot kalder "oplysninger til alle"), mener vi de oplysninger, som du vælger at gøre offentlige, samt de oplysninger, som altid er offentligt tilgængelige.

**Oplysninger, du vælger at gøre offentlige**
At vælge at gøre dine oplysninger offentlige betyder præcist det, som det lyder til: **alle**, herunder personer uden for Facebook, kan se dem.

Når du vælger at gøre din oplysninger offentlige, betyder det også, at oplysningerne:

 kan knyttes til dig (dvs. til dit navn, dine profilbilleder, dine coverbilleder, din tidslinje, dit bruger-id eller dit brugernavn) også uden for Facebook,

 kan vises, når andre søger på Facebook eller på en offentlig søgemaskine,

 vil være tilgængelige for Facebook-integrerede spil, applikationer og websites, som du og dine venner bruger, og

 er tilgængelige for alle, som bruger vores API'er, f.eks. vores [Graph API](http://developers.facebook.com/docs/api).

Nogle gange har du ikke mulighed for at vælge en målgruppe, når du slår noget op, f.eks. når du skriver på en sides væg eller kommenterer en nyhed, som bruger vores tilføjelsesprogram for kommentarer. Det skyldes, at nogle typer historier er offentlige historier som standard. Du kan som tommelfingerregel regne med, at hvis du ikke kan se et [delingsikon](http://www.facebook.com/full_data_use_policy#controlpost), er oplysningerne offentligt tilgængelige.
Når andre deler oplysninger om dig, kan de også vælge at gøre det offentligt.

**Oplysninger, som altid er offentligt tilgængelige**
De typer oplysninger, som er angivet nedenfor, er altid offentligt tilgængelige og behandles på samme måde som oplysninger, du selv beslutter at gøre offentlige.

 **Navn**: Det hjælper dine venner og familie med at finde dig. Hvis du er utryg ved at dele dit rigtige navn, kan du altid [slette](https://www.facebook.com/help/contact.php?show_form=delete_account) din konto.

 **Profilbilleder og coverbilleder**: De hjælper dine venner og familie med at genkende dig. Hvis du ikke har lyst til at gøre billederne offentlige, kan du altid slette dem. Når du tilføjer et nyt profilbillede eller coverbillede, er det tidligere billede fortsat offentligt tilgængeligt i albummet med dine profilbilleder eller coverbilleder, medmindre du sletter det.

 **Netværk**: Det hjælper dig med at se, hvem du deler oplysninger med, før du vælger "Venner og netværk" som en tilpasset målgruppe. Hvis du ikke har lyst til at gøre dit netværk offentligt, kan du [forlade netværket](https://www.dev.facebook.com/editaccount.php?networks).

 **Køn**: Det gør det muligt for os at referere korrekt til dig.

 **Brugernavn og bruger-id**: Disse oplysninger giver dig mulighed for at oprette et tilpasset link til din tidslinje eller side og modtage e-mail på din Facebook-e-mailadresse og hjælper med gøre Facebook-platformen mulig.

**Brugernavne og bruger-id'er**

Din Facebook-URL eller dit brugernavn er et specielt link til din tidslinje, som du kan give til personer eller slå op på eksterne websites. Brugernavne vises i URL-adressen på din tidslinje. Vi bruger også dit bruger-id til at identificere din Facebook-konto.

Hvis nogen har dit brugernavn eller bruger-id, kan vedkommende bruge det til at få adgang til oplysninger om dig via facebook.com-websitet. Hvis nogen f.eks. har dit brugernavn, kan vedkommende skrive facebook.com/brugernavn i browseren og se dine offentlige oplysninger og andet eventuelt indhold, som du har givet dem tilladelse til at se. Tilsvarende kan andre bruge dit brugernavn eller bruger-id til at få adgang til oplysninger om dig via vores API'er, f.eks. vores [Graph API](http://developers.facebook.com/docs/api). De kan mere specifikt få adgang til dine offentlige oplysninger samt oplysninger om din aldersgruppe, dit sprog og dit land.

Hvis du ikke ønsker, at dine oplysninger skal være tilgængelige for applikationer på platformen, kan du slå alle applikationer fra under dine privatindstillinger. Hvis du slår platformen fra, kan du ikke længere bruge spil eller andre applikationer, før du slår platformen til igen. Du kan få mere at vide om, hvilke oplysninger apps modtager, når du bruger dem, under [Andre websites og applikationer](http://www.facebook.com/full_data_use_policy#websitesandapps).

Du kan få vist, hvilke oplysninger der er tilgængelige om dig via vores Graph API, blot ved at skrive **https://graph.facebook.com/[bruger-id eller brugernavn]?metadata=1** i browseren.
Din Facebook-e-mailadresse omfatter dit offentlige brugernavn, f.eks.: brugernavn@facebook.com. Enhver i en beskedsamtale kan svare på den.

**Sådan bruger vi de oplysninger, vi modtager**

Vi bruger de oplysninger, vi modtager om dig, i forbindelse med de tjenester og funktioner, vi leverer til dig og andre brugere, f.eks. dine venner, vores partnere, de annoncører, som køber annoncer på sitet, og udviklerne bag de spil, applikationer og websites, du bruger. Ud over at hjælpe brugere med at få vist og finde det, som du gør og deler, kan vi eksempelvis bruge de oplysninger, vi får om dig:

 som led i vores indsats for at beskytte sikkerheden på Facebook, dets produkter og tjenester samt integrerede produkter,

 til at beskytte Facebooks eller andres rettigheder eller ejendom

 til at vise dig funktioner og tjenester i relation til steder, f.eks. fortælle dig og dine venner, når der foregår noget i nærheden

 til at måle og få indblik i effektiviteten for de annoncer, som du og andre får vist, samt til at vise relevante annoncer for dig

 til at komme med forslag til dig og andre brugere på Facebook, f.eks.: forslag om, at din ven skal kunne bruge vores værktøj til at importere kontakter, fordi du har fundet venner ved hjælp af værktøjet, forslag om, at en anden bruger skal tilføje dig som ven, fordi brugeren har importeret den samme e-mailadresse som dig, eller forslag om, at din ven skal tagge dig på et billede, som vedkommende har overført, og

 til intern drift, herunder fejlfinding, dataanalyse, test, forskning og forbedring af tjenesten.

Når du giver os denne tilladelse, giver du os ikke blot mulighed for at stille Facebook til rådighed, sådan som tjenesten er i dag, men også til at give dig innovative funktioner og tjenester, som vi udvikler fremover, og som bruger de oplysninger, vi modtager om dig, på nye måder.

Selvom du giver os tilladelse til at bruge de oplysninger, vi modtager om dig, tilhører alle dine oplysninger til enhver tid dig. Din tillid er vigtig for os, og vi deler derfor ikke de oplysninger, vi modtager om dig, med andre, medmindre vi har:

 indhentet din tilladelse,

 informeret dig om det, f.eks. gennem denne politik, eller

 fjernet dit navn eller andre eventuelle oplysninger, som kan bruges til at identificere dig personligt.

For [oplysninger, som andre deler om dig](http://www.facebook.com/full_data_use_policy#infoaboutyou), gælder, at det er de personer, som har delt oplysningerne, der bestemmer, hvordan de skal deles.

Vi gemmer data, så længe det er nødvendigt, for at levere produkter og tjenester til dig og andre, herunder de oplysninger, som er beskrevet ovenfor. Oplysninger, som er knyttet til din konto, gemmes typisk, indtil din konto slettes. Vi informerer dig muligvis også om en eventuel særlig opbevaringspraksis for bestemte kategorier af data.

Vi kan foreslå, at din ven skal tagge dig på et billede, ved at scanne og sammenligne din vens billeder med de oplysninger, vi har fra andre billeder, du er tagget på. Det gør det muligt for os at komme med disse forslag. Du kan bestemme, om vi skal foreslå, at en anden bruger skal tagge dig på et billede, via indstillingerne "Sådan fungerer tags". Få mere at vide på: <https://www.facebook.com/help/tag-suggestions>

**Sletning og deaktivering af din konto**

Hvis du ønsker at stoppe med at bruge din konto, kan du enten **deaktivere** eller **slette** den.

**Deaktiver**
Når du deaktiverer din konto, sættes kontoen på pause. Andre brugere kan ikke længere se din tidslinje, men vi sletter ikke nogen af dine oplysninger. Når du deaktiverer din konto, beder du os om ikke at slette nogen af dine oplysninger, fordi du muligvis ønsker at aktivere din konto igen på et senere tidspunkt. Du kan deaktivere din konto på: <https://www.facebook.com/settings?tab=security>
Dine venner kan stadig se dig på deres vennelister, mens din konto er deaktiveret.

**Sletning**
Når du sletter en konto, slettes den permanent fra Facebook. Det tager typisk en måned at slette en konto, men nogle oplysninger gemmes muligvis i sikkerhedskopier og logfiler i op til 90 dage. Du bør kun slette din konto, hvis du er helt sikker på, at du aldrig vil aktivere den igen. Du kan slette din konto på: <https://www.facebook.com/help/contact.php?show_form=delete_account>
Få mere at vide på: <https://www.facebook.com/help/?faq=356107851084108>

Visse oplysninger er nødvendige, for at vi skal kunne levere tjenester til dig, så vi sletter kun disse oplysninger, hvis du sletter din konto. Nogle af de ting, du foretager dig på Facebook, bliver ikke gemt på din konto, f.eks. opslag i en gruppe eller afsendelse af en besked til nogen (din ven vil måske stadig have en besked, du har sendt, selv efter du har slettet din konto). Disse oplysninger findes stadig, efter du har slettet din konto.

**II. Deling og søgning efter dig på Facebook**

**Kontrol med alt det, du slår op**

Hver gang du slår indhold op, f.eks. en statusopdatering, et billede eller en indcheckning, kan du vælge en bestemt målgruppe eller endda tilpasse din målgruppe. Det kan du gøre blot ved at klikke på delingsikonet og vælge, hvem der skal kunne se det.

Vælg dette ikon, hvis du vil gøre noget **offentligt**. At vælge at gøre noget offentligt betyder præcist det, som det lyder til. Det betyder, at alle, herunder personer uden for Facebook, kan se det eller få adgang til det.
Vælg dette ikon, hvis du vil dele med dine **Venner** på Facebook.
Vælg dette ikon, hvis du vil **tilpasse** din målgruppe. Du kan også bruge det til at skjule din historie for bestemte personer.

Hvis du tagger en anden, kan den pågældende person og vedkommendes venner se din historie, uanset hvilken målgruppe du har valgt. Det samme gælder, når du godkender et tag, som en anden har føjet til din historie.

Tænk altid, før du slår noget op. På samme måde som andre ting, du slår op på internettet eller sender i en e-mail, kan de oplysninger, du deler på Facebook, kopieres eller deles videre af enhver, som kan se dem.

Selvom du selv vælger, hvem du vil dele med, kan det være muligt for andre at udlede oplysninger om dig. Hvis du f.eks. skjuler din fødselsdag, så der ikke er nogen, der kan se den, men venner slår "tillykke med fødselsdagen" op på din tidslinje, kan det være muligt for andre at udlede din fødselsdag.
Når du kommenterer, tilkendegiver, at du synes godt om en andens historie, eller skriver på vedkommendes tidslinje, er det den pågældende person, som vælger målgruppen. Hvis en ven f.eks. slår en offentlig historie op, og du kommenterer den, er din kommentar offentlig. Du kan ofte se den målgruppe, som andre har valgt for deres historie, inden du slår en kommentar op, men den person, der har slået historien op, vil senere kunne ændre målgruppen.
Du kan bestemme, hvem der skal kunne se de Facebook-sider, du synes godt om, ved at gå til din tidslinje, klikke på boksen Synes godt om på tidslinjen og derefter klikke på "Rediger".
Nogle gange får du ikke vist et delingsikon, når du slår noget op, f.eks. når du skriver på en sides væg eller kommenterer en nyhed, som bruger vores tilføjelsesprogram for kommentarer. Det skyldes, at nogle typer historier er offentlige historier som standard. Du kan som tommelfingerregel regne med, at hvis du ikke kan se et delingsikon, er oplysningerne offentligt tilgængelige.

**Kontrol over din tidslinje**

Hver gang du tilføjer ting på din tidslinje, kan du vælge en bestemt målgruppe eller endda tilpasse din målgruppe. Det kan du gøre blot ved at klikke på delingsikonet og vælge, hvem der skal kunne se det.

Vælg dette ikon, hvis du vil gøre noget **offentligt**. At vælge at gøre noget offentligt betyder præcist det, som det lyder til. Det betyder, at alle, herunder personer uden for Facebook, kan se det eller få adgang til det.
Vælg dette ikon, hvis du vil dele med dine **Venner** på Facebook.
Vælg dette ikon, hvis du vil **tilpasse** din målgruppe. Du kan også bruge det til at skjule elementet for bestemte personer på din tidslinje.

Når du vælger en målgruppe for din venneliste, bestemmer du kun, hvem der skal kunne se hele vennelisten på din tidslinje. Vi kalder det kontrol med tidslinjesynlighed. Det skyldes, at din venneliste altid er tilgængelig for spil, applikationer og websites, du bruger, og dine venskaber er muligvis synlige andre steder, f.eks. på dine venners tidslinjer og i søgninger. Hvis du f.eks. vælger "Kun mig" som målgruppe for din venneliste, men din ven angiver sin venneliste til "Offentlig", kan alle se jeres forbindelse på din vens tidslinje.

Tilsvarende hvis du vælger at skjule dit køn, skjules denne oplysning kun på din tidslinje. Det skyldes, at vi på samme måde som de applikationer, som du og dine venner bruger, har brug for at kende dit køn, så vi kan referere korrekt til dig på sitet.

Når nogen tagger dig i en historie, f.eks. et billede, en statusopdatering eller en indcheckning, kan du vælge, om den pågældende historie skal vises på din tidslinje. Du kan enten godkende hver historie individuelt eller godkende alle de historier, som dine venner opretter. Hvis du godkender en historie og efterfølgende ændrer mening, kan du fjerne den fra din tidslinje.

Når du skjuler ting på din tidslinje, f.eks. opslag eller forbindelser, betyder det, at disse ting ikke vil blive vist på din tidslinje. Husk imidlertid, at alle i målgruppen for disse opslag eller personer, som kan få vist en forbindelse, måske stadig kan få den det andre steder, f.eks. på en andens tidslinje eller ved søgning. Du kan også slette eller ændre målgruppen for det indhold, du slår op.
Personer på Facebook kan muligvis se fælles venner, også selvom de ikke kan se hele din venneliste.
Nogle ting, f.eks. dit navn, dine profilbilleder og dine coverbilleder, har ikke delingsikoner, fordi de altid er offentligt tilgængelige. Du kan som tommelfingerregel regne med, at hvis du ikke kan se et delingsikon, er oplysningerne offentligt tilgængelige.

**Søgning efter dig på Facebook**

Vi gør det nemmere for dine venner at finde dig ved at tillade, at alle, som har dine kontaktoplysninger, f.eks. din e-mailadresse eller dit telefonnummer, kan finde dig via Facebooks søgefunktion, som findes øverst på de fleste sider, samt via andre værktøjer, som vi stiller til rådighed, f.eks. vores værktøjer til import af kontaktpersoner, også selvom du ikke har delt dine kontaktoplysninger med dem på Facebook.

Du kan vælge, hvem der skal kunne søge efter din tidslinje ved hjælp af den e-mailadresse eller det telefonnummer, du har tilføjet på din tidslinje, via dine privatindstillinger. Husk imidlertid, at andre personer stadig kan finde dig eller et link til din tidslinje på Facebook gennem andre personer og ting, de deler om dig, eller via andre opslag, f.eks. hvis du bliver tagget på en vens billede eller slår noget op på en offentlig side.

Indstillingerne angiver ikke, om personer skal kunne finde dig eller et link til din tidslinje, når de søger efter indhold, som de har tilladelse til at få vist, f.eks. et billede eller en historie, hvor du er tagget.

**Adgang på telefoner og andre enheder**

Når du deler oplysninger med dine venner eller andre, kan de muligvis synkronisere dem med eller få adgang til dem via deres mobiltelefoner eller andre enheder. Hvis du f.eks. deler et billede på Facebook, kan andre, som får vist det pågældende billede, gemme det ved hjælp af Facebooks værktøjer eller andre metoder, som er tilgængelige via deres enhed eller browser. Hvis du tilsvarende deler dine kontaktoplysninger med nogen eller inviterer en person til en begivenhed, kan vedkommende muligvis bruge Facebook eller tredjepartsapplikationer eller -enheder til at synkronisere disse oplysninger. Eller hvis en af dine venner har en Facebook-applikation på en af sine enheder, gemmes dine oplysninger (f.eks. indhold, som du slår op, eller billeder, som du deler) muligvis på denne enhed eller er tilgængelige via enheden.

Du bør kun dele oplysninger med personer, du har tillid til, fordi personerne kan gemme dine oplysninger eller dele dem videre med andre, herunder når de synkroniserer oplysningerne til en enhed.

**Aktivitetslog**

Din aktivitetslog er et sted, hvor du kan få vist de fleste af dine oplysninger på Facebook, herunder ting, som du har skjult på din tidslinje. Du kan bruge denne log til at administrere dit indhold. Du kan f.eks. slette historier, ændre målgruppen for dine historier eller forhindre, at en applikation kan offentliggøre indhold på din tidslinje på dine vegne.

Når du skjuler noget på din tidslinje, sletter du det ikke. Det betyder, at historien muligvis er synlig andre steder, f.eks. i dine venners nyheder. Hvis du vil slette en historie, som du har slået op, skal du vælge slettefunktionen.

**Hvad dine venner og andre deler om dig**

**Link og tags**
Alle kan føje et link til en historie. Links er referencer til indhold på internettet, som kan være alt fra et website til en side eller tidslinje på Facebook. Hvis du f.eks. skriver en historie, kan du medtage et link til en blog, som du deltager i, eller et link til bloggerens tidslinje på Facebook. Hvis nogen klikker på et link til en anden persons tidslinje, er det kun de ting, som vedkommende har tilladelse til at se, der er synlige.

Et tag er en særlig type link til en persons tidslinje, som foreslår, at den taggede person tilføjer din historie på sin tidslinje. Hvis den taggede person ikke tilhører historiens målgruppe, tilføjes personen automatisk, så vedkommende kan se den. Alle kan tagge dig overalt. Når du er blevet tagget, kan du og dine venner se det, f.eks. i Nyheder eller ved søgning.

Du kan vælge, om en historie, som du er blevet tagget i, skal vises på din tidslinje. Du kan enten godkende hver historie individuelt eller godkende alle de historier, som dine venner opretter. Hvis du godkender en historie og efterfølgende ændrer mening, kan du til enhver tid fjerne den fra din tidslinje.

Hvis du ikke ønsker, at andre skal tagge dig, opfordrer vi dig til at fortælle det direkte til personerne. Hvis det ikke virker, har du mulighed for at blokere dem. Det forhindrer, at de kan tagge dig fremover.

Hvis du bliver linket til eller tagget på et privat område, f.eks. i en besked eller en gruppe, er det kun de personer, der kan få vist det private område, som kan få vist linket eller tagget. Hvis du tilsvarende bliver linket til eller tagget i en kommentar, er det kun de personer, der kan få vist kommentaren, som kan få vist linket eller tagget.

**Andre oplysninger**
Som beskrevet afsnittet om, [hvad dine venner og andre deler om dig](http://www.facebook.com/full_data_use_policy#whatfriendsshare) i denne politik, deler dine venner og andre måske oplysninger om dig. De deler måske billeder eller andre oplysninger om dig og tagger dig i deres opslag. Hvis du ikke bryder dig om et bestemt opslag, opfordrer vi dig til at fortælle dem det eller [anmelde opslaget](https://www.facebook.com/help/181495968648557/).

**Grupper**

Så snart du tilhører en gruppe, kan enhver i den pågældende gruppe føje dig til en underordnet gruppe. Når nogen føjer dig til en gruppe, bliver du angivet som "inviteret", indtil du besøger gruppen. Du kan til enhver tid forlade en gruppe, hvilket forhindrer, at andre kan føje dig til gruppen igen.

**Sider**

Facebook-sider er offentlige sider. Virksomheder bruger sider til at dele oplysninger om deres produkter. Kendte personer bruger sider til at tale om deres seneste projekter. Og fællesskaber bruger sider til at diskutere emner, som interesserer dem, herunder alt fra baseball til opera.

Sider er offentlige, så oplysninger, du deler med en side, er offentlige oplysninger. Det betyder, at hvis du f.eks. slår en kommentar op på en side, kan den pågældende kommentar bruges af sidens ejer uden for Facebook, og alle kan se den.

Når du synes godt om en side, opretter du en forbindelse til den pågældende side. Forbindelsen tilføjes på din tidslinje, og dine venner kan muligvis se den i deres nyheder. Du bliver muligvis også kontaktet af siden eller modtager opdateringer fra den, f.eks. i dine nyheder og dine beskeder. Du kan fjerne de sider, du synes godt om, via din tidslinje eller på siden.

Nogle sider omfatter indhold, som kommer direkte fra sideejeren. Sideejere kan gøre dette via onlinetilføjelsesprogrammer, f.eks. iframe, og det fungerer på samme måde som de spil og applikationer, du bruger via Facebook. Eftersom dette indhold kommer direkte fra sideejeren, kan den pågældende side muligvis indsamle oplysninger om dig på samme måde som websites.

Sideadministratorer har muligvis adgang til indbliksdata, som giver dem generelle oplysninger om de personer, der besøger deres side (i modsætning til oplysninger om bestemte personer). De ved muligvis også, når du har oprettet forbindelse til deres side, fordi du har tilkendegivet, at du synes godt om siden eller har slået en kommentar op.

**III. Andre websites og applikationer**

**Om Facebook-platformen**

Facebook-platformen (eller blot platformen) er en betegnelse for, hvordan vi hjælper dig med at dele dine oplysninger med de spil, applikationer og websites, som du og dine venner bruger. Facebook-platformen giver dig også mulighed for at tage dine venner med dig, så du kan holde kontakten med dem uden for Facebook. På disse to måder hjælper Facebook-platformen med at gøre dine oplevelser på internettet mere personlige og sociale.

Husk, at disse spil, applikationer og websites oprettes og vedligeholdes af andre virksomheder og udviklere, som ikke er en del af eller ikke kontrolleres af Facebook, så du skal altid sørge for at læse deres vilkår for tjenesten samt deres politikker for beskyttelse af personlige oplysninger for at forstå, hvordan de behandler dine data.

**Kontrol med, hvilke oplysninger du deler med applikationer**

Når du opretter forbindelse til et spil, en applikation eller et website, f.eks. bruger et spil, logger på et website vha. din Facebook-konto eller føjer en app til din tidslinje, videregiver vi dine grundlæggende oplysninger (vi kalder det somme tider din "offentlige profil"), hvilket omfatter dit bruger-id og dine offentlige oplysninger , til spillet, applikationen eller websitet (også kaldet "applikationer" eller "apps"). Vi giver dem også dine venners bruger-id'er (også kaldet din venneliste) som en del af dine grundlæggende oplysninger.

Din venneliste hjælper applikationen med at gøre din brugeroplevelse mere social, fordi den giver dig mulighed for at finde dine venner på den pågældende applikation. Dit bruger-id hjælper applikationen med at gøre din oplevelse personlig, fordi den kan oprette forbindelse til din konto på den pågældende applikation med din Facebook-konto, og den kan få adgang til dine grundlæggende oplysninger, herunder dine [offentlige oplysninger](http://www.facebook.com/full_data_use_policy#publicinfo) og din venneliste. Det omfatter de oplysninger, du vælger at gøre offentlige, samt de oplysninger, som altid er offentligt tilgængelige. Hvis applikationen har brug for yderligere oplysninger, f.eks. dine historier, billeder eller Synes godt om-tilkendegivelser, skal den bede om din specifikke tilladelse.

Indstillingen "Apps, du bruger" giver dig mulighed for at kontrollere de applikationer, du bruger. Du kan få vist de tilladelser, du har givet disse applikationer, sidste gang, en applikation har haft adgang til dine oplysninger, samt Facebook-målgruppen for historier på tidslinjen og den aktivitet, som applikationen slår op på dine vegne. Du kan også fjerne applikationer, som du ikke længere ønsker, eller stoppe alle platformapplikationer. Når du stopper alle platformapplikationer, videregives dit bruger-id ikke længere til disse applikationer, heller ikke selvom dine venner bruger applikationerne. Du kan dog ikke længere bruge spil, applikationer eller websites via Facebook.

Første gang, du besøger en app, videregiver Facebook oplysninger til appen om dit sprog og dit land, og om du er inden for aldersgruppen, f.eks. under 18 år, mellem 18-20 år eller 21 år eller ældre. Aldersinterval giver apps mulighed for at give dig alderspassende indhold. Hvis du installerer appen, får den adgang til de oplysninger, du har delt, herunder til at gemme og opdatere dem. De apps, du har installeret, kan opdatere de grundlæggende oplysninger, de har registreret om dig, herunder din alder, dit sprog og dit land. Hvis du ikke har brugt en app et stykke tid, kan den ikke fortsætte med at opdatere de andre oplysninger, du har givet dem adgang til. Få mere at vide på: <https://www.facebook.com/help/how-apps-work>
Nogle gange anmoder en spilkonsol, en mobiltelefon eller en anden enhed muligvis om tilladelse til at dele bestemte oplysninger med de spil og applikationer, du bruger på enheden. Hvis du accepterer dette, kan disse applikationer ikke få adgang til andre oplysninger om dig uden at bede om specifik tilladelse til det fra dig eller dine venner.
Sites og apps, som bruger umiddelbar personalisering, modtager dit bruger-id og din venneliste, når du besøger dem.
Du kan til enhver tid fjerne apps, som du har installeret, vha. dine appindstillinger på: <https://www.facebook.com/settings/?tab=applications>. Men husk, at apps muligvis stadig kan få adgang til dine oplysninger, når personer, du deler med, bruger dem. Hvis du har fjernet en applikation og ønsker, at den skal slette de oplysninger, du allerede har delt med den, opfordrer vi dig til at kontakte applikationen og anmode om, at den sletter oplysningerne. Gå til applikationens side på Facebook eller til applikationens website for at få mere at vide om appen. For eksempel har apps måske grunde (f.eks. lovmæssige forpligtelser) til at bevare enkelte oplysninger, du deler med dem.

**Bestem, hvad der skal deles, når de personer, du deler med, bruger applikationer**

På samme måde som når du deler oplysninger via e-mail eller andre steder på internettet, kan de oplysninger, du deler på Facebook, deles videre med andre. Det betyder, at hvis du deler noget på Facebook, kan enhver, som kan se det, dele det med andre, herunder de spil, applikationer og websites, de bruger.

Dine venner og andre personer, du deler oplysninger med, ønsker ofte at dele dine oplysninger med applikationer for at gøre deres oplevelse på disse applikationer mere personlige og sociale. En af dine venner kan f.eks. ønske at bruge en musikapplikation, som giver vedkommende mulighed for at se, hvad vennerne lytter til. Den pågældende ven ønsker muligvis at få fuldt udbytte af applikationen ved at videregive sin venneliste til applikationen, herunder dit bruger-id, så applikationen ved, hvilke af vedkommendes venner der også bruger den. Din ven ønsker muligvis også at dele den musik, som du har tilkendegivet, at du synes godt om, på Facebook. Hvis du har gjort disse oplysninger offentlige, kan applikationen få adgang til dem på lige fod med alle andre. Men hvis du kun har delt dine Synes godt om-tilkendegivelser med dine venner, kan applikationen bede din ven om tilladelse til at dele dem.

Du kan kontrollere de fleste af de oplysninger, som andre kan dele med applikationer, de bruger, ved hjælp af siden "Annoncer, apps og websites". Disse indstillinger giver dig dog ikke mulighed for at begrænse adgangen til dine [offentlige oplysninger](http://www.facebook.com/full_data_use_policy#publicinfo) og din venneliste.

Hvis du ønsker at blokere applikationer helt, så de ikke modtager oplysninger om dig, når dine venner eller andre bruger dem, skal du slå alle applikationer på platformen fra. Det betyder, at du ikke længere kan bruge nogen Facebook-integrerede tredjepartsspil, applikationer eller websites.

Hvis en applikation anmoder en anden person om tilladelse til at få adgang til dine oplysninger, har applikationen kun tilladelse til at bruge disse oplysninger i forbindelse med den person, som har givet tilladelsen, og ikke andre.

**Log på et andet site ved hjælp af Facebook**

Facebook-platformen giver dig mulighed for at logge på andre applikationer og websites ved hjælp af din Facebook-konto. Når du logger på vha. Facebook, videregiver vi dit bruger-id til sitet (på samme måde, som når du opretter forbindelse til en anden applikation), men vi deler ikke din e-mailadresse eller adgangskode med det pågældende website via denne proces uden din tilladelse.

Hvis du allerede har en konto på det pågældende website, kan sitet muligvis også oprette forbindelse til denne konto med din Facebook-konto. Det gør det nogle gang ved hjælp af en såkaldt "e-mail-hash", som minder om at søge efter en person på Facebook ved hjælp af en e-mailadresse. I dette tilfælde er e-mailadresserne dog hash-tekst, så der ikke deles nogen faktiske e-mailadresser mellem Facebook og websitet.

**Sådan virker det**
Websitet sender via en hash-version af din e-mailadresse, og vi matcher den med en database med e-mailadresser, som vi også har som hash. Hvis der findes et match, videregiver vi det bruger-id, der er knyttet til e-mailadressen, til websitet. På denne måde kan websitet knytte din Facebook-konto til din konto på det pågældende website, når du logger på websitet ved hjælp af Facebook.

**Om sociale tilføjelsesprogrammer**

Sociale tilføjelsesprogrammer er knapper, bokse og historier, f.eks. knappen Synes godt om, som andre websites kan bruge til at præsentere Facebook-indhold for dig og give dig en mere social og personlig brugeroplevelse. Selvom du får vist disse knapper, bokse og historier på andre sites, kommer indholdet direkte fra Facebook.

Tilføjelsesprogrammer fungerer nogle gange på samme måde som applikationer. Du kan genkende et af disse tilføjelsesprogrammer på, at det beder om din tilladelse til at få adgang til dine oplysninger eller til at offentliggøre oplysninger på Facebook. Hvis du f.eks. bruger et tilføjelsesprogram til registrering på et website, anmoder tilføjelsesprogrammet om tilladelse til at dele dine grundlæggende oplysninger med websitet for at gøre det nemmere for dig at registrere dig på websitet. Tilsvarende hvis du bruger et tilføjelsesprogram til at tilføje indhold på tidslinjen, beder tilføjelsesprogrammet om tilladelse til at offentliggøre historier om dine aktiviteter på det pågældende website på Facebook.

Hvis du gør noget offentligt med et tilføjelsesprogram, f.eks. slår en offentlig kommentar op på et aviswebsite, kan dette website få adgang til din kommentar samt dit bruger-id på samme måde som alle andre.

Hvis du slår noget op ved hjælp af et socialt tilføjelsesprogram, og du ikke kan se et delingsikon, bør du antage, at historien er offentlig. Hvis du f.eks. slår en kommentar op på et site via et Facebook-tilføjelsesprogram for kommentarer, er din historie offentlig, og alle, herunder websitet, kan se den.
Websites, som bruger sociale tilføjelsesprogrammer, er nogle gange informeret om din aktivitet i det sociale tilføjelsesprogram. De ved f.eks. måske, hvis du har klikket på knappen Synes godt om i et socialt tilføjelsesprogram.
Vi modtager data, når du besøger et website med et socialt tilføjelsesprogram. Vi opbevarer disse data i op til maksimalt 90 dage. Vi fjerner derefter dit navn eller andre eventuelle data, som kan bruges til at identificere dig personligt, fra dataene, eller kombinerer dem med andre personers data, så de ikke længere er knyttet til dig. Få mere at vide på: <https://www.facebook.com/help/social-plugins>

**Om umiddelbar personalisering**

Umiddelbar personalisering (somme tider også kaldet "Start nu") er en metode, som Facebook bruger til at hjælpe partnere, f.eks. Bing og Rotten Tomatoes, med at give brugerne en oplevelse, som er mere personlig og social for brugere, der er logget på, end den oplevelse, et [socialt tilføjelsesprogram](http://www.facebook.com/full_data_use_policy#socialplugins) kan tilbyde, både på og uden for Facebook. Når du besøger et site eller en app med umiddelbar personalisering, kender sitet eller appen visse oplysninger om dig og dine venner fra det øjeblik, du ankommer. Det skyldes, at sites og apps, som bruger umiddelbar personalisering, har adgang til dit bruger-id, din venneliste og dine [offentlige oplysninger](http://www.facebook.com/full_data_use_policy#publicinfo).

Første gang du besøger et site eller en app med umiddelbar personalisering, får du vist en notifikation om, at det pågældende site eller den pågældende app samarbejder med Facebook om at give dig en personlig oplevelse.

Notifikationen giver dig mulighed for at deaktivere eller stoppe umiddelbar personalisering for det pågældende site eller den pågældende app. Hvis du gør det, er sitet eller appen forpligtet til at slette alle de oplysninger, der er modtaget om dig fra Facebook som led i umiddelbar personalisering. Vi forhindrer endvidere, at det pågældende site kan få adgang til dine oplysninger fremover, heller ikke når dine venner bruger sitet.

Hvis du ikke vil have, at partnersites og -apps bruger umiddelbar personalisering, kan du deaktivere umiddelbar personalisering på siden "Annoncer, apps og websites".

Hvis du deaktiverer umiddelbar personalisering, kan disse eksterne partnerwebsites og -apps ikke få adgang til dine offentlige oplysninger, heller ikke når dine venner besøger de pågældende sites.

Hvis du deaktiverer et site eller en app med umiddelbar personalisering, efter du besøgt sitet eller brugt appen nogle gange (eller efter du har givet det specifik tilladelse til at få adgang til dine data), slettes oplysninger om dig, der er modtaget gennem Facebook, ikke automatisk. Som alle andre apps skal sitet i henhold til vores politiker slette oplysninger om dig, hvis du anmoder om det.

**Sådan virker det**
En potentiel partner, som ønsker at deltage i programmet med umiddelbar personalisering, skal indgå en aftale med os, som har til formål at beskytte dine personlige oplysninger. Denne aftale kræver f.eks., at partneren sletter oplysninger om dig, hvis du deaktiverer umiddelbar personalisering, første gang du besøger sitet eller appen. Den forhindrer også, at partneren kan få adgang til oplysninger om dig, indtil du eller din ven besøger partnerens site.

Vores partnere inden for umiddelbar personalisering bruger nogle gange en proces med en e-mail-hash til at se, om nogle af deres brugere er på Facebook, og indhente disse brugeres bruger-id'er. Denne proces minder om at søge efter en person på Facebook ved hjælp af en e-mailadresse dog med den forskel, at e-mailadresserne er hash-tekst, så der ikke udveksles nogen faktiske e-mailadresser. Partneren er også aftalemæssigt forpligtet til ikke at bruge dit bruger-id til noget andet formål end til at knytte det til din konto, indtil du eller dine venner besøger sitet.

Når du besøger et site eller en app med umiddelbar personalisering, videregiver vi dit bruger-id og din venneliste til sitet eller appen sammen med oplysninger om din aldersgruppe, din landestandard og dit køn. Sitet eller appen kan derefter knytte din konto hos den pågældende partner sammen med dine venners konti for at gøre sitet eller appen umiddelbart social. Sitet kan også få adgang til offentlige oplysninger, som er knyttet til et hvilket som helst af de bruger-id'er, det modtager, og bruge oplysningerne til umiddelbar personalisering. Hvis der f.eks. er tale om et musik-site, kan det få adgang til dine musikinteresser for at foreslå sange, som kunne være noget for dig, og til dine venners musikinteresser for at fortælle dig, hvad de lytter til. Det kan naturligvis kun få adgang til dine og dine venners musikinteresser, hvis de er offentlige. Hvis sitet eller appen ønsker yderligere oplysninger, skal der indhentes en specifik tilladelse fra dig.

**Offentlige søgemaskiner**

Indstillingen for offentlig søgning bestemmer, om personer, der angiver dit navn på en offentlig søgemaskine, skal kunne se din offentlige tidslinje, herunder i sponsorerede resultater. Du kan finde indstillingen for offentlig søgning på siden "Annoncer, apps og websites".

Denne indstilling gælder ikke for søgemaskiner, som har adgang til dine oplysninger som en applikation via Facebook-platformen.
Hvis du deaktiverer indstillingen for offentlig søgning og søger efter dig selv på en offentlig søgemaskine, kan du muligvis stadig se en forhåndsvisning af din tidslinje. Det skyldes, at nogle søgemaskiner cachelagrer oplysninger i en bestemt periode. Du kan få mere at vide om, hvordan du anmoder om, at en søgemaskine skal fjerne dine cachelagrede oplysninger, på: <https://www.facebook.com/help/?faq=13323>

**IV. Sådan fungerer annoncering og sponsorerede historier**

**Personaliserede annoncer**

Vi deler ikke [dine oplysninger](http://www.facebook.com/full_data_use_policy#infoaboutyou) med annoncører, medmindre du giver os udtrykkelig tilladelse til det. Som beskrevet i denne politik deler vi muligvis dine oplysninger, når vi har fjernet eventuelle oplysninger, som identificerer dig personligt, eller kombinerer dem med andre oplysninger, så de ikke længere kan bruges til at identificere dig personligt.

Vi bruger de [oplysninger, vi får](http://www.facebook.com/full_data_use_policy#infoaboutyou), herunder de oplysninger, du angiver ved tilmelding eller føjer til din konto eller tidslinje, til at levere annoncer og gøre dem mere relevante for dig. Det omfatter alle de ting, du deler og foretager dig på Facebook, f.eks. de sider, du synes godt om, nøgleord fra dine historier eller de ting, vi udleder på baggrund af din brug af Facebook. Få mere at vide på: <https://www.facebook.com/help/?page=226611954016283>

Når en annoncør opretter en annonce, kan vedkommende vælge en målgruppe baseret på sted, demografi, Synes godt om-tilkendegivelser, nøgleord og andre eventuelle oplysninger, vi modtager eller har kendskab til om dig og andre brugere. En annoncør kan f.eks. vælge en målgruppe bestående af kvinder i alderen 18-35 år, som bor i USA, og som synes godt om basketball. En annoncør kan også vælge at målrette mod visse emner eller nøgleord, f.eks. "musik" eller endda personer, der synes godt om en bestemt sang eller kunstner. Hvis du angiver, at du er interesseret i emner, f.eks. hvis du synes godt om en side, herunder emner som produkter, varemærker, religion, helbred eller politiske holdninger, vil du måske også kunne få vist annoncer, der er relateret til disse emner. Vi kræver, at annoncører overholder vores [retningslinjer for annoncering](https://www.facebook.com/ad_guidelines.php) herunder bestemmelser i relation til brugen af følsomme data. Prøv værktøjet selv, og se, hvordan annoncører kan målrette annoncer, samt hvilke oplysninger de kan se, på: <https://www.facebook.com/ads/create/>

Hvis annoncøren vælger at køre annoncen (kaldes også at afgive ordren), viser vi annoncen for personer, som opfylder de kriterier, som annoncøren har valgt, men vi fortæller ikke annoncøren, hvem disse personer er. Det betyder, at hvis en person får vist eller på anden måde interagerer med annoncen, ved annoncøren f.eks., at der er tale om en kvinde mellem 18 og 35 år, som bor i USA, og som synes godt om basketball. Men vi giver ikke annoncøren yderligere oplysninger om personen.

Når annoncen kører, opretter vi rapporter til annoncørerne om deres annoncers effektivitet. Vi giver f.eks. annoncørerne rapporter om, hvor mange brugere der har fået vist eller klikket på deres annoncer. Men disse rapporter er anonyme. Vi fortæller ikke annoncører, hvem der har fået vist eller klikket på deres annoncer.

Annoncører eller deres partnere placerer somme tider cookies på din computer (eller bruger andre lignende systemteknologier) for at kunne levere annoncer og gøre dem mere effektive. Få mere at vide om [cookies, pixel og andre systemteknologier](http://www.facebook.com/full_data_use_policy#cookies).
Vi giver nogle gange annoncører lov til at målrette deres annoncer mod en bestemt kategori af brugere, f.eks. "biografgængere" eller "science fiction-fans". Det gør vi ved at samle egenskaber, som, vi mener, er relateret til den pågældende kategori. Hvis en person f.eks. synes godt om siden "Star Trek" og nævner "Star Wars", når de checker ind i en biograf, får det os muligvis til at konkludere, at der er tale om en science fiction-fan. Annoncører med science fiction-film kan f.eks. bede os om at målrette mod "science fiction-fans". Så vil vi målrette mod denne gruppe, som måske omfatter dig. Eller hvis du synes godt om sider, der omhandler biler, og nævner et bestemt bilmærke i et opslag, vil vi måske placere dig i en "potentiel bilkøber"-kategori og målrette et bilmærke mod denne gruppe, som vil omfatte dig.

**Annoncer + social kontekst**

Facebook-annoncer parres nogle gange med sociale handlinger, som dine venner har foretaget. Vi kan f.eks. parre en annonce for en sushi-restaurant med en nyhed om, at en af dine venner synes godt om restaurantens Facebook-side.

Det er den samme type nyhed som dem, der vises i dine nyheder, men vi anbringer den ved siden af en betalt annonce for at gøre annoncen mere relevant og interessant.

Når du vises i en af disse nyheder, parrer vi det kun med annoncer, som vi viser for dine venner. Hvis du ikke ønsker at blive vist i historier, som parres med Facebook-annoncer, kan du fravælge dette ved hjælp af "[Rediger indstillinger for sociale annoncer](https://www.facebook.com/editaccount.php?ads)".

Få at vide, hvad der sker, når du klikker på "Synes godt om" i en annonce eller på en annoncørs Facebook-side, på: <https://www.facebook.com/help/?faq=19399>
Vi viser muligvis annoncer, herunder annoncer med social kontekst (eller blot social kontekst), på andre sites. Disse annoncer fungerer på samme måde som de annoncer, vi viser på Facebook, og vi videregiver ikke nogen af dine oplysninger til annoncørerne. Det er kun de personer, der kan se Facebook-handlingerne (f.eks. på din tidslinje), der får vist det således.
Indstillingen "Vis mine sociale handlinger i Facebook-annoncer" kontrollerer kun annoncer med social kontekst. Den kontrollerer ikke [sponsorerede historier](http://www.facebook.com/full_data_use_policy#sponsoredstories), annoncer eller oplysninger om Facebooks tjenester og funktioner eller andet [Facebook-indhold](http://www.facebook.com/full_data_use_policy#facebookcontent).
Spil, applikationer og websites kan vise annoncer direkte for dig eller hjælpe os med at vise annoncer for dig eller andre, hvis de har oplysninger om dig, f.eks. dit bruger-id eller din e-mailadresse.

**Sponsorerede historier**

Mange af de ting, du foretager dig på Facebook, f.eks. tilkendegiver, at du synes godt om en side, slås op på din tidslinje og deles i Nyheder. Men der er meget at læse i Nyheder. Vi tillader derfor, at personer sponsorerer dine historier for at sikre, at dine venner og abonnenter får dem vist. Hvis du f.eks. svarer på en invitation til en begivenhed, som afholdes af en lokal restaurant, ønsker restauranten muligvis at sikre, at dine venner ser det, så de også har mulighed for at deltage.

Hvis de vælger at sponsorere en historie, vises historien på det sted, hvor annoncer normalt vises, eller i dine nyheder under overskriften "Sponsorerede historier" eller en tilsvarende overskrift. Kun personer, som kan se den oprindelige historie, kan se den sponsorerede historie, og der deles ingen personlige oplysninger om dig eller dine venner med sponsoren.

Indstillingen "Vis mine sociale handlinger i Facebook-annoncer" kontrollerer kun annoncer med social kontekst. Den kontrollerer ikke sponsorerede historier, annoncer eller oplysninger om Facebooks tjenester og funktioner eller andet [Facebook-indhold](http://www.facebook.com/full_data_use_policy#facebookcontent).

**Facebook-indhold**

Vi kan godt lide at fortælle dig om nogle af de funktioner og værktøjer, som dine venner bruger på Facebook, så vi kan give dig en bedre brugeroplevelse. Hvis en af dine venner f.eks. bruger værktøjet Find venner til at søge efter flere venner på Facebook, fortæller vi dig muligvis om det for at opfordre dig til selv at prøve værktøjet. Det betyder naturligvis, at din ven tilsvarende får vist forslag baseret på de ting, som du foretager dig. Men vi bestræber os på kun at vise forslaget til de venner, som, vi mener, kunne have gavn af at vide det.

Indstillingen "Vis mine sociale handlinger i Facebook-annoncer" kontrollerer kun annoncer med social kontekst. Den kontrollerer ikke [sponsorerede historier](http://www.facebook.com/full_data_use_policy#sponsoredstories), annoncer eller oplysninger om Facebooks tjenester og funktioner eller andet Facebook-indhold.

**V. Cookies, pixel og andre lignende teknologier**

Cookies er små datastykker, som gemmes på din computer, mobiltelefon eller anden enhed. Pixel er små blokke med kode på websider, som f.eks. bruges til at give en anden server tilladelse til at måle visning af en webside, og som ofte bruges sammen med cookies.

Vi bruger teknologier som cookies, pixel og lokal lagring (som minder om en cookie, men indeholder flere oplysninger) i din browser eller på din enhed til at levere og få indblik i forskellige produkter og tjenester . Få mere at vide på: <https://www.facebook.com/help/cookies>

Vi bruger bl.a. disse teknologier til følgende:

 Til at gøre Facebook nemmere og hurtigere at bruge

 Til at aktivere funktioner og gemme oplysninger om dig (herunder på din enhed eller i browserens cache) og din brug af Facebook

 Til at vise, få indblik i og forbedre vores annoncering

 Til at overvåge og få indblik i, hvordan vores produkter og tjenester bruges og

 Til at beskytte dig, andre og Facebook.

Vi bruger f.eks. cookies til at fortælle os, at du er logget på Facebook, til at hjælpe dig med at bruge sociale tilføjelsesprogrammer og delingsknapper eller til at fortælle os, hvornår du interagerer med vores annonce- eller platformpartnere.

Vi beder muligvis annoncører eller andre partnere om at vise annoncer eller tjenester, og Facebook eller den pågældende tredjepart gemmer i den forbindelse muligvis en cookie, en pixel eller en tilsvarende teknologi på din computer, mobiltelefon eller anden enhed, men vi deler ikke oplysninger, som identificerer dig personligt, med annoncører.

De fleste virksomheder på internettet bruger cookies eller andre tilsvarende teknologier, herunder vores annonce- og platformpartnere. Vores platformpartnere, annoncører eller sideadministratorer kan f.eks. bruge cookies eller lignende teknologier, når du åbner deres apps, annoncer, sider eller andet indhold.

Cookies og ting som lokal lagring er med til at få Facebook til at fungere, f.eks. ved at få sider til at blive indlæst hurtigere, fordi der bliver gemt bestemt indhold i din browser, eller ved at hjælpe os med at godkende dig for levering af personaliseret indhold.
Du kan finde flere oplysninger om annoncørers generelle brug af cookies og de valgmuligheder, de stiller til rådighed, på Network Advertising Initiative-websitet på [http://www.networkadvertising.org/managing/opt\_out.asp](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.networkadvertising.org%2Fmanaging%2Fopt_out.asp&h=sAQEtxEA2&s=1), Digital Advertising Alliance-websitet på [http://www.aboutads.info/](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.aboutads.info%2F&h=wAQFwBpdQ&s=1), Internet Advertising Bureau-websitet (USA) på [http://www.iab.net](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.iab.net&h=BAQG1r_ly&s=1) eller Internet Advertising Bureau-websitet (EU) på [http://youronlinechoices.eu/](http://www.facebook.com/l.php?u=http%3A%2F%2Fyouronlinechoices.eu%2F&h=-AQFS6Cny&s=1).
Se i dine browsers eller enheds hjælpemateriale for at få mere at vide om, hvordan du som regel kan fjerne eller blokere cookies eller andre lignende teknologier eller blokere eller fjerne andre data, der er gemt på din computer eller enhed (f.eks. ved at bruge de forskellige indstillinger i din browser). Hvis du gør det, påvirker det måske din mulighed for at bruge Facebook eller andre websites og apps.

**VI. Andet, du bør vide**

**Safe Harbor**
Facebook overholder bestemmelserne i amerikansk-europæiske og amerikansk-schweiziske Safe Harbor som angivet af handelsministeriet vedrørende indsamling, brug og opbevaring af data fra Den Europæiske Union. Du kan se vores certificering på det amerikanske handelsministeriums Safe Harbor-website på: [https://safeharbor.export.gov/list.aspx](http://www.facebook.com/l.php?u=https%3A%2F%2Fsafeharbor.export.gov%2Flist.aspx&h=rAQEZ8dwJ&s=1). Vores deltagelse i Safe Harbor-programmet betyder, at vi er forpligtet til at løse de eventuelle tvister, du måtte have med os i relation til vores politikker og fremgangsmåder, via TRUSTe. Hvis du ønsker at kontakte TRUSTe, kan du gøre det på:[https://feedback-form.truste.com/watchdog/request](http://www.facebook.com/l.php?u=https%3A%2F%2Ffeedback-form.truste.com%2Fwatchdog%2Frequest&h=aAQFbvnM5)

**Kontakte os med spørgsmål eller tvister**
Hvis du har spørgsmål eller klager vedrørende vores politik for brug af data eller den tilhørende praksis, er du velkommen til at skrive til os på 1601 Willow Road, Menlo Park, CA 94025, hvis du er bosiddende i USA eller Canada, eller på Facebook Ireland Ltd., Hanover Reach, 5-7 Hanover Quay, Dublin 2 Irland, hvis du bor uden for USA eller Canada. Alle er endvidere velkomne til at kontakte os via denne Hjælp-side: <https://www.facebook.com/help/contact_us.php?id=173545232710000>

**Imødekommelse af officielle anmodninger og forebyggelse af skade**
Vi åbner, gemmer og deler muligvis dine oplysninger i forbindelse med eksempelvis ransagningskendelser, retskendelser eller stævninger, hvis vi er i god tro om, at vi er pålagt dette i henhold til gældende lov. Det gælder også for officielle retlige anmodninger fra jurisdiktioner uden for USA, hvis vi er i god tro om, at en sådan videregivelse er påkrævet i henhold til gældende lov i den pågældende jurisdiktion, påvirker brugerne i den pågældende jurisdiktion og er i overensstemmelse med internationalt anerkendte standarder. Vi åbner, gemmer og deler muligvis også oplysninger, når vi er i god tro om, at dette er nødvendigt for at registrere, forebygge og håndtere svindel og andre ulovlige aktiviteter, for at beskytte os selv, dig og andre, herunder som led i undersøgelser, og for at forebygge dødsfald eller en overhængende risiko for legemsbeskadigelse. Oplysninger, som vi modtager om dig, herunder oplysninger om pengetransaktioner i forbindelse med køb, der er foretaget med Facebook-credits, kan tilgås, behandles og opbevares i en længere periode, hvis der er tale om en retlig anmodning eller forpligtelse, en offentlige undersøgelse eller en undersøgelse af en mulig overtrædelse af vores vilkår eller politikker eller på anden måde for at forebygge skade. Vi beholder måske også oplysninger fra konti, der er blevet deaktiveret for overtrædelse af vores vilkår, i mindst et år for at forhindre ny misbrug eller andre overtrædelser af vores vilkår.

**Anmodninger om adgang**
Du kan få adgang til og redigere de fleste af de personlige data, der er gemt om dig på Facebook, ved at logge på din konto og få vist din tidslinje og aktivitetslog. Du kan også downloade en kopi af dine personlige oplysninger ved at gå til "[Kontoindstillinger](https://www.facebook.com/settings)", klikke på "Download en kopi af dine Facebook-data" og derefter klikke på linket til dit udvidede arkiv. Få mere at vide på: <https://www.facebook.com/help/?faq=226281544049399>

**Notifikationer og andre beskeder**
Vi sender dig muligvis notifikationer og andre beskeder ved hjælp af de kontaktoplysninger, vi har om dig, f.eks. din e-mailadresse. Du kan kontrollere de fleste af de notifikationer, du modtager, herunder dem fra sider, du synes godt om, og applikationer, du bruger, via de indstillinger, vi stiller til rådighed, f.eks. en indstilling i den e-mail, du modtager, eller i dine notifikationsindstillinger.

**Find Venner**
Vi tilbyder værktøjer til at hjælpe dig i gang med at overføre dine venners kontaktoplysninger, så du og andre kan finde venner på Facebook og invitere venner, der ikke bruger Facebook til at blive medlem. Desuden kan vi tilbyde dig og andre en bedre oplevelse på Facebook via forslag samt andre tilpassede oplevelser. Hvis du ikke ønsker, at vi skal gemme disse oplysninger, kan du finde flere oplysninger på denne Hjælp-side: <https://www.facebook.com/contact_importer/remove_uploads.php>.

Hvis du oplyser din adgangskode til os, sletter vi den, når du har overført dine venners kontaktoplysninger.

**Invitationer**
Når du inviterer en ven til at blive medlem af Facebook, sender vi en besked på dine vegne og bruger dit navn, og vi inkluderer måske også andre navne og billeder af andre personer, din ven måske kender på Facebook. Vi vil også sende et par påmindelser til dem, du inviterer, men invitationen vil samtidig give din ven mulighed for at fravælge invitationer fra Facebook.

**Omdannelse af en konto til et mindesmærke**
Vi omdanner muligvis en konto, som tilhører en afdød person, til et mindesmærke. Når vi omdanner en konto til et mindesmærke, bevarer vi tidslinjen på Facebook, men begrænser adgangen til den samt visse funktioner. Du kan anmelde en afdød persons tidslinje på: <https://www.facebook.com/help/contact.php?show_form=deceased>

Vi kan lukke en konto, hvis vi modtager en formel anmodning, som opfylder bestemte kriterier.

**Associerede selskaber**
Vi deler måske oplysninger, vi modtager, med virksomheder, der lovmæssigt er en del af den samme gruppe af selskaber, som Facebook er en del af, eller som bliver en del af denne gruppe (disse virksomheder kaldes ofte associerede virksomheder). På samme måde vil vores associerede selskaber måske også dele oplysninger med os. Denne deling sker i henhold til gældende lovgivning, herunder når sådanne love kræver samtykke. Vi og vores associerede selskaber vil måske dele oplysninger for at hjælpe hinanden med at levere, forstå og forbedre vores tjenester.

**Tjenesteudbydere**
Vi videregiver dine oplysninger til personer og virksomheder, som hjælper os med at levere, forstå og forbedre de tjenester, vi tilbyder. Vi kan f.eks. bruge eksterne leverandører til at hoste vores website, vise billeder og videoer, behandle betalinger, analysere data, gennemføre og offentliggøre undersøgelser, måle effektiviteten af annoncer eller vise søgeresultater. I nogle tilfælde stiller vi tjenesten til rådighed sammen med en anden virksomhed, f.eks. Facebook Marketplace. I alle tilfælde er vores partnere forpligtet til kun at bruge dine oplysninger i overensstemmelse med den aftale, vi har indgået med dem, samt denne politik for brug af data.

**Sikkerhed og fejl**
Vi gør vores bedste for at beskytte dine oplysninger, men vi har brug for din hjælp. Du kan finde en detaljeret beskrivelse af, hvordan du kan bevare sikkerheden på Facebook, på [Facebooks side om sikkerhed](https://www.facebook.com/security). Vi bestræber os på at beskytte sikkerheden på Facebook og undgå afbrydelser og fejl, men vi kan ikke give nogen garanti vedrørende vores tjenester eller produkter.

**Ejerskabsændring**
Hvis ejerskabet af din virksomhed ændres, overfører vi muligvis dine oplysninger til den nye ejer, så de kan fortsætte med at benytte tjenesten. De skal dog stadig overholde de bestemmelser, vi har angivet i denne politik for brug af data.

**Meddelelse om ændringer**
Hvis vi foretager ændringer i denne politik for brug af data, får du besked om det (f.eks. via opslag her og på [siden for Facebooks sitestyring](http://www.facebook.com/%20https%3A/www.facebook.com/fbsitegovernance)). Hvis der er tale om betydelige ændringer, giver vi dig særskilt besked om det afhængigt af omstændighederne. Du kan sikre, at du får direkte besked, ved at tilkendegive, at du synes godt om [siden for Facebooks sitestyring](https://www.facebook.com/fbsitegovernance).

**Mulighed for at kommentere**
Medmindre vi foretager en ændring af juridiske eller administrative grunde eller for at korrigere en unøjagtig udtalelse, har du som udgangspunkt syv (7) dage til at sende os dine kommentarer om ændringen. Efter kommenteringsperioden vil vi, hvis vi foretager nogen ændringer, meddele datoen herfor (f.eks. på [siden for Facebooks sitestyring](http://www.facebook.com/%20https%3A/www.facebook.com/fbsitegovernance) eller i denne politik).

**Oplysninger til brugere uden for USA og Canada**
Virksomhedsoplysninger: Websitet www.facebook.com og tjenesterne på disse sider stilles til rådighed for brugere uden for USA og Canada via Facebook Ireland Ltd., Hanover Reach, 5-7 Hanover Quay, Dublin 2 Irland. Virksomheden Facebook Ireland Ltd. er etableret og registreret som et anpartsselskab i Irland med virksomhedsnummeret 462932 og er den data-controller, der er ansvarlig for dine personlige oplysninger.
Direktion: Sonia Flynn (irer), Theodore Ullyot (amerikaner).

**Dine rettigheder i henhold til lovgivningen i Californien**
Lovgivningen i Californien gør det muligt for indbyggerne i Californien at anmode om at få oplyst, hvilke personlige oplysninger en virksomhed deler med tredjeparter i relation til disse tredjeparters markedsføring. Facebook deler ikke dine oplysninger med tredjeparter i relation til disse tredjeparters egen og uafhængige markedsføring, medmindre vi har indhentet din tilladelse til at gøre det. Få mere at vide om de [oplysninger, vi modtager, og hvordan de bruges](http://www.facebook.com/full_data_use_policy#inforeceived), samt om [andre websites og applikationer](http://www.facebook.com/full_data_use_policy#websitesandapps). Hvis du har spørgsmål om vores praksis for deling eller dine rettigheder i henhold til lovgivningen i Californien, kan du skrive til os på 1601 Willow Road, Menlo Park, CA 94025, USA, eller kontakte os via denne Hjælp-side: <https://www.facebook.com/help/contact_us.php?id=173545232710000>

Dette dokument er hentet og udskrevet den 8. marts 2013 på http://www.facebook.com/full\_data\_use\_policy

## 8.3 Brug af Cookies[[180]](#footnote-180)

**Cookies, pixels og lignende teknologier**

**Sådan virker cookies**

Cookies og lignende teknologier er med til at give en bedre, hurtigere og mere tryg oplevelse.

Vi bruger forskellige teknologier, f.eks. cookies, pixels (pixeltags) og lokal lagring, til at vise, beskytte og forstå produkter, tjenester og annoncer på og uden for Facebook. På denne side kan du få indblik i disse teknologier, og hvordan de bliver brugt. Du kan muligvis blokere disse teknologier i din browser eller på din enhed, men du kan muligvis ikke bruge alle funktioner på Facebook, hvis du blokerer dem. I din browsers eller enheds hjælpemateriale kan du finde flere oplysninger, om hvorvidt disse værktøjer er tilgængelige, hvad de gør, og hvordan de virker. Generelt påvirker værktøjer som disse i din browser eller enhed kun den pågældende browser eller enhed. Så hvis du bruger flere browsere eller enheder, kan du foretage forskellige valg for hver af dem.

**Kom tilbage hertil engang imellem, og få de seneste oplysninger om disse teknologier, og hvordan de bruges.**

**Hvad er** [**cookies**](https://www.facebook.com/help/182104755198570)**,** [**pixels**](https://www.facebook.com/help/236257763148568)**,** [**lokal lagring**](https://www.facebook.com/help/330525367015217) **og lignende teknologier?**

Vi og vores associerede selskaber, tredjeparter og andre partnere ( "partnere") bruger disse teknologier til sikkerhedsformål og til at levere produkter, tjenester og annoncer samt til at forstå, hvordan de disse produkter, tjenester og annoncer bliver brugt. Med disse teknologier kan et website eller en applikation gemme oplysninger i din browser eller på din enhed og efterfølgende læse oplysningerne igen. På denne side beskriver vi, hvordan de enkelte teknologier fungerer, og hvordan de bruges.

**Hvorfor bruger vi disse teknologier?**

|  |  |  |
| --- | --- | --- |
| Vis det, der betyder noget for dig | Gør din oplevelse bedre | Beskyttelse og sikkerhed |
| Med disse kan vi bedre forstå, hvem du er, så vi kan vise indhold, der er relevant for dig, herunder funktioner, produkter og annoncer. | De bruges sammen med Facebooks funktioner og hjælper med at forbedre vores produkter og tjenester, så du kan gøre forskellige ting, f.eks. se, hvilke venner der er online i Chat, bruge delingsknappen og overføre billeder. | De hjælper med at beskytte sikkerheden på Facebook ved at fortælle os, hvis der er nogen, der forsøger at få adgang til din konto eller deltager i aktivitet, som overtræder vores vilkår.  |

|  |  |
| --- | --- |
| Brugskategorier | Eksempler |
| Godkendelse | Disse værktøjer fortæller os, når du er logget på, så vi kan vise dig relevante funktioner og forbedre din brugeroplevelse. Cookies, lokal lagring og lignende teknologier fortæller os f.eks., hvornår du er logget på Facebook, så vi kan vise dig relevante og sociale oplysninger, når du besøger andre websites, som bruger sociale tilføjelsesprogrammer. Vi bruger også oplysningerne til at få indblik i, hvordan brugerne bruger vores [platform](https://www.facebook.com/about/privacy/your-info-on-other#platform) og andre applikationer og tjenester. |
| Sikkerhed og siteintegritet | Vi bruger disse til at beskytte sikkerheden på Facebook. De understøtter eller aktiverer sikkerhedsfunktioner og hjælper os med at registrere aktivitet, som overtræder vores [erklæring om rettigheder og ansvar](https://www.facebook.com/legal/terms). De hjælper f.eks. med at beskytte din konto, så der ikke er andre end dig, der kan få adgang til den. Cookies fortæller os også, når der er flere personer, der har logget på fra samme computer.  |
| Annoncer | Vi bruger funktioner som cookies og pixels til at få indblik i og vise annoncer og gøre dem mere relevante for dig. Vi kan f.eks. læse en cookie, så vi kan vise dig annoncer, som kan være interessante for dig, på Facebook eller andre websites. Vi bruger muligvis også en cookie til at finde ud af, om en person, som har fået vist en annonce på Facebook, efterfølgende har besøgt annoncørens site. Tilsvarende bruger vores partnere muligvis en cookie eller en tilsvarende teknologi til at finde ud af, om vi har vist en bestemt annonce, og hvor effektiv annoncen har været eller give oplysninger til os om, hvordan du har interageret med dem. Vi samarbejder muligvis også med en partner om at vise dig en annonce på og uden for Facebook, f.eks. efter du har besøgt partnerens site, og det kan involvere brugen af cookies, lokal lagring på din enhed eller lignende teknologier. |
| Lokalisering | Disse hjælper med at give dig en brugertilpasset oplevelse på sitet. Vi kan f.eks. gemme en cookie med oplysninger i din browser eller på din enhed, så du får vist sitet på dit foretrukne sprog. |
| Funktioner og tjenester på sitet | Disse giver os de nødvendige funktioner, så vi kan stille produkter og tjenester til rådighed. Cookies hjælper dig f.eks. med at logge på ved at udfylde feltet med brugernavn på forhånd og forbedre din brugeroplevelse i Chat ved at vise dig, hvilke af dine venner der er online. Vi bruger muligvis også cookies og lignende teknologier til at stille sociale tilføjelsesprogrammer og andet tilpasset indhold til rådighed for dig og andre og forbedre brugeroplevelsen, f.eks. ved at komme med forslag til dig og andre. [Få mere at vide](https://www.facebook.com/about/privacy/your-info#howweuse).  |
| Effektivitet | Vi bruger disse til at give dig den bedst mulige brugeroplevelse. Vi kan f.eks. bruge en cookie til at route trafik mellem servere og til at få indblik i, hvor hurtigt Facebook indlæses for forskellige brugere. Vi gemmer muligvis ind imellem oplysninger i din browser eller på din enhed, så de Facebook-funktioner, du bruger, indlæses hurtigere og bliver hurtigere at bruge. |
| Analyse og forskning | Vi bruger disse til at forstå, forbedre og forske i produkter og tjenester, inklusive når du besøger Facebook eller andre websites og applikationer fra en computer eller mobilenhed. Vi kan f.eks. bruge cookies til at få indblik i, hvordan du bruger sociale tilføjelsesprogrammer, så vi kan forbedre dem.. Vi og vores partnere bruger muligvis disse teknologier og de oplysninger, vi modtager, til at forbedre og forstå, hvordan du bruger websites, applikationer, produkter, tjenester og annoncer. Vi kan dele oplysninger om denne analyse med vores partnere.  |

Vi ændrer muligvis de specifikke navne for cookies, pixels og lignende teknologier med jævne mellemrum, men de tilhører generelt ovenstående kategorier. Du kan få mere at vide om disse værktøjer i vores [politik om brug af data](https://www.facebook.com/about/privacy/cookies). Du kan også se afsnittet om cookies i vores offentligt tilgængelige audit, som [viser](https://fbcdn-dragon-a.akamaihd.net/cfs-ak-prn1/676572/857/360595310676682_183459869.pdf) de aktuelle cookies, vi bruger. Den offentlige audit er foretaget af [de irske databeskyttelsesmyndigheder](http://www.facebook.com/l.php?u=http%3A%2F%2Fdataprotection.ie%2Fdocuments%2Fpress%2FFacebook_Ireland_Audit_Review_Report_21_Sept_2012.pdf&h=zAQGIS0IZ&s=1). Det vil give dig en god ide om de cookies, som vi beskriver på denne side.

**Få mere at vide**

[**Hvad er cookies?**](https://www.facebook.com/help/182104755198570/)

Cookies er små filer, som gemmes i din browser eller på din enhed af et website eller en app, du bruger, eller af en annonce, du får vist. Vi bruger ligesom de fleste andre websites cookies til at give dig en bedre, hurtigere og mere tryg oplevelse.

[**Hvordan bruger Facebook cookies?**](https://www.facebook.com/help/115180708570932/)

Vi bruger cookies til at gøre Facebook bedre, hurtigere og mere sikker. Vi bruger f.eks. cookies til:

At aktivere bestemte funktioner

At give dig en mere personlig oplevelse

At beskytte sikkerheden for din konto, andre brugeres konti samt Facebook

At forbedre, vise og forstå de annoncer, du får vist på og uden for Facebook

At undersøge, få indblik i og forbedre hvordan vores og vores partneres produkter og tjenester bruges

Som vores [politik for brug af data](https://www.facebook.com/about/privacy) indikerer, bruger vi cookies for at kunne vise dig annoncer på og uden for Facebook. Vi bruger ikke cookies til at oprette en profil for din browseraktivitet på tredjepartswebsites for at vise dig annoncer. Men vi bruger muligvis anonyme eller aggregerede data til at forbedre annoncer generelt og undersøge, udvikle eller teste nye og eksisterende produkter og tjenester.

[Få mere at vide](https://www.facebook.com/help/social-plugins) om de oplysninger, vi modtager, når du besøger et site med et socialt tilføjelsesprogram.

[**Hvornår gemmer Facebook cookies på min computer eller enhed?**](https://www.facebook.com/help/411070688917609/)

Facebook gemmer muligvis cookies, når du besøger os eller en partner fra en browser eller enhed, hvor cookies er aktiveret. Du kan muligvis blokere disse teknologier i din browser eller på din enhed, men du kan muligvis ikke bruge alle funktioner på Facebook, hvis du blokerer dem.

Bemærk, at din browser eller enhed måske omfatter værktøjer til at administrere cookies. I din browsers eller enheds hjælpemateriale kan du finde flere oplysninger om, hvorvidt sådanne værktøjer er tilgængelige, hvordan de fungerer, og hvad de gør. Generelt påvirker værktøjer som disse i din browser eller enhed kun den pågældende browser eller enhed. Så hvis du bruger flere browsere eller enheder, kan du foretage forskellige valg for hver af dem.

[**Hvornår læser Facebook cookies på min computer eller enhed?**](https://www.facebook.com/help/441197859229066/)

Webbrowsere sender eventuelle cookies for et bestemt webdomæne, f.eks. facebook.com, til websitet, hver gang der åbnes indhold, som vises fra det pågældende domæne, på en computer, hvor disse cookies er gemt. Det betyder, at eventuelle cookies for facebook.com sendes til Facebook, når der åbnes en side på facebook.com. Det betyder også, at disse cookies sendes til Facebook, når en person besøger et tredjepartswebsite, som har forbindelse til facebook.com, f.eks. et af vores tilføjelsesprogrammer. Somme tider vil vi samarbejde med websites, apps og deres partnere, så vi kan placere eller læse Facebook-cookies i dine browsere eller på dine enheder. Hermed kan vi gøre ting som at læse og henvise til cookies fra mere end én enhed eller browser, som du bruger, så vi kan levere Facebook-tjenester på alle dine enheder og dermed forbedre og forstå produkter, annoncer og tjenester, vi tilbyder dig og andre. Du kan muligvis blokere disse teknologier i din browser eller på din enhed, men du kan muligvis ikke bruge alle funktioner på Facebook, hvis du blokerer dem.

[**Hvorfor gemmer Facebook cookies i browsere, som besøger Facebooks websites?**](https://www.facebook.com/help/265264330237024/)

Vi gemmer cookies til at stille forskellige produkter og tjenester til rådighed og til at forstå og forbedre dem. Disse cookies hjælper os også med at beskytte sikkerheden på Facebook og for de personer, som bruger Facebook. Hvis vi har indblik i de besøgendes vaner og mønstre, kan vi bedre registrere usædvanlig adfærd og beskytte brugere mod uautoriseret aktivitet.

[**Hvordan bruger tredjeparter cookies, pixel (pixeltags) og lignende teknologier på Facebook?**](https://www.facebook.com/help/159967110798373/)

Vi benytter nogle gange [tjenesteudbydere](https://www.facebook.com/about/privacy/other), som hjælper os med at stille bestemte produkter og tjenester til rådighed. Vi benytter f.eks. tjenesteudbydere, når du køber ting via Facebook på din mobiltelefon. Udbyderen af disse tjenester bruger muligvis en pixel, som indsamler oplysninger om din telefon og gør det muligt for os at fakturere dig via din almindelige telefonregning, hvis du tillader det.

Når du får vist, klikker på eller på anden måde interagerer med en app på eller uden for Facebook, bruger vores partner cookies eller lignende teknologier som lokal lagring til at vise dig relevante tjenester og annoncer. En Facebook-partner kan f.eks. bruge cookies til at tilpasse din brugeroplevelse, når du bruger partnerens app. En annoncepartner kan muligvis også bruge en cookie til at finde ud af, om vi har vist en bestemt annonce, og hvor effektiv annoncen har været. Vores partnere bruger muligvis også disse teknologier til at hjælpe med at dele oplysninger med Facebook, f.eks. hvordan du bruger deres website eller app.

Vi eller andre (f.eks. dine venner i deres opslag eller sider og apps, du besøger eller bruger) kan integrere tredjepartsfunktioner, såsom kort eller videoer, for at levere en bedre tjeneste. Leverandøren af disse integrationer kan indsamle oplysninger, når du får vist eller bruger dem, herunder oplysninger om dig og din enhed eller browser. Det kan de gøre ved hjælp af cookies, pixels eller andre lignende teknologier. Få mere at vide om de oplysninger, de indsamler eller modtager, ved at gennemse deres politik for beskyttelse af personlige oplysninger.

Du kan finde flere oplysninger om vores annoncørers generelle brug af cookies og de valgmuligheder, de giver dig, i følgende ressourcer:

[Network Advertising Initiative](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.networkadvertising.org%2Fmanaging%2Fopt_out.asp&h=oAQFv8cau&s=1)

[Digital Advertising Alliance](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.aboutads.info%2F&h=7AQHEYVjW&s=1)

[Internet Advertising Bureau (USA)](http://www.iab.net/)

[Internet Advertising Bureau (EU)](http://youronlinechoices.eu/)

Her er flere oplysninger om nogle af de virksomheder, annoncører bruger og de valgmuligheder, de giver dig:

Atlas

Generelle oplysninger: [http://atlassolutions.com/home](http://www.facebook.com/l.php?u=http%3A%2F%2Fatlassolutions.com%2Fhome&h=iAQFsWA1Y&s=1)

Valgmuligheder: [https://choice.live.com/AdvertisementChoice/Default.aspx](http://www.facebook.com/l.php?u=https%3A%2F%2Fchoice.live.com%2FAdvertisementChoice%2FDefault.aspx&h=tAQHvOJpc&s=1)

Bloom Digital

Generelle oplysninger: [http://bloom-hq.com/](http://www.facebook.com/l.php?u=http%3A%2F%2Fbloom-hq.com%2F&h=qAQGc17Y_&s=1)

Valgmuligheder: [http://adgear.com/privacy/](http://www.facebook.com/l.php?u=http%3A%2F%2Fadgear.com%2Fprivacy%2F&h=ZAQENtgbe&s=1)

DoubleClick

Generelle oplysninger: [http://www.google.com/doubleclick/index.html](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.google.com%2Fdoubleclick%2Findex.html&h=jAQGO3BSJ&s=1)

Valgmuligheder: [http://www.google.com/policies/privacy/ads/](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.google.com%2Fpolicies%2Fprivacy%2Fads%2F&h=dAQGK25k6&s=1)

Flashtalking

Generelle oplysninger: [http://www.flashtalking.com/](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.flashtalking.com%2F&h=YAQEsZ6Kt&s=1)

Valgmuligheder: [http://www.flashtalking.com/ftCookieOptOut.html](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.flashtalking.com%2FftCookieOptOut.html&h=jAQGO3BSJ&s=1)

GroupM

Generelle oplysninger: [http://www.groupm.com/](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.groupm.com%2F&h=0AQHAXueI&s=1)

Valgmuligheder: [http://www.groupm.com/privacy-policy](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.groupm.com%2Fprivacy-policy&h=jAQGO3BSJ&s=1)

Mediamind

Generelle oplysninger: [http://www.mediamind.com/](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.mediamind.com%2F&h=PAQGDNS3Q&s=1)

Valgmuligheder: [http://www.mediamind.com/privacy-policy](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.mediamind.com%2Fprivacy-policy&h=SAQGrtWZc&s=1)

Mediaplex

Generelle oplysninger: [http://www.mediaplex.com/](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.mediaplex.com%2F&h=nAQFhGx-2&s=1)

Valgmuligheder: [http://www.mediaplex.com/opt-out](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.mediaplex.com%2Fopt-out&h=wAQFwBpdQ&s=1)

Pointroll

Generelle oplysninger: [http://www.pointroll.com/](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.pointroll.com%2F&h=2AQEDyF9-&s=1)

Valgmuligheder: [http://www.pointroll.com/privacy.php](http://www.facebook.com/l.php?u=http%3A%2F%2Fwww.pointroll.com%2Fprivacy.php&h=hAQGRKl5o&s=1)

TruEffect

Generelle oplysninger: [http://trueffect.com/](http://www.facebook.com/l.php?u=http%3A%2F%2Ftrueffect.com%2F&h=zAQGIS0IZ&s=1)

Valgmuligheder: [http://ad.adlegend.com/TE\_optout.html](http://www.facebook.com/l.php?u=http%3A%2F%2Fad.adlegend.com%2FTE_optout.html&h=CAQGMwtWK&s=1)

Weborama

Generelle oplysninger: [http://weborama.com/](http://www.facebook.com/l.php?u=http%3A%2F%2Fweborama.com%2F&h=EAQHE6zsI&s=1)

Valgmuligheder: <http://weborama.com/2/page-en-confidentialite.html>

[**Hvordan bruger Facebook cookies til sikkerhedsformål?**](https://www.facebook.com/help/441677795848490/)

Vi bruger værktøjer som cookies til at gøre Facebook til et sikkert, beskyttet og brugervenligt sted. Cookies understøtter eller aktiverer sikkerhedsfunktioner. Med [login-godkendelser](https://www.facebook.com/help/?faq=148233965247823&in_context) blokerer vi f.eks. adgangen til din konto og stiller uddybende spørgsmål, hvis nogen forsøger at logge på din konto fra en browser, som du ikke tidligere har brugt. De hjælper os også med at implementere [login-notifikationer](https://www.facebook.com/help/?faq=162968940433354&in_context), så du kan få besked om det, når nogen logger på din konto, og deaktivere eventuelle aktive Facebook-sessioner.

Ud over at forhindre uautoriserede personer i at logge på din konto bruger vi muligvis også cookies til at sikre, at brugere og computere på Facebook ikke overtræder vores politikker. Visse oplysninger på Facebook er f.eks. [offentlige](https://www.facebook.com/help/?faq=203805466323736&in_context) og dermed tilgængelige for alle på internettet. Disse cookies giver os indblik i antallet og hyppigheden af anmodninger, så vi kan registrere og forhindre, at personer eller computere indsamler oplysninger fra vores site.

Vi bruger også disse værktøjer til at forbedre brugervenligheden på Facebook, f.eks. når du skriver et forkert tegn i dit brugernavn eller din adgangskode. Hvis du tidligere har logget på Facebook fra den samme browser, giver vi dig nem mulighed for at rette slåfejlen, fordi vi ved, at du tidligere har logget på Facebook.

[**Hvordan bruger Facebook cookies, lokal lagring eller lignende teknologier, når jeg bruger en mobilenhed?**](https://www.facebook.com/help/203204253144453/)

Mange mobilenheder fungerer på samme måde som computere, f.eks. smartphones, der understøtter en browser med alle funktioner. Til disse enheder bruger Facebook og vores partnere cookies eller lignende teknologier på samme måde, som når du går på internettet fra en computer.

Når du installerer vores applikation, eller når Facebook samarbejder med andre applikationer, du bruger, indhenter eller modtager vi muligvis oplysninger om din brug af vores applikation, din enhed eller andre applikationer. Vi bruger disse oplysninger til at forstå og forbedre produkter, tjenester, forslag og annoncer til dig og andre. Som på internettet bruger vi muligvis disse teknologier til at lagre en identifikator eller anden oplysning på din enhed. Det hjælper os, f.eks., med at forstå, optimere og vise tjenester eller annoncering fra Facebook eller vores partnere. Vi samarbejder muligvis også med vores partnere om at modtage oplysninger om de websites og applikationer, du bruger, så vi kan forstå, tilpasse og forbedre vores og vores partneres produkter og tjenester. Hvis vi f.eks. får at vide, at du allerede bruger en applikation, kan vi sende dig direkte til denne applikation, når du klikker på et link i dine nyheder. Hvis du ikke har applikationen, vil vi i stedet sende dig til applikationsbutikken, så du kan hente applikationen.

[**Bruger Facebook cookies, hvis jeg ikke har nogen konto, eller hvis jeg er logget af min konto?**](https://www.facebook.com/help/239530772765713/)

Facebook bruger cookies, hvis du ikke har nogen konto, eller hvis du er logget af din konto. Vi bruger f.eks. cookies til:

At identificere og deaktivere konti tilhørende spammere

At gendanne din konto, hvis du nogensinde mister adgangen til den

At stille ekstra sikkerhedsfunktioner til rådighed, f.eks. [login-notifikationer](https://www.facebook.com/help/?faq=162968940433354&in_context) og [login-godkendelser](https://www.facebook.com/help/?faq=148233965247823&in_context)

At forhindre, at mindreårige personer kan oprette en profil med en falsk fødselsdato

At hjælpe os til at vise, evaluere og forstå de annoncer, vi viser

At identificere offentlige computere, så vi kan forhindre, at brugere benytter funktionen Forbliv logget på

Vi bruger muligvis også anonyme eller aggregerede oplysninger til at forbedre vores produkter.

Vi gemmer også cookies, hvis du ikke har en Facebook-konto, men har besøgt facebook.com, så vi kan beskytte Facebook og Facebooks brugere mod skadelig aktivitet. Disse cookies hjælper os f.eks. med at registrere og forebygge DoS-angreb og masseoprettelse af falske konti.

Hvis der er gemt en cookie i din browser eller på din enhed, læser vi den pågældende cookie, når du besøger et site med et socialt tilføjelsesprogram. [Få mere at vide](https://www.facebook.com/privacy/your-info-on-other#socialplugin).

Som vores [politik for brug af data](https://www.facebook.com/about/privacy/cookies) indikerer, bruger vi cookies for at kunne vise dig annoncer på og uden for Facebook. Vi bruger ikke cookies til at oprette en profil for din browseraktivitet på tredjepartswebsites for at vise dig annoncer. Men vi bruger muligvis anonyme eller aggregerede data til at forbedre annoncer generelt og undersøge, udvikle eller teste nye og eksisterende produkter og tjenester.

[**Hvad er pixels (pixeltags)? Hvordan bruger Facebook dem?**](https://www.facebook.com/help/236257763148568/)

Pixeltags (også kaldet "clear GIFs", "web beacons" eller "pixels") er små stykker kode på en webside, der tillader andre websider at gøre ting som at læse og placere cookies. Den forbindelse, der oprettes, kan indeholder oplysninger om eksempelvis personens IP-adresse, det klokkeslæt, hvor personen fik vist den pågældende pixel, og hvilken type browser der blev brugt.

Vi bruger pixels på og uden for Facebook, som når du besøger vores eller en af vores partneres website. Pixels giver os mulighed for at læse eksisterende Facebook-cookies eller gemme en ny cookie på din browser eller enhed. Vi bruger pixeltags til at tilpasse din brugeroplevelse og til at få indblik i, hvordan vores produkter og tjenester bruges. Vi kan f.eks. bruge pixeltags til at se, at en person, som bruger en bestemt browser, har fået vist en annonce på Facebook og har købt et produkt hos den pågældende annoncør. Det hjælper os med at vise vores annoncører, at de annoncer, de kører på Facebook, er effektive. Vi bruger muligvis også pixels til at til at vise dig en annonce på eller uden for Facebook. En partner vil f.eks. muligvis bruge en pixel til at fortælle os, når du har besøgt deres side, så vi senere kan vise dig en annonce på Facebook. Vi bruger også pixels for at få besked, når du har set eller interageret med Facebook-indhold, f.eks. når du har læst en e-mailnotifikation, vi har sendt dig, så vi kan undgå at vise den samme notifikation, når du besøger Facebook-websitet eller -appen. Vi bruger også pixels til på anden vis at måle, forstå og forbedre vores tjenester.

[**Hvad er lokal lagring? Hvordan bruger Facebook lokale lagringsteknologier?**](https://www.facebook.com/help/330525367015217/)

Lokal lagring er en standardteknologi, som gør det muligt for et website eller en app at gemme og hente data på en persons computer, mobiltelefon eller anden enhed. Eksempler omfatter lokal lagring og caching på enheder og i HTML5. De fleste webbrowsere har indstillinger, som du kan bruge til at aktivere eller deaktivere lokal lagring.

Vi bruger lokal lagring til at få indblik i og forbedre effektiviteten for vores produkter og tjenester og til at aktivere bestemte funktioner. Vi kan f.eks. gemme visse dele af Facebook-websitet på din enhed, så siderne indlæses hurtigere, næste gang du åbner dem. Lokal lagring giver os også mulighed for at stille bestemte tjenester til rådighed for brugere uden internetadgang. Du kan f.eks. læse og skrive beskeder i Facebooks Messenger, når du er offline, fordi vi gemmer beskederne lokalt på din enhed. Vi bruger muligvis også lokal lagring til at forstå, hvordan du bruger websites, applikationer og computere eller mobilenheder. Vi bruger f.eks. lokal lagring på din enhed i forbindelse med tin som applikationer, hvor vi ikke kan bruge cookies.

Dette dokument er hentet på <https://www.facebook.com/help/cookies/> den 8. marts 2013

# 9. Kilder

**Love, direktiver, bekendtgørelser, konventioner mm.**

Bekendtgørelse om information og samtykke og om videregivelse af helbredsoplysninger mv. (BEK nr. 665 af 14/09/1998

Bekendtgørelse af lov om offentlige registre (LBK nr. 654 af 20. september 1991)

Bekendtgørelse af lov om private registre mv. (LBK nr. 622 af 2. oktober 1987)

Bekendtgørelse af sundhedsloven (LBK nr. 913 af 13/07/2010)

Den Europæiske Menneskerettighedskonvention

Den Europæiske Unions Charter om Grundlæggende Rettigheder 2000/C 364/01

Direktiv 95/45/EF af 24. oktober 1995 om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger og om fri udveksling af sådanne oplysninger

Kommissionens beslutning 2000/520/EF af 26. juli 2000 i henhold til Europa-Parlamentets og Rådets Direktiv 95/46/EF om tilstrækkeligheden af den beskyttelse, der opnås ved hjælp af safe harbour-principperne til beskyttelse af privatlivets fred og de dertil hørende hyppige spørgsmål fra det amerikanske handelsministerium

Lov om behandling af personoplysninger (nr. 429 af 31. maj 2000)

Vejledning 2000-07-10 nr. 126 om registreredes rettigheder efter reglerne i kapitel 8-10 i lov om behandling af personoplysninger

**Lov- og forordningsforslag**

Lovforslag nr. 147 af 9. december om behandling af personoplysninger

KOM (2012) Forslag til Europa-Parlamentets og Rådets forordning om beskyttelse af fysiske personer og om fri udveksling af sådanne oplysninger (generel forordning)

**Artikel 29-gruppens dokumenter**

WP 114/2005 Arbejdsdokument om en ensartet fortolkning af artikel 26, stk. 1 i Direktiv 95/46/EF af 24. oktober 1995

WP 131/2007 Arbejdsdokument vedrørende behandling af personlige sundhedsoplysninger i elektroniske patientjournaler (EPJ)

WP 136/2007 Udtalelse nr. 4/2007 om begrebet personoplysninger

WP 148/2008 Udtalelse nr. 1/2008 om databeskyttelsesproblemer i forbindelse med søgemaskiner

WP 160/2009 Udtalelse nr. 2/2009 om beskyttelse af børns personoplysninger (generelle retningslinjer og særtilfældet skoler)

WP 163/2009 Udtalelse nr. 5/2009 om internetbaserede sociale netværkstjenester

WP 169/2010 Udtalelse nr. 1/2010 vedrørende begreberne ”registeransvarlig” og ”registerfører

WP 187/2011 Udtalelse nr. 15/2011 om definitionen af samtykke

WP 171/2010 Udtalelse nr. 2/2010 om adfærdsbaseret annoncering på internettet

WP 202/2013 Opinion 02/2013 on apps on smart devices

WP 203/2013 Opinion 03/2013 on purpose limitations
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