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Synopsis

The purpose of this project is to design and deve

a platform for discovering and distributing services
between mobile phones in an ad hoc network. T

effectiveness of the platform is depending of f
number of active participants. On the other ha
a high number of active participants would res
possibility of additional discoveries made by the p
ticipants which increases the total energy consur
on the network. For such a platform a prototy
is build. The prototype is based on preliming

demands, deployment and activity diagrams whij

are analyzied and designed on basis of UML 2.0. T
working environments are Symbian S60 on the No
N95 8GB phones. The programming language u
for developing the platform is Python for s60.

The functionality of the prototype platform i
verified in the test chapter, and further more
analysis of the platform regarding how much ene
the implemented software for the mobile phoneg
consuming with reactive or proactive communicatig

The prototype platform is working according
what is analysied and designed, it is possible
discover and distribute services between mol
phones.
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Synopsis

Formélet med dette projekt er at designe og udv

kle

en platform som kan opdage og dele services mellem

mobil telefoner i et ad hoc netveerk. Platformeg

effektivitet athaenger af hvor mange deltagere. An-
tallet af deltagere betyder dog ogsa at der vil kunne

forekomme flere gnsker om at opdage services
dermed gge den samlede energi brugt i netveerket
at demonstrere en sadan platform er der udviklef
prototype. Prototypen er udviklet p& baggrund af

09
. Til
en
en

kravspecifikation, deployment og aktivitetsdiagram-

mer som er analyseret og designet ved hjeelp af U

2.0. Udvilklingsmiljget er Symbian s60 til Nokia

N95 8GB mobil telefoner. Programmeringsspro
til udviklingen af prototypen er Python til s60.

Funktionaliteten af prototypen er verificeret
test kapitlet, derudover er der lavet en analyse
platformen der giver en ide om hvordan det imp
menteret software p& mobiltelefonerne yder m
hensyn til energiforborug med henholdsvis reak
eller proaktiv kommunikation.

Platform prototypen opfylder de krav som
stillet og det er muligt ved hjeelp af platformen
opdage og distribuere services.
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Preface

This report is developed as a final project in computer ergging with a specialization in communica-
tion systems at the department of Electronic Systems at tineetsity of Aalborg in the fall 2009. This
report is intended for people with basic knowledge of serdiscovery applications programming.

This report documents analysis, design, implementatiah @oduct analysis of a service discovery
platform which is also able to distribute services as an Appesfor mobile phones. The report also ad-
dresses the energy consumed(mAh) with different commtiaicéypes. Throughout the report the basic
concepts of UML 2.0 methods are used in the design chaptemprbgct management the members of
the group behind this project has used SCRUM methods fonpigrthe different phases of the project.
To keep track of all the tasks decided through SCRUM a seriterXPlanner plus is set up. There will
not be written any thing about the SCRUM processes or thefRlain this report, but to the exam a
presentation is made of the group members experience wiRUSCand XPlanner during this project.

Throughout this report when ever there is referenced to alephone it is to be assumed that there
is a user using the mobile phone, and when there is referanedser it is a user with a mobile phone.

When a mobile phone is said to be "nearby" another mobile ghibmeans that they are both in range
of each other and can communicate in an ad hoc network. Imegpt a packet consists of and header
and a XML body.

The contents of this report appeals to people who are irigztén service discovery, distributed sys-
tems and mobile applications. The sources used in thistreapemarked with a number inside [ ]. The
source can then be found in the literature chapter. Evertjosem the design chapter starts with an
introduction regarding figures and or the content in theofeihg sections.

Attached to this report is a CD containing:

root Which contains all source code written by the group durirgytoject.
Sources Which contains all sources for the report.
Test files Contains all the test files / energy consumption calculdiies.

master.pdf Is the report in pdf format.






Word abbreviation

Ad hoc network: Mobile ad hoc networking allows users to exae information in a wireless
environment without the need for a fixed infrastructut [

Application : An application is a program for a mobile phonada for a specific purpose.

Broadcast : Broad casting is when a message is send with UBPeatire network.

DHCP: Dynamic Host Configuration Protocol.

DNS: Domain Name System. This is used to replace the IP agldvits a name in-
stead.

Feature : A feature in this report is a combination of sofavand hardware. So a feature

is software which makes it possible to use specific hardware.

GUL: Graphical User Interface

HTTP : Hypertext Transfer Protocol.

HTTPMU: Hypertext Transfer Protocol Multi cast. This is dser multi casting HTTP
messages.

HTTPU: Hypertext Transfer Protocol Uni cast. This is useduni casting HTTP mes-
sages.

IP: Internet Protocol.

IPv4: IPv4 is based on 32-bit addresses.

Multi cast : Multi casting is when a message is send with UDR s$pecific IP range.

Service : A service makes a feature available for otherseo us

TCP: Transmission Control Protocol.

UDP : User Datagram Protocol.

Uni cast : Unicast is when a message is send with UDP to a sp#eiéiddress.

ul: User Interface.

XML: Extensible Markup Language. This is used to exchandea datween computers,

embedded systems and so on.
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CHAPTER 1

Introduction

Mobile phones in Danish families has over the last fifteerrygaown from 14% in 1994 to aston-
ishing 98% in 200¥] which shows that almost every family has a mobile phone yoddis amount
gives a good indication together with 938ppf the Danish population in 2008 used a mobile phdje [
That is almost every Dane which has mobile phone and usediit. thhat amount of mobile phones and
usage of them this creates a large consumer market for numiees alone. When we look closer at the
consumers usage of the mobile phone, as shown in figuret clearly shows that mobile phones are
no longer just used for sending text messages and callingy tNe mobile phones are used for video,
music and pictures, but also other things like reading nsaitfing the web and receiving digital news.
This shows that there also is a big market for mobile phondécatipns.

=)

Send foto, video  Uploadefoto, Receive news with Surfethe internet Read e-mail with a Downloade/watch Usethea UseGPSona
with a videowith a a mobilphone with a mobilphone TVvideowitha  mobilphonefor mobilphone
mobilphone mobilphone mobilphone mobilphone payments

Figure 1.1: The consumers usage of mobile phone featdfes [

As figure 1.2 shows the tree most used features are all together usedyefjoal the age of 16 to 39
year old. It also shows that the usage of features is all begetecreasing by the age groups above 40.



40

35 7
M Send foto, video with
30 1 a mobilphone

25 7
® Surfe the internet
20 - with a mobilphone

Read e-mail with a
107 mobilphone

g N N B

Ager16-19years Age:20-29 years Age:40-59 years Alge:60-74 years

Figure 1.2: The tree most used mobile phone features dividecige groups?]

For mobile phone features a new trend is begun with mobileadpes, mobile manufactures and individ-
ual companies making app stores which are online storesavdpgalications can be downloaded for free
or by purchasing. They are all trying to make it as easy andfusedly as possible for the user to get
new programs and thereby new features to their phone. Thibdwen discussed in Harddisken, a Danish
Radio program on PB]. One of the more popular store is App Stoé which is the name of the store,
from the mobile manufacture Apple that supports the iPh@ihés app store is fully controlled by Apple
who decides which applications are available for costumensch is done to ensure high user friendly
applications. App Store offers over 50.000 applicationd has untill now over 1 billion downloads
since it was launched back in July 2008. Apple has a world \wmdeked share on 1-2% of the mobile
phone market. Another popular store is Ovi Staf from the mobile manufacture Nokia that supports
all Nokia mobile phones. This app store is not controlledni@a $ame way as Apple do, but makes it
possible to distribute applications for a wider range of if@ophone models as they have a world wide
marked share of 33%. These application are of course offemeal world wide basic but they are also
very popular in Denmark.

A common key factor for the popularity of these app stored& tt is easy to use for the ordinary
user. Another side of these new features is that manufactomduces new hardware capabilities in
mobile phones, like touch screen display, GPS, compass;ejemator and extended memory for upto
32GB, together with the app stores this gives the consunverfeegures. These app stores has created a
new competitive parameter for mobile operators and matwies in between. This is also discussed in
previous mentioned radio progrars] [

Together with app stores another new competitive paranesterged, The Green Wave. This is ev-
erything regarding the environment in its whole life cyalerh manufacturing, to transporting, to sales,
to usage to reuse or termination of the product. Along witbgpand quality, app stores and The Green
Wave are the future parameters for sale and marketing assdisd in the article "Grgnne krav til elek-
tronik vinder frem" B]. Already now the green parameter plays a more effective tiwhn the others
do. In an analysis "Grgn it-bglge skyller ind over Danmaitkwss that the companies not only think
green because of the hype about it, but also because thela isfanoney to be saved in form of energy
consumption and thereby reducing electrical bills andpggf CO2 taxes.
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When looking at mobile phones and The Green Wave Sony Erickas already produces their first
environmental friendly mobile phone, Greenhedit [It distinguish itself by have a manual made of
recycled paper, energy efficient display and waterbornet paeaning that the overall CO2 emissions
of the phone are reduced by 15% compared to other mobile phdnstead of producing new prod-
ucts, and waste around 20 to 50 million tons of electronithagsiN estimatesl0], old products can be
reused for other or new purposes in the terms of piggybackggybacking discussed in an episode of
Harddisken 11] where the term is used together with electronic productsreHhe idea is to take old
technology, apply a new feature and reuse the product, fmmple taking and old mobile phone with
infra red capabilities and make it into a remote control fer TV.

Maybe the term piggybacking could also cover not outdatedvirare, but hardware which lacks a cer-
tain functionality, for example some mobile phones have iWilk not access to a 3G net or limited
access to the web. Would it then be possible to share the 3@dth? Lets say that user 1 has access
to a 3G net and user 2 does not, but user 2 is close to user 1dWsel 1 then be able to share its 3G
net with user 2? Figuré.3is an illustration of the setup.

3G network

User 2 User 1

Figure 1.3: Bandwidth shareing

User 2 would then use User 1s 3G connection to connect to the kether more if there where more
then one mobile nearby with 3G net would user 2 then be ablsgdoth 3G connections and thereby
increasing the bandwidth?

8 Introduction



4 3G network
[ []
g User 3 g User 1

WiFi network

User 2

Figure 1.4: Using multiple 3G nets

On figurel.4there is a setup of a possible situation which adressesdbe & useing mutiple 3G nets.

Another idea could be if you imagen being able to listen toshme music as people near you. If
some one has a new music album which you also like, and therpeiish the album would be able to let
you listen to what the person is currently listening to. Tduvsild be somekind of boardcast like a radio
or a service which is adverticed to other nearby mobile pbone

Introduction 9



1.1. INITIAL PROBLEM

[] N
[ g User 1 .
_ WiFi  WiFi
[] / (..'-‘ 4

. N
User 2 N /
—\_ A WiFi Y

Figure 1.5: Sharing music

On figurel.5user 1 is listening to some music on the mobile phone. Usee® that user 1 is playing

a number which user 2 also would like to listen to. User 2 isithble to connect to user 1's mobile
phone and listen the same music. If one mobile can connecidather for the purpose of listening to
music which is currently being played, why not being able dareect more then one mobile phone to
user 1's mobile phone. When looking at figukes there are two faded out mobile phones, these two
phones indicates that more then one mobile is able to cotmeser 1's mobile phones and listen to the
same music as user 1.

1.1 Initial problem

The introduction leads to the initial problem:

Is it possible to develop an universal application for a molde phone
which can discover and use other mobile phones services anegftures?

10 Introduction






CHAPTER 2

System requirements

This chapter describes the requirements for the systenistbasigned and implemented. To have a real
life scenario to base the system on a business concept iswiade must meet specific requirements.
First the business concept is described, then main comgomédrich makes it possible to develop a
system that can support this business concept.

2.1 Business concept

The name of the business is WiFi3GShare, this business igtiafis firm which the group of this project
has made for the purpose of explaining the role of the seprioeider. WiFi3GShare provides a service
called W3S which allows a user to share his/her 3G networkection with other nearby people who
also has a subscription to WiFi3GShare. It is important tie rilbat WiFi3GShare is not a 3G provider
but only provides a service where users can share or use traals 8G net. W3S is shown on figuzel.

WiFi3GShare (

| —T) ‘
:/,/' > a
World Wide Web
R
K 4
A . \ ,,,r/ -

User Il

Figure 2.1: WiFi3GShare business concept
As shown on figur@.1 User | has the W3S service on the mobile phone and has acctdss 3G net,

and user Il has a subscription to WiFi3GShare, but does rvat fiecess to the 3G via the mobile phone.
So to following happens before User Il can use User Is W3Sa&erv

12



2.1. BUSINESS CONCEPT

1. First user Il must discover that there is a mobile phonelbyeahich has the WiFi3GShare appli-
cation installed.

2. User Il must then asks User | for permission to use UserGis&t.
3. User Il must then sends its ID to User I.

4. User | must forward the ID to the WiFi3GShare server to anticate that User Il has a subscrip-
tion to WiFi3GShare.

5. The server must check the ID in the user database.
6. The server must reply to User | if User Il should have actedise 3G net or not.

7. If User | gets a reply from the server saying that User lldaabscription User | allows User Il to
use User I's 3G net.

2.1.1 W3S

Why use W3S? Some Internet service provider has two kindslisfcsiptions flatrate and flexrat&?).
Flatrate is where a fixed price is paid for the bandwidth réigas of usage and flexrate is where the
amount of traffic to the Internet is paid for. These compahie} offers a maximum of 10 gigabyte
internet traffic. The idea with W3S you are able to share thgig@byte internet traffic with people
which have a subscription to the W3S service.

Example

Lets say that User | from figur2.1in average only uses 4,5 gigabyte per month of the 10 gigabsyés
| has paid for. User I still has 5,5 gigabytes which goes totevasery month, why not have some one
else pay for the 5,5 gigabyte or at least some of them.

In return

The W3S service allows User | to share its 3G net with othedstlaen use up all the 10 gigabytes which
are paid for. In return for every megabyte which User | all@ifger users to use User | gets 1 point per
megabyte. User | can then exchange points to money whichstéirecan pay the subscription for the 3G
net with. If all the 10 gigabytes are used up and User | stilhiwdo use the 3G net he can use his points
by connecting to the 3G net through some one else’s W3S servic

2.1.2 Subscription

The subscription for W3S is shown in figu2e2. The account for W3S which is created on the WiFi3GShare
server costs a one time amount of 50Dkr. If a user with an atomants to be able to use the W3S ser-
vice it is possible to purchase 100 points for 20Dkr. For teersi which share their 3G net and earn
points are able to sell 100 points for 10DKkr.

System requirements 13



2.2. THE SYSTEM

Account Sell Buy
W3S | 50 Dkr | 100 points for 10 Dkr| 20 Dkr per 100 point

Figure 2.2: Subscription

2.1.3 How to get the service

WiFi3GShare distributes the service from a web page, theesaet page as where it is possible to get
a subscription. Further more if a user has the service ladtéhe user should also be able to distribute
the service it self. When looking at figuBel User Il should also be able to ask User | to get the service
installed on User II's mobile phone.

2.2 The system

To support a business concept like WiFi3GShare there isetkadetwork where users are able to use
each others services, also the network should be able tmdughit users enter or leave it randomly.
There also needs to be some kind of platform where one usetisemver other users which are sharing
a service. The platform also needs to support distributfaevices like an app store where it is possible
to get an service installed from another user. And last teeegy need to support services like W3S.

2.2.1 Network
To support a network where people enter and leave randondg &oc network is needed. As shown on

figure2.3there are three different mobile phones which are in diffeagl hoc networks but are still able
to communicate across these networks to each other, butnooigh one network to a third network.

Y

Figure 2.3: Ad hoc network

Network requirements Description

1. Network type The network must be of an ad hoc network typeabse
it supports the making of a network without any prior con-
figuration or management and it supports users randomly
entering and leaving the network.

Continued on Next Page. ..
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2.2. THE SYSTEM

Table 2.1 — Continued

Network requirements  Description

2. TCP/UDP The network must support TCP/IP and UDP prototas
cause they are a common way of making a network and
many applications uses these protocols.

3. Communication The communication for this network mustvize WiFi.
WiFi is chosen over Bluetooth because WiFi has a longer
range then Bluetooth and a larger bandwidth up to 54Mbit.
WiFi also supports TCP/IP and UDP protocols.

4. Distributed network  Each user must be able to automat&imlan available IP
address for making the mobile a part of an ad hoc network.

2.2.2 Platform

Based on the networ&.2.1the platform must be able to discover other users on an addtaork. Also
the platform should be able to distribute and install newises to support the spreading of services to
ultimately get as many users as possible to share services.

. ~_ \
{

el
W—d

pard

User | User Il

Figure 2.4: Discover a service

On figure2.4 User Il discovers User | which is sharing a service on an adiebwork.

User | User Il User Il

Figure 2.5: Distribute a service

On figure2.5 User Il gets a service from User | and now User lll is able totbae User Il is sharing a
service.

System requirements 15



2.2. THE SYSTEM

Platform requirements Description

1. Distributed server / client The platform must able to caimination as server / client
where the client asks any available server which services

they share.

2. Discover service The platform must able to discover wiselvices are
available on the network.

3. Share service Being able to tell which services are sharedrequest.

4. Distribute service If a service is shared, the user sharimust also offer the
software for using the service and further distributing the
service. This software must be available to the user which
wants to use the specific service.

5. Independent software The platform must not be developedrhe specific hard-
ware, but suitable for all phones.

6. Default information When sharing a service some defafitirmation must be
available. These information contains IP of the host which
is sharing the service, on which port the service is avaglabl
and the name of service.

7. Start a service Should be able to start a service based addfess and
port.

8. Manual installation The platform should be manual ihsthby all users.

9. A service A service must include a client for use of the iserand
the service it self.

10. Ul There must be a Ul for the user to be able to search for
services, share services and configure the services.

2.2.3 Service

W3S should be able to support ad hoc networks, also it shorldbte to support the way the plat-
form discovers a service, shares a service and distribusesvece. The W3S service should work like
described in sectio@.1 W3S should also support the following three scenarios shmwfigure2.6:

Scenario | : Here there is only one mobile phone sharing th& \8&8vice which is used by a user
which has a subscription to WiFi3GShare.

Scenario Il :  Here there is only one mobile phone sharing tf#SWervice but there are two users
with a subscription to WiFi3GShare using the service.

Scenario lll :  Here there are two mobile phones sharing th&\WW&vice and only one user with a
subscription to WiFi3GShare using the service on both negitilones.

16 System requirements



2.2. THE SYSTEM

Senario |

N

)
,
)
[

N N
3G net ) ' ( 3G net )
\ /

p
P

7

%. )
&=
&=

&

Senario Il Senario Il

Figure 2.6: Three scenarios

W3S requirements

Description

1. Start service

2. Start page
Support the platform
3. Scenarios

4. User account

5. Only share if

6. Only use if

7. Monitor data traffic

8. Configure W3S

9. WiFi3GShare server

W3S most be able to start on the parameterstire plat-
form and determine if it should start as a use or share client.

When using the W3S the first web page which will be
shown is the WiFi3GShare web page.

The W3S most support the platform whietkes the basis
for discovering, using and distributing the service.

The W3S most support all three scenarios framefy6.

The user most have an account at WiFi3GSthereyc-
count should be created on the web page or from the start
page of the W3S service.

It should only be possible to start a W3S sludient if
the user has a 3G subscription from a third party (any 3G
provideres are ok) and a mobile phone with WiFi capabili-
ties.

It should only be possible to use the W3S serite user
has a mobile phone with WiFi capabilities.

W3S should be able to monitor all datdéch is shared to
other users.

It should be possible to configure W3S withea U3 and
password to the WiFi3GShare account.

Should be able to communicate withWilei3GShare
server to verify user accounts and send monitor data.

System requirements
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2.2. THE SYSTEM

Server

The WiFi3GShare server should manage all accounts andhedefault start page where is it possible
to create, modify and show account data. Figiiieshows the WiFi3GShare server.

Host default Manage/show . .
Verify account Manage points
start page account data
WiFi3GShare

World Wide Web 3G 3)
L/
Q , : —

Figure 2.7: WiFi3GShare server

Server requirements  Description

1. Web portal Host a web portal where it is possible to createvauser,
manage existing user, view earned points and shown the
default start page.

2. W3S requests Verify user accounts and manage points.

18 System requirements



2.3. DELIMITATIONS

2.3 Delimitations

Since this project is a short-term project it is necessaimake some delimitations. Also the reason for
developing the product to a specific operating system c&ladbian, is that the only mobile phones
available for this project was Nokia N95 phones which onlyen&ymbian as the operating system.

2.3.1 Delimitto:

Design The platform will be designed and a design draft feMI8S service will be put into the
appendix section.

Product The product of this project will only be a prototyplieih can demonstrate the platform.

Mobile phone Nokia 95 8GB mobile phone. The Nokia phones useb&anOS which is an open
source system. This makes it possible to make your own progyfar the mobile phones
with out the manufactures consent.

Symbian s60  The product will be developed to Symbian s60 OS.
Pys60 The software will be programmed in Python for s60.

Scenario | Due to time concerns and that the product will twelyable to demonstrate the platform
it is decided to only implement scenario | from figué.

2.3.2 Delimit from:

Security There will not be looked into any security issues €xample SSL for data connections
and so on).
Real time There will not be stated any real time demands ®ptbhduct.

Error Handling Because this the product is a prototype thdt@ot be designed any error handling, but
the implementation will contain the necessary error hawgdio get the product to work
as intended.
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CHAPTER 3

Existing platforms analysis

This chapter analyses the concepts of making a networkowisservices and sharing services in the
existing platforms, Universal Plug and Play, Zero confitjoraand Service Location Protocol. The
platforms consist of protocols that are made for differagels in them. The analysed platforms are only
considered from the decentralized system view, where thegonk communication is considered. The
platforms are in the end compared to each other and the ezgeitts for the system, to find the concept
that matches the requirements best. This chapter also usksfaechnical words which are explained
in the word abbreviation part after the preface.

3.1 Principles used in the existing platforms

The existing platforms uses common principles in form owaek communication and addressing types.
The network communications type can be either proactiveaxctive, which is explained here. When an
ad-hoc network in the different platforms are created thiresbing type used to get an IP adress is the
Link-Local addressing method which is explained in thigisec

3.1.1 Network communication types

The terminology proactive and reactive in communicatigmetyfor networks covers how information
is passed between nodes. As shown in figdileproactive communication is when a node advertise
some information and does not wait for answers. This giveptbblematic of when and how often this
information must be sent. One way is to keep sending infaonaven though this could mean unnec-
essary traffic if the information is not relevant for the rigees. Another way is to send the information
when a new event happens, like entering a network and newnafions are available, or a new state
is reached. This requires to determine which events orsstatg pulls a new advertisement. Proactive
communication is often used for registering process arattimition update. Reactive communication is
when a node request some information and waits for respdime gives the problematic of more traffic
for delivering the same information then proactive comroation, but has the advantage of that traffic
only is created when it is necessary compared to proactineramication. Reactive communication is
often used when specific information is wanted.
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Request
Advemsement
Response

Proactive Reactive

Figure 3.1: Proactive and reactive communication method.

3.1.2 Network addressing type

Network can be addressed by using the IP. IP is a protocolfos@dmmunicating data across a packet-
switched internetwork using the TCP or UDP. The addresssgigament can be done static by for
example a DHCP server or automatic by Link-Local addresdintk-Local addressing is intended only
for communications within one subnet of a local network oroanpto-point connection. They allow
addressing IP to hosts without using a globally routablerestd prefix. This means that routers will
not forward packets with link-local addresses. In Auto IPedwork device picks a random address
in the address range 169.254.0.0/16 and checks for its eméps. If the address already is in use by
another network device, then it picks another address @&wldgain until it finds one. Auto IP is often
used for network address configuration when no externalcsooir network addressing information is
available, for example from a DHCP server. It uses the rai$254.0.0 to 169.254.255.255 where
169.254.255.255 is for multicasting.

3.1.3 Network transporting types

For transporting data over a IP based network TCP and UDPFoanenon used protocols. They are both
build on the principles of server client connection, whére server offers a client a connection. There
can be multiple clients and / or servers but minimum one ohe®¢hen a connection is made, they can
both send data to each other. The main difference betweenddBH CP is that TCP ensures that every
package is received, where UDP does not have any. They bethieancorrectness off each package.
Because TCP have this insurance for delivering package®d more packages, and thereby also more
time and energy, for delivering the same amount of data coedp@ UDP. This is also the reason for
UDP can deliver more data on the same time compared to TCP.ig Gsed where the guarantee of
each packet reaches its destination is the most import@néximple normal web browsing and home
banking. UDP is used where speed is the most important, fomple streaming.

3.2 Existing platforms

For designing a new platform for handling the Business Cptizd and the requirements for the system
2.2, an analysis of existing platforms which are dealing withidsues of ad hoc network, service discov-
ery and sharing of services on a local area network is made .amhlysed protocols is considered from
the angle of decentralized systems. This is because of thartkstated in sectich2 that the platform
has to have a distributed network. This analysis is to findodst suitable communication method for
meeting the requirements.
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3.2.1 Universal Plug and Play

Universal Plug and Play (UPnP}3] is a platform of network module layers, as shown on figr2
where it starts from the button with making a network andstgpvards through the layers until the final
communication between the services.

Control - SOAP - TCP Eventing - GENA - TCP/UDP Presentation - TCP

Description - XML - TCP

Discovery - SSDP - UDP

Addressing - DHCP / Auto IP

Figure 3.2: The UPnNP platform.

The modules of the platforms works as followed.

Addressing -

Discovery -

Description -

Control -

Eventing -

UPnP makes a network by first setting an IP addyesying to find a DHCP server
and if it can not find one it uses Auto IB1.2to address one. If a DNS server is
present on the networt UPnP registers its device name taodtjfanot, the device
uses its IP in the connections. Without any DNS server thanebe multiple equal
host names on the network.

UPnNP uses Simple Service Discovery ProtocoD@&Sor finding services avail-
able on the network over UDP and uses HTTP for communicat®8DP takes
tree roles, advertising, searching and responding. Eadghedmulticast advertises
to all other devices when arriving or leaving the network ead renew its lease, all
this it performed with HTTPMU. The lease time is an alive tiget for each par-
ticipant for when to recast a packet. SSDP multicast searichether devices with
the use of HTTPMU when one device looks for other devices niiges. SSDP
unicast a respond if a search message matches its critenatrde roles can all
be implemented on every device depending on what role itsxemthave on the
network.

UPnNP sends a description in XML when askeddontaining device and service
description over TCP and uses HTTP for communication. Théecan contain
one or more descriptions, control, eventing or presemtatio

UPNP uses control when actions is wanted to be peed on the device service. It
uses Simple Object Access Protocol (SOAP) a framework fecriteng in XML
what is in a message and how to process it. SOAP is used fazs@mir remote
procedure calls and responses in a decentralized, distdlanvironment over TCP
using HTTP for communication.

UPNP uses eventing when a state change is listeonmather devices. It uses Gen-
eral Event Notification Architecture (GENA) a framework &ending and receiv-
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ing notifications in XML. SOAP is used for subscribe / unsuligeto and notify
devices over TCP/IP and administratively scoped multici3® using HTTP.

Presentation - UPnNP uses presentation when a web site {@#seof the device service is wanted.
It uses a web browser over TCP using HTTP for communication.

There is two different roles in UPnP, a Control Point, ugutie client, and a Device, usually the server,
that contains the service. Both roles could be containedpitysical device. They both use the address-
ing layer to gain access to the network. The Control Poins tise Discovery layer UDP HTTPMU to
find Services on Devices. The Device uses the Discovery lai# HTTPU to respond to Control Point
and can also announce its presence or leaving via HTTPMUh Tieetwo roles makes TCP connections
as server / client connections and uses the remaining layis gives a platform that uses reactive
communication, by waiting for a respond, for everythingeptcsome parts of the Discovery where it
uses proactive communication, by announcing its preséruePlatform gives the opportunity for using
it both as a decentralized and centralized or combinedsyste

3.2.2 Zero configuration networking
Zero configuration networkinglp] is a platform of network modules, as shown on fig8r8, where it

starts from the button with making a network and steps upsvartil it has discovered services. After
the service discovery an individual application must be entadcommunicate between devices.

Discovery - DNS-SD - TCP / UDP

Naming - DNS - UDP

Addressing - DHCP / Auto IP

Figure 3.3: The zeroconf platform.

The modules of the platforms works as followed:

Addressing - Zeroconf makes a network by first setting an Rress$ by trying to find a DHCP
server and if it can not find one it uses Auto3FL..2to address one.

Naming - Zeroconf depends on having a host name and uses a@®% it is present, if it
is not present, it uses multiple DNS (mDNS). It is a distrdazlDNS server where
every device has aregister for linked IP addresses and aoss mDNS multicast
advertise and requests to all other devices over UDP. Whastartame must be
found and a request is send to all devices, the device waitsuaoicast reply, either
from another device that tells what the host names IP is,am fthe device that
consist of the host name itself, all over UDP. mDNS adveitisadf when a device
arrives or leaves the network and can renew its lease. Tlse kae is an alive
time set for each participant for when to recast a packet.pHo&et structure used
by mDNS is unique for the system.
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Discovery - Zeroconf uses DNS Service Discovery (DNS-SD)filoding services available
on the network over UDP using mDNS or Dynamic DNS if a serveprissent.
DNS-SD takes two roles, advertising and browsing. A devicdtioast advertises
to all other devices when arriving or leaving the network aad renew its lease.
Advertising is done using Digital Audio Access Protocol (BR)a communication
that defines what services available is and how to use it of@fHusing TCP. A
device browses for services on the network when it wantseécoung. Browsing is
done using Service records (SRV) a communication that §egdénformation on
available services and Zeroconf SRV also specifies whichi®need using TCP
or UDP depending on the service. The two roles are meant tmpkemented on
every device.

Zeroconf builds on many of the used principles in DNS but du#sontain definition of roles like UPnP.
There is a client and server part, the server part be cergdhbr decentralised. The devices uses UDP
for naming them self and then connects to each other usingofrC®P depending on the service. This
gives a platform that uses reactive communication, by ngifor a respond, for everything, except some
parts of the Discovery where it uses proactive communinatly announcing its presence.

3.2.3 Service Location Protocol

Service Location Protocol (SLPLJ] is only a service discover protocol and not a complete platf
SLP allows devices to find services in a network mostly ovelPUi TCP for larger messages. SLP
takes tree roles, User Agents (UA), devices that searchefmices, Service Agents (SA), devices that
announce one or more services and Directory Agents (DAXeviees that cache services.

It is not necessary to have a DA in the network for having a WwylSLP. The operation of SLP dif-
fers considerably, depending on whether a Directory AgeAj {s in the network or not. When a device
first joins a network it multicast a query for DAs on the netlwdf no DA answers it will assume that it
is in a network without DAs. It is also possible to add DAs tages they multicast a heartbeat packet in a
predefined interval that will be received by all other desic&/hen an SA discovers a DA, it is required
to register all services at the DA. When a device disappéarSA shall notify the DA to unregister it.

In order to send a request in a network without a DA, the UA senchulticast UDP packet that contains
the request. All SAs that contain matches will send a UDP ansavthe UA. If the answer is too large

to fit into a single UDP packet, a flag will be set and the UA igfte send the query directly to the SA
using TCP, which can transmit packets of any size. In ordeetw a request in a network with a DA,
the UA will send the request to the DA using either UDP or TC®efery SA must register all services
to the DA, the DA is able to fulfil the request completely andsiy sends the result back to the UA. The
UA and SA role are meant to be implemented on every devicehguDA can also be implemented on
every device, which would give a completely distributedtsys

The request sent from the UA to the SA is a URL and can cont®ISA to perform commands. De-
pending on whether a DA is present the available URLSs is texgid to it or else directly to the SA.

SLP uses only proactive communication on the network by ydwaaiting on a reply. The protocol
gives the opportunity for using it as a decentralized orredimed depending on if there is a DA and that
is centralized or decentralized.
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3.3 OSI model comparison to the platforms

To have an idea of where the platform layers belongs comparée OSI model, an illustration is made
in figure 3.4. In the illustration it is also considered that the platferare supposed to be implemented
on the mobile phones with wireless LAN. As it shows, almostrgwdifference lies in the application
layer, except from Zeroconf that depends on a naming to .itSHR means that the different application
modules easily can be implemented into each other by simplgr@amming, because their underlying
layers does not differs.

Application Control Eventing Presentation Description Discovery Discovery SA DA UA
Transport TCP /UDP TCP / UDP TCP / UDP
Network Auto IP Auto IP / nDNS Auto IP
Data Link WLAN WLAN WLAN
Physical Wireless Wireless Wireless

(o] UPNP Zeroconf SLP

Figure 3.4: The OSI model comparison to platforms

3.4 System requirements comparison to the existing platfons

To determine which analysed platform that matched the sységjuirement®.2 best, relevant require-
ments from networks requiremer2.1and platform requirement2.2is matched up against the three
analysed network platforms. The reference in the brackéss to the specific requirement.

(Network 1.) - Network type - Both UPnP and Zeroconf makesafisenk-Local addressing which they
use to manage the network. Zeroconf also needs to have admst for having a
working network, which gives some extra unnecessary impteation compared.
SLP does not specify any network type.

(Network 2.) - TCP/UDP - They can all three supports TCP / UBDEheir communication methods.

(Network 3.) - Distributed network - Both UPnP and Zerocorgkas use of Link-Local addressing that
automatic assigns IP addresses. SLP does not consist of any.

(Platform 1.) - Distributed server / client - They can alldbrmake a distributed server / client connec-
tion for communicating.

(Platform 2.) - Discover service - They can all three disc®ezvices, but have different ways of imple-
menting the principle. There is one difference in the way BBan do the discover
process compared to Zeroconf and SLP. Zeroconf and SLP rdistliauted server
for determine the participants on the network before anyestifor services can
be made, where UPnP simply can wait until a request for aceigiwanted and
then ask the participants. The discover service requiremmemly the part that ask
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for the services. This is the Control point in UPnP, browsmBNS-SD, Zeroconf
and UA in SLP

(Platform 3.) - Share service - They can all three tell whatise they have available and deals with the
same different ways of implementing the principle like (Rlem 2.) - Discover
service. This requirement the roles is the part that repliea request. This is the
device in UPnP, advertising in DNS-SD, Zeroconf and SA andi&LP.

(Platform 4.) - Distribute service - None of the conceptsragant for distributing software for using a
service, but only sharing commands for interacting withgbevice.

(Platform 5.) - Independent software - They are all threecepis and can be implemented on any phone
having a TCP/UDP interface.

(Platform 6.) - Default information - They can all three senfibrmation to each other but Zeroconf is
meant to use host names instead of IP, why it can not send.the IP

(Platform 7.) - Start a service - Both UPnP and SLP can staenace on a given IP address and port
but Zeroconf needs a host name.

The analysed platforms are set into a simple table in fi@uavhere "+" means it meets the criteria,
"-" means it does not meets the criteria, "N/A" means thatetle no specification for dealing with the
criteria and "(+)" means it is possible but needs extra imgletation compared to the other platforms.

Requirement UPnP | Zeroconf| SLP
(Network 1.) - Network type + (+) N/A
(Network 2.) - TCP/UDP + + +
(Network 3.) - Distributed network + + N/A
(Platform 1.) - Distributed server / client + + +
(Platform 2.) - Discover service + + +
(Platform 3.) - Share service + + +
(Platform 4.) - Distribute service - - -
(Platform 5.) - Independent software + + +
(Platform 6.) - Default information + - +
(Platform 7.) - Start a service + - +

Figure 3.5: Requirements vs. analysed platform

By only looking at the table it shows that UPnP meets all ofsy&em requirements except "Distribute
service". This means that such a module must be added to the tdAneet the requirements.
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CHAPTER 4

Platform design

This chapter designs the platform which is one of the twovef parts the system consist of. The
other part of the system is the service part. The servicggdesionly a design draft and can be viewed
in appendixA. The deployment digram contains both the platform and tingcein order to give an
overview of the complete system. In this chapter the UPnEagpta layers is first considered for a
design in the platform, where a specification of the concaptsanade. Then two deployment diagrams
are made, one for the platform and one for the service. Thiegeents diagrams and following design
are made based on the UML 2.0. From the nodes in the deployaiegiams use cases are made. For
each use case an activity diagram is made. Last a class wlidagnmade to show threads and classes
needed for the implementation.

4.1 Platform layers

To determine the final platform specification for the desite UPnP needs to be concretized in its
specification and a module for distributing the service isde& to be added. The specifications for the
platform layers are done by adding necessary specificatiomeet the system requireme with the
UPnNP specificatiord.2.1and not include unnecessary implementation from it. Theipation of the
UPnNP layers starts from the bottom layer.

4.1.1 Addressing

This system needs to have a self managed ad hoc network fplatfierm and service for communicate.
Since both UPnP and Zeroconf makes use of Link-Local adiehgedsis is used for manage the network.

4.1.2 Discovery

The system is a dynamic network in form of users moving arauaéting clusters of ongoing ad hoc
network, as explained iR.2.1, where it is not possible to tell each cluster when leaving amd entering
another on the same network. The presence of a user on a giveinta cluster is not relevant to the
other users, whereas the services presence are. This rhatadvertising users presence between them,
as SSDP advertising specifies, does not need to be done, ibgtdide to always answer to a request
for services on the network is. If the users where to adettigir presence on the network, to know
which users available at a given time, an advertise messageUdsers presence should be sent with a
high frequency, because of the mobile phones is able to moumd. This would use a lot of resources
for sending these advertisement and also create unnegésghc.

Only two roles are left in the SSDP, the searching and respgndThe searching part is done in a
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discover module, where it is possible to search for any sesyiand the responding part is done in a
share module, that can reply on any request at any given time.

4.1.3 Description

The systems users does not know each others IP address, ighitly it is not possible to make the

description over TCP. Instead it is made with UDP as a partstfaae module, where the service distri-
bution also takes place instead of the Control, EventingRmdentation layer. The description is still
send in XML and contains information about what serviceslavke by which users.

4.1.4 Control - Eventing - Presentation

The system must from requirement 1. in platfoRa2.2 distribute the service as a server / client part,
where all the communication meant for these three modutedame, which makes these three modules
unnecessary. Instead a share module is made, where thbulistr of the service takes place. This
module must be able to distribute a service to other users.

415 UPNP Roles

The UPNnP Roles are Control Point and the client they are doaaliscover module and the device and
server are done in a share module. They are to communicat&®RHTTPMU and HTTPU and make
a TCP connections as server / client connections for seridangervice.

4.1.6 lllustration of the platform layers

The platform layers compared to the OSI model and UPnP is srmwfigure4.1 and the platform
layers are summarized afterwards. The figure shows how th@PU$ mapped over to a concretized
specification for the platform.

Application Control Eventing Presentation Description Discovery Discover Share
Transport TCP / UDP TCP / UDP
Network Auto IP Auto IP
Data Link WLAN WLAN
Physical Wireless Wireless

osl UPnP Platform

Figure 4.1: Layers in the platform.

Physical - Wireless - The network is communication througgdfio waves on the 2.4 GHz band.
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Data Link - WLAN - The network is managed by WiFi IEEE 802.1%.b/
Data Link - Auto IP - The IP on the network is managed by Linksibaddressing IPv4 RFC 3927.

Transport - TCP/UDP - The communication is going through UBPept when a service needs to be
uploaded / downloaded, then the communication is goingutiitol CP for maxi-
mum ensure the correctness of the data.

Application - Discovery - The Control Point role from UPnPdigne here, where the searching for ser-
vices over UDP HTTPMU and HTTPU is made. Also the downloadeo¥iges is
done here.

Application - Share - The Device role from UPnP is done hetere the reply for searching for services
over UDP HTTPMU and HTTPU is made. Also the upload of servisene here.

4.2 Deployment diagrams for the system

The purpose of the deployment diagram in the sense of UML mddel the overall software nodes
needed in the system implementation. Deployment diagrdiow $he allocation of nodes according
to the requirements made in chapgand the application layer in the platform sectibd. Figure4.2

shows the different symbols used in the deployment diagrashaa explanation for each of the symbols.

Interface

1 2 3 4 5 6 7

Figure 4.2: Explanation of the elements in the deploymesgmims.

1. The box symbolizes a node in UML context.

2. The special arrow connected with a dotted line to a cirgtal®lizes an interface between two
nodes.

3. The arrow shows a communication between nodes, havirgritbe pointing from the object that
initialise the communication.

The line with two dots is to indicate and interface betwtemdeployment diagrams.
The 1 is indicating that only one instance of a node candréest

The * is indicating that endless instances of a node cartabted.

N g &

The actor symbolises a user that interacts with a node.

There are made two deployment diagrams, one for the platidiere the service discovery, installation
of the services and service distribution is taken care ofe Platform is an universal software which
make a basis for a network where services like W3S can conuatei The other deployment diagram
is for the service where the W3S is used.
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User

Ul

Discover . s ) Share

Module Module
Platform

Figure 4.3: UML deployment diagram for the platform

This platform shown in deployment diagrad3 consist of a user interface that the user interacts with
the system through. The user can start using a service oideravservice. These two parts are done in
the Discover Module that discovers services and the SharduMdhat shares and distributes services.
Afterwards W3S is started where it is possible to use théseor share the service shown in deployment
digram4.4.

|
|
|
|
|
|
-t
|
|

O O
US§ ,° Seo Service R \\ WIFi3GShare
Service — Share ) server
WiFi 3G

Figure 4.4: UML deployment diagram for the service

Figure4.5is to illustrate the communication between the nodes in Heflloyment diagrams.
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Client

Service discovery

Check service (
If:

Service is not installed

Install service
Else:
Service is installed

Use service g

A\

Search for services

>

Advertise services

Connect to server

T

Connected to server

Ask for install file

Send install file

—

Ask premission to use service

T

Send default info

PR

Server

A\

Platform communication

Service communication

Authenticate
client

Figure 4.5: The communication between nodes

The client in Figure4.5 has the role of the Discover Module in figute3 and the Use Service in figure
4.4. The Server has the role of the Share Module in figuBand the Service Share in figuded. The
communication between nodes shows that first there is awdisgprocess to find out which services are
available. When the available services are found the atibatks if a specific service is installed, if not
the service is installed. If/when the service is installegr¢ is an authentication of the client if that goes

well the client is allowed to use the service.

4.3 The platform UML design

From the nodes in the deployment diagram for the platforma,uke cases and their activity diagrams
are made. The purpose of the use cases in the sense of UML éstalze which actors can do witch
functionalities in a node. The actors can be a direct intemadrom a user or another nodes use case.
Figure4.7 shows the different symbols used in the use case and an akiplamor each of the symbols.

— X

2 3

Figure 4.6: Explanation of the elements in the use casesaiesy
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1. The grey box shows a nodes collection of use cases.

2. The arrow shows a communication between an actor and aasse lsaving the arrow pointing
from the object that initialise the communication. The abjihe arrow points from indicates an
active object and making the other object a passive object.

3. The actor symbolises a user or another nodes use caset#ratts with a use case.

4. The oval circle shows a use case.

5. Between the angled brackets the name of the node from tieytleent diagrams is stated.
For each use case an activity diagram is made. Activity diagrare a diagram technique showing
work flows of stepwise activities, there all together shomesdverall flow of control in a use case. The
activities have one starting point, but can contain mudtiphd points. The activities are divided into

boundaries that indicates what part of the program theigciwe to be implemented in. Figus6
shows the different symbols used in the activity diagramamedxplanation for each of the symbols.

I .« ®

Figure 4.7: Explanation of the elements in the activity diags.

1. The box indicates an activity.

2. The diamond shows a state that must be evaluated befofalthveing activity can be chosen.

w

The arrow shows a communication between activities,ngathie arrow pointing to the following
activity.

The dotted line shows the line between the boundaries.
The bold dot indicates a starting point.

The bold dot with a circle around indicates an end point.

S L

The italic words written in different colours describas boundary.
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4.3.1 TheUl

<UlI>

/
Share Module

Advertise service

User

1

Use Service —>

Discover Module

Figure 4.8: The Ul use cases diagram

The Ul node is where the user selects between configuringcesrvstarts sharing services or search
for available services. Figu#8 shows the use cases which are associated with the Ul nodetlfiem
deployment diagram on figure4. The use case diagram has three actors, the user, Shareeviodlihe
Discovery Module. The user is the active actor which stdméscommunication, and the Share Module
and Discover Module are the passive actors which only redgpon a requested communication.

Configuration

The configuration is when the user wants to see which serieesser can share or if the user wants
to modify the configuration for a specific service. It is alszsgible for the user to delete an already
installed service. First a list is shown for all the serviedsch already are installed then the user must
choose to modify the configuration for a service or delete it.
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FilelO

Read installed
. ) services

Show installed
services

A

Show configuration
options

Read service
configuration file

Save configuration
file

Save

Configuration
modified

Figure4.9contains two boundaries, the File |0 and GUI boundaries.

Figure 4.9: The configuration activity diagram

Delete service

Remove

File 10 - This takes care of reading in the already installexvises, saving modifications to ser-
vices and deleting services.

GUI - Shows the already installed services for the user, gtioio for deleting or modifying a
service and the configuration options for a service.

The activity diagram has one endpoint. The endpoint is r@dtthe activity is completed successfully.

Platform design
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Advertise service

The advertise service is when the user wants to start shaisegvice.

Platform

Start Share
. ) Module

Figure 4.10: The advertise service activity diagram

Figure4.10contains only one boundary, the platform boundary.
Platform - Starts the Share Module.
The activity diagram has one endpoint. The endpoint is m@ddtthe activity is completed successfully.

Use Service

The Use Service is when the user wants to search for avasablgces.

Platform

Start Discover
. ) Module

Figure 4.11: The use service activity diagram
Figure4.11contains only one boundary, the platform boundary.
Platform - Starts the Discover Module.

The activity diagram has one endpoint. The endpoint is reé&dthe activity is completed successfully.
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4.3.2 The Discover Module

<Discover Module>

Search for
services

Select service

Share
Module

Check service

000

ul

1
1
1

Install
service

\

Use
Service

Initialize
service

Figure 4.12: The Discover Module use cases diagrams

The Discover Module is when the user wants to search forablailservices. Figuré.12shows the use
cases which are associated with the Discover Module node thhe deployment diagram on figude3.
The use case diagram has two actors, the Ul and the Share &lodé Ul is the active actor which
starts the communication and the Share Module is the paasiges which only responds on a requested

communication.

Search for services

First a text box is shown, where a name of a specific servicebeanritten. If nothing written it is a
search for all services. Then all old available servicermfation and the incoming buffer for packets are
cleared, to make sure the user only get the current avaitagnleces. Then a packet requesting available
services is multicasted to all Share Modules. After the paiskmulticasted the Search for services waits
for responds, if there are any responds they are added teieesfile.
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1] 1]
' FilelO ' Network
L] L]
L] L]
' '
' '
' '
' '
Show search for ' Clear service ' Clear incomming Multicast service
. ) text box ' ) file ' ) buffer ) request
' '
' '
' '
------------------------------ L N L L L R R N L L L L
_) Start timer
Platform

Check timer -
Is timer < 60 sec

Empty buffer

Not empt)
Add packet Py

to service file

Figure 4.13: The search for service activity diagram

Figure4.13contains three boundaries, the File 10, Network and Plaifooundaries.

GUI - Shows a text box where a service name can be written. N@ns .equal to any service.
File 10 - Is for clearing the advertise file.

Network - The Network is for handling the multicast of thevéeg request message.

Platform - This handles all the incoming packets and adds tioethe service file and then deletes

the packets in the incoming buffer.

The activity diagram has one endpoint. The endpoint is m@ddtthe activity is completed successfully.

Select service

The select service is when the search for service is donef éimeté where found any available services
they are displayed for the user. The user then selects whiefts to use.
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FilelO

'
'
Read service : Show services —> Select service
o— file —>

Figure 4.14: The select service activity diagram

Figure4.14contains two boundaries, the File IO and GUI boundaries.

File 10 - File IO reads the service data base and saves it.

GUI - Shows the available services and returns the selection

The activity diagram has one endpoint. The endpoint is rédtthe activity is completed successfully.

Check service

The check service starts after a service is selected by #re Tise service selected is then checked if it
is already installed. If it is not installed the install Ser/use case is started.

FilelO

! Platform

Is service
installed?

Start install service

Figure 4.15: The check service activity diagram

Figure4.14contains two boundaries, the File IO and GUI boundaries.

File 10 - File IO reads if the selected service is installed.

Platform - The platform starts the service install if theves is not installed.

The activity diagram has one endpoint. The endpoint is rédithe activity is completed successfully.
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Install service

If a service is selected by the user and the check servicedlifimd the service, the install service is
started. The install service requests an install file andsvi@ai a connection. When a connection is made,
the install file is received and saved and the connectioroged. The the service configuration is started,
where the user must enter basic informations for the spesgficice. These configurations can later be
viewed and modified via the Ul in the configuratidr8.1

Network

Request install . ) Receive install
.__) —> Wait for connection | —3p
file file

¢ P L LETEEE R R TR

Save install Start service
) Close connection N .
file —> — > configuration _)©

Figure 4.16: The install service activity diagram

Figure4.16contains two boundaries, the Network and GUI boundaries.

Network - The network requests a specific service, waitshferconnection, receives the requested
service, saves the file and closes the connection.

GUI - Starts the Configuration in W.3.1with the modification option.

The activity diagram has one endpoint. The endpoint is m@dtthe activity is completed successfully.

Initialize service

The initialize service is when a service is selected andyréaduse. The initialize service then sends a
service start request to the Share Module, waits to recefepls containing the necessary information
to start the service. The service needs to know three pagasietbe started. It needs to know it should
start as client, an the IP and port to connect to. These irgtiom are then passed on to the start service.

Platform

Start Use service _)©

Network

Send service start Wait for service
. ) request ) start reply

Figure 4.17: The initialize service activity diagram

Figure4.17contains two boundaries the Network and Platform boungarie
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Network - This sends the service start request and awaifgagentaining information on how to
start the service.

Platform - This starts the service as a client for connedioan IP and port.

The activity diagram has one endpoint. The endpoint is édithe activity is completed successfully.

4.3.3 The Share Module

<Share Module >

Select services

Advertise service

Service
distribution
Initialize service share

Discover
Module

Ul

/

Service share

Figure 4.18: The Share Module use cases diagram

The Share Module is able to share and distribute the semibih the user wants share the usage of and
provide to others. Figuré.18shows the use cases which are associated with the Sharedvoxtieg from
the deployment diagram on figuded. The use case diagram has three actors, the Ul, DiscoverIslodu
and the Service share. The Ul and Discover Module are thesaatiors which starts the communication
and the Service share is the passive actor which only respamd requested communication.

Select services

The select services is started when the user wants to sebéch wervices to share. The select services
read which services are installed, if any, and then showst a/hiere for the user to select which services
to share. This list is then saved as an advertise list.
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Platform

FilelO

' '
L] L]
L] L]
L] L] .
' S FilelO
H Services |
H installed |
. Check for .
Read installed . . . Show installed
‘_) | installed |
services ' ) ' services
H services H
' '
' '
' '
' '
' '
' ' l
' '
' ' Save
' ' Select .
' . ' . selected services
' No services ' services .
' . ' as advertise list
' installed '
' '
' '

Show "No services
installed" message

Figure 4.19: The select service use case

Figure4.19contains three boundaries the File 10, Platform and GUI Haues.

File 10 - Reads the installed services if any, and saves thertaise list.
Platform - checks whether any services are installed.
GUI - Shows the list of installed services or that no servaesinstalled.

The activity diagram has one endpoint. The endpoint is m@ddtthe activity is completed successfully.

Advertise services

The advertise services is when the Discover Module multtittes service request. The reply for the
service request is a packet containing the whole adveiissef Ino specific service is wanted. If a
specific request made and does not match any service in teetigeMist, no reply is sent. The advertise
list is the one made in the Select services use 48
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FilelO

Get advertise list

P

Wait for Receive Send advertise
service request ) service request list |
Network

Figure 4.20: The advertise services use case

Figure4.20contains two boundaries the Network and the File 10 bouedari

Network - The Network receives the service request messaggares the message with the ad-
vertise file and replies with a message containing all sesvin the advertise file, or if
there where searched for a specific service it will reply lifas the service.

File 10 - Reads the advertise list and clears the serviceatquessage.

The activity diagram has no endpoint because it is an enftieps This also indicates that the use case
must be implemented in its own thread.

Service distribution

When the Discover Module starts the install service agtiB.2it sends a request for a install file to the
service distribution. The service distribution then finkls install file, connects to the service requester,
uploads the file, closes the connection and then wait for assewice request.

'
Network ' FilelO
L]
'
'
'
Wait for ' Find install
. ) service install request R ) file
:
T | i
'
Send install Connect to
Close connection (_ (_
file Service requester

Figure 4.21: The service distribution use case

Figure4.21contains two boundaries the Network and the File 10 bouedari

Network - The Network waits for a service install requeserthit makes a connection to the re-
guester, sends the file and closes the connection.
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File 10 - Finds the requested install file.

The activity diagram has no endpoint because it is an entiieps This also indicates that the use case
must be implemented in its own thread.

Initialize service share

The initialize service share waits for a service start rejueceived from the initialize service use case
4.3.2 then an available port for the specific service and the IBusd for starting the service. The last
parameter the service needs to know, is that it should steseéver. These parameters are then used to
start the service. A service start reply is the send backdséhnvice start requester.

Network ; Platform
wait for Receive service Find availeble E Start
H service start requests _) start request ) port and IP .' ) Service share
| Send service E
start reply ( H
Figure 4.22: The initialize service share use case
Figure4.22contains three boundaries the Platform, Network and thelé@uhdaries.
Network - The Network waits for a service request, and afteeiving one, it binds the available

port with a specific service and sends the IP and port backetinttiator. It also sends
the IP and port to the requester.

Platform - Start the service as a server to the phones IP aadagable port.

The activity diagram has no endpoint because it is an entfieps This also indicates that the use case
must be implemented in its own thread.
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4.4 The platform class diagram

The purpose of the class diagram, shown on figug4, is to show what classes needs to be made and
how they interact with each other. For every node in the depént diagram in the platfor.3and the
boundaries in the activity diagrams from the platform UMLsid@ 4.3 classes are made. Three classes
are also made for the three threads needed due to the thilessadtivity diagrams in the Share Module
4.3.3 Then the use cases are made into functions in the node slasSggrire4.23 shows the different
symbols used in the class diagram and an explanation forafdablk symbols.

Class name
unction name @
2 3

Figure 4.23: Explanation of the elements in the class diagra

1. The box symbolizes a class containing functions.
2. The actor symbolises a user that interacts with a class.

3. The arrow shows an inheritance of another object, haviagtrow pointing from the object that
inherit the other objects functionalities.

4. The Bold line indicate a split up in threads.

5. The bold dot indicates a starting point in a main class.

6. The bold dot with a circle around indicates an end point.
The platform class diagram, shown on fig4r24, shows that the program needs 3 threads except the
main thread where the Ul runs in. When the program is statteduser only interact through the Ul

class, where the end point also can be reached from. Alltieget gives ten classes to implement
containing different functions.
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User
ul threadAdvertiseService threadServiceDistribution threadlnitializeServiceShare
configuration run run run
advertiseService
useService
| Iil 1
¢ YVY ¢
Discover Module Share Module
searchForServices selectService
selectService advertiseService
checkService serviceDistribution
installService initializeServiceShare
initializeService | |
] T
]
YvY YY iV Y
GUI File 10 Platform Network
option clearRequest addPacketToServiceFile clearlncommingBuffer

selectService
selectService

showServices

showConfigurationOptions
showlnstalledServices
showlnstalledServices
showNoServiceslInstalledMessage

showSearchForTextBox
startServiceConfiguration

clearServiceAdverticedFile
configurationModified
deleteService
findAvaileblePortAndIP
findInstallFile
getAdvertiseList
isServicelnstalled
readinstalledServices
readInstalledServices
readServiceConfigurationFile
readServiceFile
receiveServiceStartRequest
saveConfigurationFile
saveSelectedServicesAsAdvertiseList

checkBuffer
checkForinstalledServices
checkTimer

emptyBuffer
startDiscoverModule
starTimer
startShareModule
startUseService

closeConnection
closeConnection
connectToDiscoverModule
multiCastServiceRequest
receivelnstallFile
receiveServiceRequest
requestinstallFile
savelnstallFile
sendAdvertiseList
sendInstallFile
sendServiceStartRequest
startServiceShare
waitForConnection

waitForServicelnstallRequest

waitForServiceRequest

sendServiceStartReply
startInitializeService
waitForServiceStartRequest

Figure 4.24: The platform class diagram

waitForServiceStartReply
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CHAPTER 5

Test specification

The tests in this project are based on blackbox tests of theases. Blackbox testing is a method of
testing that verifies the individual use cases are workindeagned. The test scenarios are described in
this chapter. The data and the execution of the tests anedaut after the implementation in chapter
7.

5.1 The platform test

In the platform requirements in tabul@ar2 there is a requirement which states that the platform should
be based on a distributed server / client relation for comoatimg between mobile phones. Based on
the distributed server / client requirement the platforstdeare split up into the two parts the Share
Module and the Discover Module each part is tested sepgarddeth parts combined represents all the
requirements from tabul&.2and their corresponding tests.

5.1.1 Discover Module tests

The Discover Module is the part that starts a search for aviailservices and display them for the user
so the user can chose which service he/she wants to use iTheylemands are listed in tal#e2

Ul:

1. Search for services: The user can use a Ul to search foviaeser

2. Show available services: When a search is performed themnshould get all available services
displayed.

3. Select available service: Through the Ul the user shoeldlile to select any of the available

services to use.
Discover service:

4. Search using the network: When searching for serviceBigmver Module must use a network
as described in tabul&:1

5. Receive search informations: When receiving searchrnimdtions this must be done on the same
network as the search was send out on.

Distribute service:

6. Send service install request:  If a service is not instatl the user wants to use it, the Discover
Module must be able to send a service install request.
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7. Receive service install file: The Discover Module must bk d@o receive the file from which a
requested service can be installed.

Start a service:

8. Send service start request: When a service from the blasarvices is selected and installed if
needed the Discover Module must send a service start request

Receive default information:

9. Receive default information: When receiving the defafiormation these should be passed on to
the service and the services should be started.

5.1.2 Share Module tests

The Share Module is the part which shares services, the dEmsiisted in tabl.2
Ul:

1. Advertise service: Through the Ul the user must to ablelecs which services to adver-
tise.

Share service:

2. Receive service request: The Share Module must be abkréd/e service requests on a net-
work as described in tabul&rl

3. Reply on request: The Share Module must be able to replgehace requester with a
message containing the which service are available.

Distribute service:

4. Receive service install request: The Share Module muablgeto receive a service install request.

5. Send service install file: From the service install regties Share Module must be able to send
the install file of the service requested to the requester.

Start a service:

6. Receive service start request: When receiving a sertécersquest the Share Module must be able
to start the service including the necessary interfacesyif a

Default information:
7. Send default information: When the service is startedStere Module must send the default to

the requester containing the IP of the host which is shahiageérvice,
the port the service is shared on and the name of the service.

Test specification 49



CHAPTER 6

Implementation

The implementation chapter only contains a descriptioniftérénces and clarifies some of the design,
where all other implementation are to be considered imphteteas designed. This chapter shows how
the files for configuration settings and different packeetypre implemented, also how the packets are
stored inside the platform. There are examples of them. Thpter also describes how the different
threads are implemented together with the intended fildscibretains temporary data. Further more,
screen shots of the GUI are shown along with comments of hewskr navigates through the GUI.

6.1 Platform files

The platform files the two files, the advertise list and Serndonfiguration, the platform uses to store
data in and all the incoming and outgoing packets.

6.1.1 The advertise list

The advertise list is implemented with the XML standards.e Hdlvertise list contains a list over the
services the user is sharing through the Share Module. Tvertak list is modified through the GUI,
where it is possible for the user to select which servicesllghioe available. The advertise list looks like
this:

<?xml version="1.0" ?>

1
2 <A>

3 <W3S/>

4 <SERVICE2/>
5 <SERVICE3/>
6 <SERVICE4/>
7

8

9
10 </A>

Code 6.1: Advertise list

Code examplé.1shows the content of the advertise list which is stored ireaniimed AdvertiseList.xml.
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6.1.2 Service configuration file

The service configuration file is, as well as the advertide ilisplemented with XML standards. The
service configuration file is also modified through the GUItHa GUI the user gets displayed all the
tags between the service start and end tags in this exangW3% start and end tag. The user then has
the option to modify the data between the childtags startesudtags.

<?xml version="1.0" 7>
<W3S>
<User> Test </User>
<Password> Test1234 </Password>

</W3S>

Code 6.2: Service configuration file

Code exampl®.2 shows a service configuration file, in this case the W3S.xml Tihe user then has an
option to modify the "Test" and the "Test1234" as the useirees

6.2 Packets

The packets are used to communicate between mobile phohespatkets are send via UDP and they
consists of a header based on HTTP messages, and a XML bothefareta data. UPnP uses HTTP
messages to communicate which is why it is chosen for thednezdhe packets in this project. The
body which contains the data for the platform is based on X~hitdad of HTML, HTML is often used
together with HTTP messages. The reason to chose XML insteddat with XML it is possible to
make your own tags, instead of using the fixed tags from the HStdndard.

When using XML there should be implemented a schema, whiolha receive these packets should
have in order to interpreted the XML body. In this case theredt implemented any schema, because
the developers of this project has made their own XML parsethis purpose.

6.2.1 The header

The header is implemented based on specific parts of a HTTRagesThe header can be either a GET
or RESPONSE which determines if the packet is a request qulg rié the header is a GET it is used
to request data from others. If the header is a RESPONSE iteplpto a GET packet. A GET packet
header contains the host IP of whom has send the packet, ¢bdieg used in the body and the size of
the body.

1 GET
2 Host: 169.254.54.112
3 Content—Type: text/xml v1.0; charset Unicode
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4
5

Accept—Range: Bytes
Content—Lenght: 200

Code 6.3: GET Packet header

Code exampl®.3is the header for a GET request packet.

a A W N P

The first line indicates that this is a GET request which igdseom the Discover Module to the
Share Module.

Line two is the host which has the IP address of the mobile eldmrich has send the packet. The
reason to put the host IP address in the header, is due toyts@d Floes not support retrieving the
IP address from a UDP communication when working with thee&b putting the host IP address
in the packet solved this problem.

Line three is the content type, this tells the receiver ofgheket which encoding and charset is
used in the body.

Line four is the accept range is so the receivers know howtzke the length of the body.

Line five is the length of the body.

RESP

Host: 169.254.55.113

Content—Type: text/xml v1.0; charset Unicode
Accept—Range: Bytes

Content—Lenght: 802

Code 6.4: RESPONSE Packet header

Code examplé.4is a header for the RESPONSE packet made by the Share ModaleaxBET packet
is received. The only difference in the two packets are th@ @i RESP tag.

6.2.2 The body

To complete a packet both a header and a body is needed. Théstimdld based on XML standards. To
pass the XML body the developers of this project has made ¢inai XML parser because the version
1.4.5 of Pys60 did not support any XML parsers, this is onfypsuted in a newer version 1.9.7 of Pys60.
There are three different body types where each can be use@myi of the two headers.

S - The S is for Service, this is used when a Discover Moduletsvemknow what
services the the Share Module offers.

Sl - The Sl is for Service Install, this is used when a Discdvedule need to install a
new service from the Share Module.

SS- The SS is for Service Start, this is used when a DiscovetuMochas the service
installed and need a Share Module to start the service.
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1 <?xml version="1.0" ?>
2 <S/>

Code 6.5: S body for all available services

Code exampl®.5is for a GET S body which will make a Share Module reply withth& services the
Share Module is sharing. This can also be referred to as elstarall available services.

If the user wants to search for a specific service the body dvowk like this:

1 <?xml version="1.0" 7>
2 <S>

3 <W3S/>

4 </S>

Code 6.6: S body a specific service

Line one tells that this is a XML document based on XML versiob.

Line two is the Service tag indicating that this is a S body.

If the is a specific service it will be between the start and &rdg.

Line four is the S end tag.

Code exampl®&.5and6.6 are send from the Discover Module. The reply for the body ilecexample
6.5would look like this:

<?xml version="1.0" 7>

1

2 <S>

3 <W3S/>

4 <SERVICE2/>
5 <SERVICE3/>
6 <SERVICE4/>
7

8

9

10 </S>

Code 6.7: S body reply with all shared services

Code examplé&.7is the reply the Share Module makes when it has received a&pechtaining a body

as shown in code examp&5. In codeb.7 every tag between the S start and end tag are the services
which this Share Module shares. If the Share Module hadvede body for a specific service and the
Share Module is sharing this service it replies with a packéhe same content as it received.
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The complete packets

A complete S GET and S RESPONSE packet would look like this:

GET

Host: 169.254.54.112
Content—Type: ...
Accept—Range: Bytes
Content—Lenght: 200

<?xml version="1.0" ?>
<S/>

© 0w N oo g~ W N P

e < e
a5 W N B O

[
o

RESP

Host: 169.254.55.113
Content—Type: ...

Accept—Range: Bytes
Content—Lenght: 802

<?xml version="1.0" ?>

<S>
<W3S/>
<SERVICE2/>
<SERVICE3/>
<SERVICE4/>

</S>

Code 6.8: S GET and S RESPONSE Packets

In code exampl®.8shows on the left side a S GET packet send from a Discover Moth# right side

of 6.8 shows the reply made by the Share Module the S RESPONSE packet

6.3 Threads and databases

Some moadification to the The platform class diagram on figu28is necessary to complete the imple-

mentation. The modification is shown on figd and the explanation the elements used is the same as
in the platform class diagram and are explained in figu83 The classes consisting of the boundaries
are not changed, and therefore not included in this figur&etm the figure more clear and simple to

read.
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X

User

O
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Figure 6.1: Databases in the platform.

O (

(

Because Pys60 does not support sharing of native resowgtegedn threads, where sockets being one of
these native resources, it is necessary to gather the rieb@pormunication in one thread to preserve the
designed functionalities from the class design. Becawsadhwork communication now is in one thread

it is no longer necessary to keep functions like "threadAtiseService", "threadServiceDistribution”
and "threadinitializeServiceShare" from The platfornssldiagram in separate threads. The reason they
had a thread each was that they should be ready for incomgqueses from the network. This is now
done in the network thread. The former remaining functiiesl from the three threads are now gath-
ered in one thread called threads, where they run sequefigaleach other instead. The network part of
the Discover Module is also moved to the network thread.

For communicating between the threads a simple lightwelgltdbase module called e32dbm is used,
where one key is bounded to one value. The key is always thetiivad from a packet. The value to a
key is the packet which is received or about to be send. Theréwe different databases as shown on
figure6.1

1. In-The In database is the databases which gets all padiketsly from the network thread. From
the database it is then analysed if the packet is a GET or a RESE message.

2. Get msg - The GET msg database contains all the GET packéts are handled by the Share
Module.

3. Resp msg - The Resp database contains all the RESPONS&padkch are handled by the
Discover Module.

4. UDP out - The UDP out database are for all outgoing UDP gacke
5. TCP out - The TCP out database are for all outgoing TCP pscke
A thread is made called MsgHandler which takes care of mopiuzkets from the IN database to the

GET msg database or RESP msg database depending on if it i¥ p&gket or RESP packet. All UDP
packets are put in the UDP out database and all the TCP paariespait in the TCP out database.
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The rest of the platform design works as designed except theoizer Module and Share Module now
communicates with the databases instead of directly totther aisers via the network.

6.4 GUI

This section shows screen shots taken on one of the mobikshehich the developers of this project has
borrowed from the University. The screen shots shows whptlons the user can chose from and how
the user modifies service configurations, makes an advésgissnd what happens when a user wants to
search for available services.

Select Service:

['TesT10
‘ Configure Service

TEST11
TEST12
TEST13
TEST14
TEST1S

Advertise Service
Use Service
DEBUG

EXIT

0K 0K

Figure 6.3: Configure a service.

| TEST10

Interfaces
User

Password

Select Option for TEST10:

i
Modify Configuration for...
Delete TEST10

0K Tilbage
Figure 6.4: Modify / delete menu. Figure 6.5: Service options.
The root menu - The root menu from figuBe2 is the first menu the user is presented with, from

here it is possible to navigate to the service configuratienumthe advertise menu
or if the user wants to use a service.

Configure service menu - The configuration menu leads to afliatl the installed services as shown
on figure6.3. Here is it possible for the user to chose which service nezte
modified.
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Modify / delete menu - After the user has selected which sert® modify, the user is then presented
with a menu as shown on figuée4 where the user can chose to modify the service
or delete it.

Service options - If the user chooses to modify a service alis¢is presented to the user as shown
on figure6.5. These options are read from the service configuratiorsflle?

Type new value to User, old

value:Test00r Save Configuration for

TEST10 TEST10
TEST11 TEST11
TEST12 TEST12
TEST13 (B3 TEST13
TEST14 TEST14
TEST15 TEST15
TEST16 TEST16

[=]
=

Figure 6.8: Advertise service. Figure 6.9: Select services to share.

Modify value - The user can chose to modify each of the valua® figure6.5. Figure6.6 shows
if the user had chosen to modify the value User. Here the @seencter a username
for the selected service.

Save configuration - Figur@.7 shows after the value is modified the user can chose to savedti-
cation.

Advertise service - If a user chooses the advertise serkace the root menu, shown in figue2, the
user is presented with a list of all the installed serviceshasvn on figures.8.

Services to share - On figu6e9is shows the user selecting which services to share.
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% E‘ Python

TEST43
TEST44
TEST45
TEST46

TEST47
TEST48
TEST49

Search for:

Figure 6.10: Use service. Figure 6.11: Service list.

x @ Python x 'E. Python

W3s started as: ﬁ

W3s started as: ﬁ
Server on port: 12345

Client on port: 12345

Figure 6.12: Service server. Figure 6.13: Service client.

Use service - If a user chooses the use service from the ramt,,sown in figures.2, the user
is presented for a text box as shown on figeuE). Here the user can type the name
of a specific request wanted or leave it empty and get all ses\available.

Service list- After waiting for searching of services a b$tavailable services is shown in a list
as shown on figuré.11 When a service is chosen it installs the service if it is not
installed.

Service server and client - Since the service is not progrednra simple pop-up, as shown on figure
6.12and figure6.13 is made to illustrate the service start and the parameser. u
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CHAPTER 7

Accept test

7.1 Accept test

During the implementation of the individual functions andsses the source code consist of, the func-
tions and classes tested as they were written. This is dagrestore they work as intended. The functions
and classes tests are not documented in the report, butatidbix tests from sectidh 1 are performed

with the following setup.

Share Module Share Module Share Module
Phone B Phone C Phone D

i

Discover Module
Phone A

Figure 7.1: Accept test setup

Figure 7.1 shows the setup for the tests. There is one mobile phone épAdisearching for services
which will cover the Discover Module test, and the other ¢hneobile phones (phones B,C and D) are
the basis for the Share Module tests. In this test setup thegsB, C and D each have different services
they share, all tests are performed for when phone A seafohedl available services or for a specific

service.
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Discover Module tests

Pass| Failed

. Search for services

. Show available services

. Select available service

. Search using the network
. Receive search informations
. Send service install request
. Receive service install file

. Send service start request
. Receive default informatior]

x

OO N[O O AW N
XX |[X|[X|X|X]|X|X

Figure 7.2: Discover Module tests.
For the search for all available services the services fro@dhd D where shown on mobile phone A.

For the specific search A first searched for the service ond®, @and last D the specific services was
found in each of the three cases.

Share Module tests

Pass| Failed
1. Advertise service X
2. Receive service request X
3. Reply on request X
4. Receive service install request x
5. Send service install file X
6. Receive service start request X
7. Send default information X

Figure 7.3: Share Module tests.

Both phone B,C and D where able to receive the request fovailedole services, and they all replied A.
In the case of the specific search the phone with the specificsavas the only phone to reply to A.
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CHAPTER 8

Platform analysis

Based on the implementation the following chapter is anyasimlof the platform. This analysis is fo-
cusing on the energy consumed in different network comnatioic types for service discovery to deter-
mining in which cases one type has a lower energy consumittaonthe other. The energy consumption
considered is when looking at the energy consumed in theeamgiwork over time. The calculations are
based on an assumption of that the platform can support lretictive and proactive network communi-
cation. This means the implemented platform processesndirsg and receiving packets in a proactive
network communication, are assumed to be the same for geadidt receiving packets with reactive
network communication. The only deviation is the reactieenmunication is user controlled and the
proactive communication must be controlled by a frequembere is discussed the different parameters
which are possible to adjust, in order to achieve a certaifopeances of the platform. The performance
is measured in energy consumption, which in this case is hashrenergy consumed from the mobile
phone battery, where the lowest possible energy consumgsithe best. Further more two scenarios
with different network communication types and sizes ateipegainst each other.

8.1 Network communication types

With the platform implemented it is only possible to suppeéctive communication in the service
discovery as described B.1.1 The reactive communication has two options which depemdthe
choices made by the user through the GUI. The second comatiamaype, that could be possible, is
the proactive communication which is discribed3iri.], that is not depending of any choices made by
the user. With both communication types all mobile phoneseapected to have the platform installed
so each of the mobile phones are participants in a networkh Eme a users wants to discover any
available services or a specific service on a network it iedaln inquiry. In the reactive communication
an inquiry is sending out a GET S request packet and the repaeket is replied by other participants
in the network. In the proactive communication an inquiramsadvertisement where the mobile phone
sends out a multicast with all the services it shares.

8.1.1 Reactive communication

The reactive communication is event based, meaning thagdoh time a user makes an inquire the
platform starts the Discover Module to send GET S requestemfhaking an inquiry there are two
options which the user can choose from, each of them haseaetitf energy consumption.

Full search - The full search sends a GET S request packdtgartitipants except it self. With
the full search all participants sends back a RESP S repkepaontaining all the
services from the advertise list the participant is sharing

62



8.2. SENDING PACKETS

Concrete search -

The concrete search is when the user ahisgafor a specific service, in this
case the GET S request packet is send to all participantpeixself, but only the
participants which are sharing the concrete service wisigearched for, will send
back a RESP S replay packet saying they are sharing the eervic

8.1.2 Proactive communication

In a proactive communication each participant sends, wjredefined frequency, a multicast message
to all other participants on the network. The packet costailh the service the participant is sharing,

looking like a full RESP S reply. This means, with the proattommunication, the user does not need
to search for any services, but the user just need to choosé aérvice to use.

8.2 Sending packets

When sending packets between Discover Module and Share Ibodihas been observed, during test
and implementation, that the packet size does not vary modftnas little influence on the energy con-
sumed on the network. Instead what does make a differenceengy consumed compared to the differ-
ent packet types sent, is how many processes they are gomgyth This differs whether it is a request
for all services or for a specific service. Fig@d shows on the left side of the vertical dotted line, the
platform sending a GET S packet, and on the right side of titeddne the platform receiving the GET

S request packet.

Figure 8.1 shows different coloured areas which each represents ggesen the platform except the
greyed out areas they are inactive processes.

Red-

Green-

Blue -

Purple-

Theredcircled area represents the process on the platform whiuttlsse GET S
request packet. This process is performed the same way &very

Thegreercircled area represents the process on the platform whielivess a reply
packet from the Share Module. This process is performedaime svay every time.

Thebluecircled area represents the process on the platform whenare $odule
receives a GET S request packet from a Discover Module. Tioisegs is per-
formed the same way every time.

The purple circled area represents the process on the platform wher&ltlare
Module analysis the packet received and determines whitlosceply to make, if
any services are available. This process ispasformed the same way every time.
Depending on the packet received, the Share Module detesnifinit is a request
for all services or for a specific service. If the packet isquesst for all the services,
the Share Module simply replies with all the services it sharlf the packet is a
request for a specific service, a comparison with the adeelist is performed, to
see if the Share Module is to sharing this service, and it thakes a reply.

Platform analysis
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Advertise
list
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Receive - ShareModule |

Get
msg
ShareModule / Send
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- MsgHandler
/ﬁ / MsgHandler — \I //Receive Send 9 j
| DiscoverModule . / DiscoverModule
Get
K Resp msg
msg

~/

Platform analysis
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Figure 8.1: The path a S packet must through on the platform.
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8.3 Energy Calculations

The calculation for energy consumed with the reactive comoation, is divided into full search and
concrete search. When calculating the energy followingaisées are used:

X | Xis the participant sending the service discovery requedtraceiving the answers.
Y | Y is receiving a service discovery request but aaswering with a reply.
Z | Zis receiving a service discovery request amdwering with a reply.

Table 8.1: Participant types in a network.

Table8.1shows the three different participant types there can benghaork.

SFRQ | Energy consumed in mAh by a send full request packet.
SFRP | Energy consumed in mAh by a send full request reply packet.
sCRQ | Energy consumed in mAh by a send concrete request packet.
sCRP | Energy consumed in mAh by a send concrete reply packet.
rFRQ | Energy consumed in mAh by a receive full request packet.
rFRP | Energy consumed in mAh by a receive full request reply packet
rCRQ | Energy consumed in mAh by a receive concrete request packet.
rCRP | Energy consumed in mAh by a receive concrete reply packet.

Table 8.2: Energy consumed by sending or receiving diffgoackets in a network.

Table 8.2 shows a list of all the combinations of energy consumpti@hsted to sending and receiving
packets in a network.

E | is the total energy consumed in mAh.

p | is the number of participants in the network.
pr | is the number of participant replies in the network.
I | number of inquiries.

H | is the frequency of inquiries send over time.

Table 8.3: Network variables.

Table8.3 shows the variables which are related to the network.

Full search with reactive communication

The full search with the reactive communication is shown garg8.2 where each square represents a
mobile phone and each arrow between the mobile phones egpsesne communication. The notation
Xt,Ys,Zs andEgis to indicate that it is for the full search.
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FRQ

FRQ

Figure 8.2: Full search with reactive communication

First the energy consumed for each participant is calatdldtethe figure8.2it shows that there is only
X and Z participants.

X Xi = sFRQ+ pr«rFRP
Participant x consumes the energy corresponding to theyeneed by sending
a FRQ plus the energy used on receiving a FRP from each particieplying.

Z: Zf = rFRQ+ sFRP

Participant z consumes the energy corresponding to thgemensumed by re-
ceiving a FRQ plus the energy consumed on sending a FRP.

E: Ef:|>l<(Xf—|—pI’>ka)

The total energy consumed by a full search with reactive camaation is equal to
each inquiry multiplied with the energy consumed by sendngginquiry (X), plus
the energy consumed by receiving the request packet anthgethe reply packet
(2) for each participant that replies (pr), which are all osryourself (p-1).

Concrete search with reactive communication

The concrete search with the reactive communication is slmwigure8.3where each square represents
a mobile phone and each arrow between the mobile phonesegpssone communication. The notation
X, Yo, Zc andE is to indicate that it is for the concrete search.
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X y
CRQ
S ) r
S r
CRQ
CRQ CRP

r r

S
y z

Figure 8.3: Concrete search with reactive communication

First the energy consumed for each participant is caladidtethe figure8.3it shows that there is X, Y

and Z participants.

X

Xc = SCRQ+ pr+rCRP

Participant x consumes the energy corresponding to theyenesed by sending
a CRQ plus the energy used on receiving a CRP from each jparicieplying.

Participant y in is the energy consumed by receiving a cée@earch request but
notanswering with a concrete reply.

Z. = rCRQ+ sCRPParticipant z consumes the energy corresponding to thgyner
used by receiving a FRQ plus the energy used on sending a FRP.

Ec=1+(Xc+prxZe+(p—1—pr)xYe)

The total energy consumed by a full search with reactive camoation is equal to
each inquiry multiplied with the energy consumed by sendiaginquiry (X), plus
the energy consumed by receiving the request packet anthgethe reply packet
(2) for each participant that replies (pr), plus the energystimed by receiving the
request packet (Y) for each participant (p) minus yourseiius the participants
who reply(pr).

Proactive communication energy calculation

For the communications with the proactive communicatioshiewn on figure8.4 where each square
represents a mobile phone and each arrow between the mbbitep represents one communication.

Platform analysis
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FRQ

Figure 8.4: Proactive communication

With the proactive communication the energy consumed isdéimee for each participants so the energy
consumed is equal the number of participants multipliedhwie energy consumed per participant.

e: e=Hx(sFRQ+ (p—1)«rFRP)

The energy consumed per participant is the energy consumesriaing a full
request plus the energy consumed by receiving a reply frain participant.

E: E=exp

The total energy is the energy consumed per participant (#)pied by the num-
bers of participants (p).

8.3.1 Measurements

To be able to replace some of the variables from figBawith how much energy they consume, mea-
sured on a mobile phone, there is performed a test whichdeslgending a full request (sFRQ), receiv-
ing a full request (rFRQ), sending a full reply (sFRP), reicgj a full reply (rFRP), sending a concrete

request (SCRQ), receiving a concrete request (rCRQ), sgradconcrete reply (SCRP) and receiving a
concrete reply (rCRP).

There is performed four tests with two mobile phones, as shayure8.5where mobile phone A sends
100 GET S request packets to mobile phone B. Underneath enpliine A and B on figurg.5there is
written which variables are measured on each mobile phontege
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1: s(FRQ) 1: r(FRQ)
2: r(FRP) 2: s(FRP)
3:s(CRQ) 3:1(CRQ)
4: r(CRP) 4: s(CRP)

Figure 8.5: Energy measurement setup

The output from the tests is the energy consumed by sendirgceiving a specific packet, which then
replaces variables in the energy formulas used to calctit@energy consumed in a given network.
In table 8.4 the measurements regarding energy consumed in mAh are redagith a program called
Energy Profiler 16] developed by Nokia.

A B A B A B A B
1.Packet SFRQ | rFRQ | sFRP | rFRP | sCRQ | rCRQ | sCRP | rCRP
2.1dle(mAh) 320 320 320 320 320 320 320 320
3.Running(mAh) 396 384 387 394 394 386 390 381
4. Task(mAh) 76 64 67 74 74 66 70 61
5.Time per Task(sec) 2 6 2 4 2 4 2 3
6.Packets s/r 100 91 100 75 100 98 100 95
7.Total s/r time(sec) 172 516 168 273 181 416 191 326
8.Packets per hour 2093 635 2143 989 1989 848 1885 | 1049
9.Energy per packet(mAh) 0,0363| 0,1008| 0,0313| 0,0748| 0,0372| 0,0778| 0,0371| 0,0581

Table 8.4: Energy measurements table.

In table8.4 the idle and running measurements are given as averagesvakgsured with Energy Pro-
filer, the rest of the variables are calculated. In t&h#the amount of received packets are not the same
as the amount send, presumably this has to do with the haedwidfier getting full because the platform
itself if not able to process the data before the buffer gbésifi The data from Energy Profiler contains
measurements from when the platform is started which méedgtere are data which are not relevant
for the energy measurement, therefore it is decided to firtdady state where the mobile phone only
uses energy on sending or receiving packets. This steasyast within the measurements are the basis
of the average values.

e Packet is a list of all packets.
o Idle it the energy measured in mAh when the platform is stidoté not performing any tasks.

¢ Running when the platform is started and performing oneipéask continuously, this is mea-
sured in mAh.
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Task is the energy consumed by a specific task measured in mAh.

Time per task is the time it takes to perform a specific task.

Packets s/r is the number of send or received packets.

The total times is measured in how long it takes to send oived®0 packets.

Packets per hour is how many packets it is possible to sereteive per hour.

Energy per packet is the energy consumed in sending or regeme packet measured in mAh.

Average(mAh)| Standard deviation(mAh) Percentage deviation
idle 320 17,89 5,58%
sFRQ 396 20,71 5,22%
rFRQ 384 12,30 3,20%
SFRP 387 19,66 5,08%
rFRP 394 20,52 5,20%
sCRQ 394 21,75 5,52%
rCRQ 386 15,35 3,97%
sCRP 390 19,61 5,02%
rCRP 381 17,60 4,61%

Table 8.5: Standard deviation for idle and running valuemftable8.4.

Table8.5shows the standard deviations for the idle and the diffgoankets.

Figure 8.6: Energy per packet comparison.

Figure8.6 shows each of the different packets compared to each otrwn the figure it is possible get
a quick overview of that the rFRQ packet consumes the mosggmaeasured in mAh, and the sFRP
packet is the packet consuming the least amount of energgurezhin mAh.
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8.4 Energy consumption parameters

In this section the energy consumption parameters are ddfased on packet and communication types.
The energy consumption parameters are the variables whitlhhot be measured or calculated from
Energy Profiler, but the variables which are depending ou#iees. This is how many inquires are send
and how many participants the network consist of.

Reactive Common Proactive
Number of inquiries| Participants| Advertise frequency
Number of FRP’s | Time period
Number of CRP’s | Packet loss

Table 8.6: Energy consumption parameters

Table 8.6 shows which parameters apply for the reactive communicatidich are common for both
communication types and for the proactive communication.

8.4.1 Reactive parameters

In the reactive communication type the parameter whichdéadhe highest energy consumption are the
number of inquiries send. Each inquiry send will effect attipants in a network. When an inquiry
is send there are two options to chose from. The first optido send a GET S request packet for all
services, which means that all the participants receiveepghcket and replies. The second option when
making an inquiry is to send a GET S request packet for a spesgfivice. All participants receive the
GET S request packet but only the participants with the semiakes a reply.

8.4.2 Common parameters

The common parameters are the number of participants, rtieegeriod the network is active, which is
from the first time a packet is send to the last packet is redeand the packet loss. The packet loss is
given in the percentage of how likely it is for a packet to feds destination.

8.4.3 Proactive parameters

In the proactive the only parameter which is possible to stdgithe advertise frequency, meaning the
period between the packets which are send.

8.5 Scenario specifications

Before the energy consumption in the two scenarios is Gatled) some basic informations are defined.
The packet loss percentage is transformed into the pratyathiat a packet is send and received success-
fully. This is used to calculate the number of retransmissioeeded to guarantee a specific success rate,
of each participant having received the inquiry, and the whe send the inquiry has received a reply
from each participant.

Platform analysis 71



8.5. SCENARIO SPECIFICATIONS

Another specification which is needed, is the time from amiinygis send to the time the reply is re-
ceived. This will determine for how long the user will havenaait in worst case.

8.5.1 Packet loss probability calculations

The probability is calculated on the basis of an assumptii,a given network has a given percentage of
packet loss due to the traffic on the network. So the prollséilculations are made on the assumptions,
that the network has a packet loss percentage of 10%, 50%08agdf8r both the a reactive and proactive

communication types. For example if there is 90% packetdosa network, it could be because every
body is using the network for download. This could resultachets not reaching their destination.

Proactive communication

/] (1-P) []
—>

Figure 8.7: Probabilities for reactive and proactive comioation.

Reactive communication

(1-P)*(1-P)

—>
(_

Figure8.7 shows the probabilities for the two communication typesteHeis the probability of success,
so for example if there is a packet loss of 10% with proactm@munication the probability of a packet
is received is 1 - 0.1 = 90%, which means there is a 90% guardinét the packet is send and received
successfully in first transmission.

Reactive

1. transmission Pr(n=1)=(1—p)*(1—p)

n transmission | Pr(n=N) =Pry_1+ ((1—Pry_1) * Prn—1)
Proactive

1. transmission Pr(n=1) = (1—p)

n transmission | Pr(n=N) = Pry_1 + ((Prn=1)"* (1— Prp=1))

Table 8.7: Probability formulas for both networks.

The formulas from tabl8.7 are plottet in a graph in figur@.8.

72 Platform analysis



8.5. SCENARIO SPECIFICATIONS

' ‘---_-----------------
"
/ ’
[ 4

e Proactive 10%

= e«» Reactive 10%
Proactive 50%

e e» Reactive 50%
Proactive 90%
Reactive 90%

()
1]
©
=
[=
[+)]
o
-
[+)]
Q.
()]
(]
-
[=
(0]
S
1]
=}
O

15 20 pL
Packages send

Figure 8.8: Probability calculations.

In figure 8.8 the horizontal axis is the number of transmissions, and #récal axis is the success
rate. There are made a curve for each communication typeigéea pgacket loss percentage. It is now
possible to read from the graph in figu8e3, that the reactive communication with 10% packet loss after
three transmissions, have 99% guarantee that all panitsipa the network has received the inquiry and
replied it. The graph shows for each inquiry send the prdipalhat it reaches its destination moves
towards 100%.

8.5.2 Send receive time

The time from when an inquiry is send to it is received, hetpslétermine a worst case scenario for
the time a user must wait, based on the number of participaplying. It also determines the time
period which the proactive communication can use to set t(fedquency between transmissions). The
time measurements are based on observations made duringetsirements in secti@3.1and an
additional test. The additional test was to determine thee tis takes to send an inquiry and receive
the reply. The observations made during the measuremeBt8.ibwhere the time it takes to process a
message which is already in the hardware buffer.
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Figure 8.9: Send receive time.

The additional test shows that the time from the inquiry isds® the reply is received in a reactive
communication, takes 8,8 seconds and the following repéesived as shown on figu&9 takes 5,5
seconds per reply to process. If they are to be received Igxafter each other. For the proactive
communication it takes 5,5 seconds for each inquiry receiV@ese time calculations are for a minimum
of two participants (p).

ReacitveTime= 1x8,8+ ((p—2) x5,5)
ProacitveTime= (p—1) 5,5
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Figure 8.10: Guarantee mapped into time.

Figure8.10illustrates the time it takes in a network with ten particifgato guarantee that 100% of all
participants with reactive communication has receivedraptied an inquiry. For the proactive commu-
nication the figure shows how long it will take for one pagent to know all the services on a network.
For both the reactive and proactive communication the msng time only includes processing data
once, so if the same data is received more then once it iskert fato consideration. Also for the proac-
tive communication it is expected that all participants @k to send the amount of packets it takes to
be 100% sure that all has received the packet, within theititakes to process one message from each
participant. Figuré.10is based on the probabilities from figuBe8and the time calculations frod5.2
With a reactive communication and 10% packet loss it take® §€conds to guarantee that 100% of all
participants has received and replied an inquiry. For tlbagiive communication it takes 49,5 seconds
to guarantee that 100% of all participants has received@unrin

8.6 Low density network

This scenario is to illustrate the energy consumed in a lowsithe network. This network only has ten

participants. In a low density network the developers presthat the user most likely will make in-

quiries asking for all available services with the reactteenmunication. In the scenario the reactive
communication will be compared to the proactive commuitoain order to determine when it is more

energy efficient compared to energy consumption, to use @mentinication instead of the other.

In this scenario it is decided by the developers that therstipe a guarantee above 90% that all par-
ticipants has received the inquiry and replied. Based ongthgh from sectior8.5.1 with reactive

communication to guarantee above 90% of all the particpamteived and replied the inquiry there
must be send at least two inquiries. With reactive commtioicand a packet loss percentage of 10%
by sending two inquiries there is a guarantee that 96% of éinécppants has received the inquiry and
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replied it. When sending two inquiries with proactive conmoation and a packet loss percentage of
10% there is a guarantee that 99% of the participants haseedhe inquiry and replied it.

Best case - The best case is the energy used one inquiry.

Worst case - The worst case is the energy used be sending riigenwf inquiries which can
guarantee that above 90% of all participants has receivédegiied the inquiry.

Energy consumed per period

ElProactive -
Best Case
B Proactive -
Worst Case
ElReactive -
Best Case
EReactive -
Worst Case

—
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Figure 8.11: One time period for low density.

Based on the numbers of participants and the time calcualétion 8.5.2the energy consumed over one
period time. The period time with reactive communicatiothis time from the first inquiry is send to
the last reply is received. The period time with proactivenomunication is the time between inquires.
Figure8.11shows how much energy is consumed during one period for ddble oommunication types
best case and worst case.
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Figure 8.12: Energy calculations for a low density network.

Figure8.12shows the energy consumed in best case and worst case farti@gemmmunication and

a proactive communication. In figuB12the horizontal axis are number of inquiries per hour and the
vertical axis is energy consumed in mAh. Fig&é&2shows how many inquiries with reactive commu-
nication there is needed to consume more energy then widtfive communication.

The frequency for the proactive communication is set to tgog time it takes to receive an inquiry
from all participants minus 1. The proactive communicatises the same amount of energy at any
given time because it sends inquiries with the same frequenntinuously. The reactive best case
shows the energy used if all participants received an igcamd replies it the first time. The reactive
worst case shows the energy consumed if the reactive cornoationi has to be above 90% sure that all
participants has received and replied the inquiry.

Energy consumed to ensure above 90% guarantee

To determine which frequency the proactive communicatiooutl have between sending advertise-
ments, the energy over time for the entire network is mappefibore8.13
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Figure 8.13: 99% guarantee proactive communication in gteaork mapped into energy over time.

On figure8.13 the energy consumed over time is mapped for 99% guarantéevbeybody on the
network knows all available services to a certain time. Ftbra figure a trade off between energy
consumed in the entire network and the time before there% §9arantee that all participants know
all available services must be made. This is in order to deter at which frequency the proactive
communication must advertise. The developers has declagd/tminutes and 30 seconds between
each time all participants are updated with all availabtgises on the network. At 99% guarantee time
over 7 minutes and 30 seconds the entire network consumeg7i02h. Because all mobile phones
in a network are not synchronized to advertise at the same, tine 7 minutes and 30 seconds is the
maximum time it can take to know 99% of all available servidess possible to receive advertisements
from other mobile phones within these 7 minutes and 30 sexond

Energy consumed in a low density network

The energy consumption calculations this scenario aredbasehe energy formulas from secti@m3
together with the measurements fr@m3.1, the probabilities from sectioB.5.1and the time calculations
from section8.5.2 Furthermore the period time for the proactive communicais set to 7 minutes and
30 seconds. The network is look at over a time of 60 minutes.
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Figure 8.14: The networks over time (60 minutes).

Figure8.14shows the network over atime period of 60 minuets for rea@ivd proactive communication
with a guarantee above 90% of all participants has receimeidquiry and replied(reactive) or above
90% of all participants (proactive) knows all availablevsegs on the network. The graph shows that
in low density network with ten participants, where the pto@ communication has a frequency of 7
minutes and 30 seconds it is more energy efficient to havertigefive communication if there is more
than 14 inquiries with reactive communication on a netwoithiw 60 minutes. If the time between
advertisements with the proactive communication was shte energy consumed would be higher and
the energy consumed would be lower if the time between adeenents was longer. If there where
more than ten participants the energy consumed in the neiwpboth communication types would be
higher.
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8.7 High density network

This scenario is to illustrate the energy consumed in a hegtsidy network. This network has 50 partic-
ipants. In a high density network the developers presumehibauser must likely will make an inquiry
asking for a specific service with the reactive communicatidhe approach to determine the energy
consumed and when it is more energy efficient to used one comgation type over another is the same
as in scenario on8.6. Due to that in the network the user sends inquiries for $ijpeservices the cal-
culations are based on 10% or 25% or 50% of the participaritseimetwork who are able to reply the
inquiry because they have the specific service.

In this scenario due to the density of the network the dewskhas decided to calculate the energy
consumed with a packet loss percentage of 50%. With theiveamdmmunication to guarantee above
90% of all the participants has received and replied theiiggaust be send at least nine inquiries. For
the reactive communication with a packet loss percentad®%f by sending nine inquiries there is a
guarantee that 92% of the participants has received theryngnd replied it. When sending four in-
quiries with the proactive communication with a packet lpsscentage of 50% there is a guarantee that
94% of the participants has received the inquiry and reptied
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Figure 8.15: One period time for high density.
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Energy consumed over 60 minutes
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Figure 8.16: Energy calculations for a high density network
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Figure 8.17: 94% guarantee with proactive communicatidhemetwork mapped into energy over time.

The developers has decided the proactive communicatidhastia advertise every 30 minutes the en-
ergy consumption considered. The 30 minutes is like the lewsily scenario based on a trade off
between energy consumed in the entire network and the titakeas to know above 90% of all available
services.
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Energy consumed in scenario two
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Figure 8.18: The networks over time (60 minutes).

Figure 8.18 shows the high density network over a time period of 60 msuwéh both reactive and
proactive communication types. The reactive communinagshowed for 10%, 25% and 50% of the
participants which answers an inquiry. With 10% of the pgstints which answers an inquiry it is
possible to send 13 inquiries before the reactive commtiaicavould consumes more energy then the
proactive communication. With 25% answers it is possiblsend 11 inquiries, and for 50% answers
with reactive communication it is possible to send nine irigs before it consumes more energy then
the proactive communication.
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8.8 Network communication type conclusion

There are two issues with the reactive and proactive comeation considered in the scenarios. The
first issue the time it takes from joining the network to alhgable services are known, this is referred
to as the guarantee time. The second issue is how much eihergyabile phone consumes.

The reactive communication has the advantage of using d smalunt of energy on the network if
only a few users on the network wants to know what services\a#able over a longer period of time.
The disadvantage is that all users must ask for service$aslot of users always ask for available ser-
vices, the reactive type consumes a large amount of energyl bgers when requesting and replying.
This is the complete opposite with proactive communicatighere if all users always wants to know
all services, the proactive type does not need to make asetpueell other users what they have, this
type advertises services anyway and thereby no requestdedand the amount of used energy is min-
imized. The disadvantage is if only a few wants to know whatises available over a longer period of
time, this type uses a large usage of energy by advertisfoghation that is unnecessary.

The energy used in best case with proactive communicatidmethver it is in a high or low density
network, is for one advertisement always more expensivaasaguest and reply in both best and worst
case in with reactive communication. This is shown in fig8reland8.15 This is because all users
in with proactive communication in best case always sendseceives an advertisement for every fre-
guency. The reason for the proactive worst case energy adages is lower then reactive worst case, is
that when worst case proactive advertisement is made, lmv@yywill send one but not everybody will
receive one, depending on the packet loss. The reactives seatke then one packet in worst case, to
ensure success for the packet received and replied.

At the button line the energy consumed in the network is, taof users wants to know the services
often the proactive communication is the best approach famfew users over a longer time wants to
know the services reactive communication is the best waig &tact amount of request over time, from
when it is more desirable to chose one type instead of the, athexpress in the scenarios in the energy
calculations figure8.12and8.16 The low density shows that in worst case close to 70 full esgtor

all services in with reactive communication, before it isrendesirable to make a proactive type instead.
The 60 requests corresponds to the 10 mobile phones canresirfices almost 7 times in an hour. In
the best case the users can ask more then 27 times over anTliheuhigh density network shows that
in worst case less then 10 concrete request for a specificeémnva reactive type, regardless how many
that answers, before it is more desirable to make a proagipee The 10 requests corresponds only to 5
of the 50 mobile phones can ask for an hour. In the best cases#ire can around once each, depending
on how many answers, over an hour.

The guarantee time is measured different when looking ah#teork communication types. In re-
active communication it is not a problem to ensure when a igsable to know all available services,
because it is only a matter of sending a certain amount oestguegardless network size. An example
of this is made in figuré.10, where it shows the time delay for a low density network withpacket
loss to 10% package loss. In proactive communication theagitee time is considered that only one
advertisement is sent for each frequency, this is also theitws done in the scenarios. The other way
was to raise the amount of advertisement per frequency,haige a lot more resources per frequency,
but then the frequency could be lowered compared to the ontteiscenarios and till meet the same
guarantee. The disadvantage of this is that the informatémded could already be received in the first
frequency, and thereby saving energy over time. The timérequester to process replies is an issue
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for both communication types, but this is an issue which iscoasidered in this analysis.

The guarantee time for the proactive communication typensieed by waiting for a certain amount

of frequencies where one advertisement is sent per fregudnstead the number of advertisements
needed to ensure that all participants receive the adeeréiat could be send every frequency. This
would give a faster time for the guarantee, but increase theuat of advertisement and thereby in-
crease the energy consumed per frequency. The other ageantsch is stated in this report, is that

the advertisements which are received randomly and theréiere is a chance that the service which
the user wants to use is received as one of the first advedigsmif this was the case the following

advertisements would be unnecessary energy consumptibis. pfinciple could also be used for the

reactive system, thereby meaning that the requester coake mnother request, if the wanted service
is not among the once received in the first request, insteata&fing multiple requests for ensuring all

services available are shown. This would then save a loteiggrby not sending multiple requests.

The guarantee time for the proactive communication can biened in energy usage versus guarantee
time, if the size of the network is known. This is set up in fig8rl3and8.17, where also the packet loss
is included, where the proactive communication includesexkira needed advertisement, for ensuring
packet loss, per frequency. The longer the user is able W tlvailess energy would be used over time. It
clearly shows that the bigger network a is, the longer tineeuer have to wait for ensuring all available
services are shown. Though, as earlier mentioned, couldabéed service already be shown in the first
advertisement received.

The frequencies decided from how long a guarantee time se¥gargy usage in the proactive com-
munication, is set into the worst case for the reactive comaation in figure8.14and8.18 They show
that if the user is able to wait the decided guarantee timen éswer reactive communications request
can be made. This gives that over time, the proactive comeation type is more desirable than the re-
active communication type, especially in high density rekwvhere, regardless how many replies there
are, no more then 14 request can be made before the proaetizeshcy is more desirable compared to
energy consumption.
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CHAPTER 9

Conclusion

Through out this report there is analysed, designed, imphted and tested a service discovery platform
which answers the question asked in the initial problem.

"Is it possible to develop an universal application for a ni@lphone
which can discover and use other mobile phones serviceseatdrés?"

This conclusion will address how the initial problem is fil#fdl, further more it will address issues which
are not documented in the report. These issues are issuel thikidevelopers have encountered during
the development of the product with the programming languag60. After this the platform analysis
is concluded upon.

In the introduction new phenomenons as piggybacking, apestand the green wave are introduced.
From the introduction there can be read that 98% of all dafaistilies has a mobile phone. The intro-
duction also shows that the mobile phones is not only useddtling and texting any more, but they
are also used to take / display photos, record small movigkilee internet, GPS and so on. All these
new features creates new trends and new markets for apptisadevelopers for mobile phones. The
mobile phone manufacturers each have their own app storeavithe possible to download applications
for their mobile phones. This report shows how to make ag@iatfwhich can work on all mobile phones
and share service between them, so a mobile phone which éongg does not have GPS could ask
another one with this service to share its GPS coordinates.

Based on the introduction and the initial problem statemeofuirements to a platform which can fulfil

the initial problem are made. These requirements are weadé¢helopers found necessary for making
such a platform. There are requirements to what kind of nedvlee platform must use to communi-

cate between mobile phones. There are also requiremerits pdtform itself, of how it discovers and

shares services, what kind of informations there must bdada in order to communicate between
mobile phones. If a service is shared it must also be ablestoiluite a client to the service. Before

the developers designs the platform they looked at exigimgpcols for service discovery, this was to
find functionalities from the existing protocols which thevelopers could use for the platform. The
most interesting existing protocol which has contributeastrio the platform is UPnP. From UPNP the
developers chose to use some of the same principles forghewdiry and advertise processes.

From the requirements and the information gathered frome#isting protocol analysis there is made
a design. The design covers the platform and is illustrated deployment diagrams, use cases and
activity diagrams. The design consists of two main parthefglatform. The first part is the Discover
Module which handles everything regarding when a user wargsarch for any available services on a
network. The Discover Module is designed to assist the umsgetting a list of all or a specific service on
a network and if the user does not have the service instdilediscover Module also retrieves a client
to use the service. The second part of the platform is theeWladule. The Share Module is designed to
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share the services which a user decides to share. So if asksefoa available services on a network the
Share Module makes a reply with services it is sharing. Thea¢éso made a design draft for a service
in appendixA, this is a service designed to be shared on the platform. gitvicss is called W3S and is
for sharing a 3G data connection via WiFi to users of the servi

The implementation is made on the basis of the design. Thigrdésused to make the classes and
functions needed in order to get the implementation of tlafqim to fulfil the requirements for the
platform. The implementation chapter only describes ttthtimehal things which are necessary to get the
implementation to communicate between functions in cBsalso what data are send back and fourth
between the Discover Module and Share Module. Besides tiéathl implementations the platform
is implemented as designed. To make sure the implementatitre platform works as designed the
accept test is performed. The accept test is based on theewguts for the platform. The platform
implementation passes all tests in the accept test.

Through out the implementation there has been a lot of caadins concerning the pys60 program-
ming language. Recently the people behind pys60 has made @emsion of pys60. The new version is
version 1.9.7 which includes the 2.5 core of Python. The @yafiguage is based on C++ for symbian
s60 which means that there is a lot of libraries which arenppé&@mented meaning they are not easily
modified. Pys60 is strong for quick prototyping because lathaise libraries, but in the new pys60 the
implementation concerning thread programming was so fulilugs that is was not possible to imple-
ment the network thread with a nonblocking parameter. Thlocking parameter makes it possible
to check if there are any data in the WiFi hardware buffethére is any data the thread retrieves it, if
not it sleeps and checks again later. This nonblocking fanatity works in an older version of pys60.
The older version is 1.4.5 which in an implementation of Bythersion 2.2.2. Pys60 version 1.4.5 does
not support any XML libraries which version 1.9.7 does. Sorider to get the network thread to work
properly it was decided that is was more important to useimers.4.5 and then make our own XML
parser specific for this project.

The platform analysis makes a thorough analysis of thegulag service discovery processes. The
service discovery communication type the platform impletagis reactive communication, and the
platform analysis compares this to how a proactive comnatioic would consume energy and time
from joining the network to knowing all available servicéisg guarantee time. The comparison is done
for a low and high density network, where the frequency witbagtive communication is optimized to
lower energy consumption versus longer guarantee time paremeters available when a trade off be-
tween energy consumption and guarantee time is made, afeefoeactive communication the numbers
of inquiries send and the frequency for the proactive comoation. Common parameters are also the
amount of participants, the time a network is active and ket loss. The packet loss is a parameter
considered for itself, and shows that roughly twice as mauest must be made in reactive communi-
cation compared to advertisements in proactive commuaitab ensure the same guarantee percentage.

The reactive communication shows to be good for a low denmstyork, where few wants to know
all services over time. The proactive communication shansetgood in a high density network, where
all participants wants to know all available services alsvagetween these two outer points of network
density and users wanting to know available services, tiseagyrey zone. In this grey area participants
who wants to know a specific service and only few of the othetigigants have it, then it can be more
desirable in terms of energy consumption to make a reactiventunication in high density network.
Though the more users that have the service, the amount leggdpr the concrete request increases.
This will at the end end up consuming the same amount of eregyrequest for all services. Looking
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over a long period of time, proactive communication is nelesirable in energy consumption for low
density networks, because of the continuous advertiseaie®rvices.

To ensure packet delivery in a network is very difficult, hesmthe packet loss percentage can differ
much. Often when it is a big network, the packet loss is high,itocan also be high in low density
network when a user uses the network by for example downigadr if a there is bad signal because of
other networks, building etc. Some sort of packet loss peacg measuring could be integrated, so the
network self finds out the packet loss and thereby adjustrtteuat of send packages to ensure guarantee
of delivery. Such measuring is difficult to make with a UDPwetk, because there is no guarantee of
package delivery like in TCP. On the other side if the wantexdise is not shown on the list, a new
search is always an option.

A problem with the platforms guarantee time, which is notsidered in this report, is the time it takes
to handle the packets. If this handle time could be decredlsed the guarantee time could be lower. By
the experience made during tests and implementation, ibst fikely that the databases used between
the processing threads that gives the problem. If the psoim@® could be decreased from the now 5,5
seconds to less then 1 second, by using a faster buffer,riftiéeon could maybe be eliminated. Another
problem is the energy consumed when the platform is in idldenét measured during tests to consume
over 300 mAh, which is a lot compared to the processes a paokst through consumes less then 0,1
mAh. The battery for the Nokia N95 8GB is only 1200 mAh, whickihathe platform running, only
gives about 4 hours of battery time with the platform runrimglle mode. By the experience made dur-
ing tests and implementation together with experiencs,niast likely something to do with the process
using WiFi which attend to use a lot of energy.

9.1 Perspective

With a platform like the one described in this report the &l improvement and expanding are many.
It would be obvious to start with the things which where dééa from and look at some of the things
which are delimited to and by that make the platform more ensial in terms of use. Because the plat-
form is a prototype there is not implemented any securitynithe mobile phones communicate between
each other or on the mobile phone with encrypting any of thia da the phone like passwords for ser-
vices. If the platform should make it from prototype to a v@mswhich could be sold to customers the
security issue would be something which needs to be implesdenif the platform should be able to
be installed on other mobile phones besides the Nokia N95 @GiBh was used for this project, the
platform should be developed in another programming lagguaen pys60, maybe in Java which is
supported by all mobile phone brands. It would also be a goiog to expand the support of the scenar-
ios from figure2.6 from only supporting the first scenario to supporting alethscenarios.

In the future the platform needs to be optimized to consurse &nergy then it does now. This is
not only on a network basis but also internal. All the proessshich makes the platform able to work
needs to be looked through, to ensure they use the minimal@tned energy possible, without making
the user wait for hours to get a reply on a network. On the @latfthere could be implemented an
algorithm, which could calculate when it is less energy comgg with a proactive communication than
a reactive communication. This should be some sort of dyodistributed system, where devices could
tell each other wetter to make a proactive or reactive conmeation. The problems of making such a
system would, like the already known issues with proactivitr@active communication, be to know how
many participants the network consist of and how many whatsvenknow the services available. An
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additional problem, when running the proactive commuiocatis to decide a frequency so the system
consumes less energy, but still have a reasonable guatanteeThis is issues already dealt with, which
means the data from this report could be used to develop antaigy for such a system.

Another optimization for the proactive communication, lcblie to change the advertisement by send-
ing with a frequency to instead sending an advertisemennwenéering network and when leaving the
network send a goodbye message. This is no problem in a logitderetwork, where properly every
user is in the same cluster, but when a high density netwarisidered, there could be a lot of clusters
on the same network. It is then a problem to advertise whegriagtone cluster and leaving another,
because it is not possible to detect when they are all on the satwork. The jumping from one cluster
to another, must be considered to be done often in a high tgemsiwork with users moving around.
This problem could be solved by using a lease time for theréideenent, meaning an arriving message
only lives a certain amount of time before a leave messagewranriving message must be send.

The platform is a software system that makes it very easyduildlite software, but also to develop
software that can be used to communicate between mobilesghanmd use native hardware on the mo-
bile. By making an application that can start as server entliit is easily used, shared and distributed
by the platform. This gives an application, there if it wadb#odistributed as pre-installed software on a
mobile phone, share every possible application on a frebaryed ad hoc network, that does not require
anything except a basic WiFi module. The profit could then bérfor when a user wants to use another
users service, or when a share of a service is made, or a defgpiiEferent way. The bottom line is,
that it also gives a great opportunity to make money of thiscept.

Conclusion 89









APPENDIX A

Service design draft

A.1 The service

Here the use cases and their activity diagrams for the seisidescribed. The basic informations for
W3S which needs to be configured from the platform are:

¢ If the mobile telephone which has the service installed HaG aet subscription which allows the
user to share it with others.

¢ |f the mobile telephone as WiFi capabilities.

The explanation of elements in the use cases diagrams amiyagtagrams made for the platform in
section4.3, does also apply for this chapter.

A.1.1 The Use Service

<Use Service>

7

—

Receive configuration /
information

Service
Share

Discover Module

Figure A.1: The use service use case diagram

The Use service is when a user uses the W3G service. FAgdré shows the use cases which are
associated with the Use Service node from the deploymegtatiaon figuret.4. The use case diagram

have two actors, the Discover Module and the Service Shdre.Discover Module is the active actor

which starts the communication and the Share Service is ssiveaactor which only responds on a
requested communication.

Send ID

The send IDgets started by the Discover Module. This is done after tlee lnigs found a service which
the user wants to use. Figude? is for the service W3S, where first the ID and password is ctatkfor
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the W3S subscription. If the user have yet the enter the IDpas3dword for the subscription an error
message is shown, else the use service node connects tantloe share node and sends the ID and
password. The use service node then waits for a reply fronrséhgce share node which contains the
configuration information to be able to use the W3S service.

Platform

File 10 GUI

Read ID and Pass fro

H service configu-

ration file

ID and pass
values

Show error '
message !
'

'

' Connect to service
share

Connection
erstablished?

Send ID and pass __)<:>

. Network

Figure A.2: The send id use case

FigureA.2 contains four different boundaries, File 10, Platform, Gluld Network. Each of the bound-
aries classifies which activities belongs to which bouregari

File 10 - File input output is for reading the file containirtgetID and password.

Platform - The Platform makes sure that the service carexetrihe ID and password and if the
value are empty notifies the user.

GUI - The GUI shows the error message for the user.

Network - The Network handels all communication over WiFi.

The activity diagram has two endpoints. The one of the emdpsireached if an error has occurred
during this activity, the other endpoint is reached if thavaty is completed successfully.

Receive configuration information

The Receive configuration informatias started if the send ID activity is completed with succeAs.
shown on figureA.3 first a timer is started, then the timer is checked is it havecoanted to 5 seconds
yet. Then it is checked if the configuration informationsnfrthe service share node is received. If it
has not been received yet the the timer is checked agaire tirtter then has reached 5 seconds and the
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configuration informations has still not been received anrenessage is shown. If the configurations
information has been received the configuration is read enasl a ready message is shown for the user
to indicate that the service is ready for use.

Platform

Is configuration
file received?

H Start timer

Show error
message : File 10
'

Show ready
message

Figure A.3: The receive configuration use case

FigureA.3 contains three different boundaries, File 10, Platform &idl. Each of the boundaries clas-
sifies which activities belongs to which boundaries.

File 10 - File input output is for reading the file containirgetconfiguration.

Platform - The Platform starts the timer and checks if thefigonations file is received and if the
timer is larger than the 5 seconds.

GUI - The GUI shows the error and ready messages for the user.

The activity diagram has two endpoints. The one of the emdpsireached if an error has occurred
during this activity, the other endpoint is reached if thevity is completed successfully.

A.1.2 The service share

It is only possible to share the W3S service if the mobilepgietsne as 3G net and WiFi capabilities.
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<Service Share>

ID confirmation

U
Set configuration

)

D

Use service WiFi3GShare
W3G server

share

Figure A.4: The service share use case diagram

The Service share is when the user wants to share one or mwieese FigureA.4 shows the use
cases which are associated with the Service share nodeliedeployment diagram on figuded. The
use case diagram has two actors, the Use service and the®8BR&e server. The Use service is the
active actor which starts the communication and the WiFi3&8& server is an passive actor which only
responds on a requested communication.

ID confirmation

TheID confirmationactivity is waiting for a connection from a user which wouikel to use the W3S
service. When a connection is made from a use service nod®tle ID conformation activity waits

to receive the ID and password from the use service node. WheeiD and password is received a
connection is made to the WiFi3GShare server. If the coimrecbnnection to the WiFi3GShare server
is established the ID and password is send to the WiFi3G3fmxer for confirmation that the 1D and
password matches a paying subscription, after the replycisived the connection is closed. If the ID
confirmation activity is not able to connect to the WiFi3G&hserver an error message is send back to
the use service node.

Network
Wait for Close connection to
. ) connection ( WiFi3GShare server

v 1

Send error
Wait for ID and ass_)
I P to client

Connect to
WiFi3Gshare server

connection
established?

Wait for reply

Send ID —y| from WiFi3GShare 3| Close connection ___)©

server

Figure A.5: The ID confirmation use case
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FigureA.5 contains only one boundary the Network boundary.

Network - The Network handels all communication over WiFd&8G net to the WiFi3GShare
server.

The activity diagram has one endpoint. The endpoint is recdtthe activity is completed successfully.

Set confirmation

Theset confirmatioractivity starts when the reply from the WiFi3GShare serseeceived. If the reply
was that the ID and password matched a paying subscriptenttie amount of points this account has
is checked. If the account has an amount of points largeretea configuration for 3G is set up. When
the configuration is complete a configuration file is madeHeruse service node, then the file is send to
the use service. If the reply from the WiFi3GShare servertiaisthe 1D and password was not matched
to a paying subscription or the amount of points this accbastis zero or less, an error message is send
to the use service node and then the connection to the useesande is closed.

'
+ No
1

Send error Close connection
_) to client ) to client ) (:)

Network

FilelO

'
' '
Setup configuration H Create configuration H Send configuration
for 3G net R ) file for 3G net R ) file to client

is account point < 0

Figure A.6: The set configuration use case

Figure A.6 contains three different boundaries Service, File IO antvdk. Each of the boundaries
classifies which activities belongs to which boundaries.

Service - The service is the boundary for the W3S which dedidsed the reply from the WiFi3GShare
server if the use service node should have access to theeervi

File 10 - Creates the configuration file which will be send te tise service node.

Network - Handles the WiFi connection to the use service node
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The activity diagram has two endpoints. The one of the emdpsireached if an error has occurred
during this activity, the other endpoint is reached if thevity is completed successfully.

W3S share

TheWa3S shareactivity is started when the use service node begins to @s@/865 share to connect to the
3G net. When there is connectivity from the use service nbdelata is monitored. The data monitored
is then compared to the points the account has. If the comitgatops or the monitored data exceeds
the amount of points the connection is to the use service idmsed. Afterwards there is made a
connection to the WiFi3GShare server and the moniteredatatalient ID are send.

'
L]
' Network
L]
'
False |
'
Monitor . Close connection
. ) client data 1 ) to client
L]
'
'
A '
'
' i
'
' Connect

True ! to WiFi3GShare
' server

"

Send monitor data

' .

is client data ' plus client ID
'

< points

]

Close connection to
WiFi3GShare server

Figure A.7: The W3S share use case

Figure A.7 contains two different boundaries Service and Network. hEaicthe boundaries classifies
which activities belongs to which boundaries.

Service - The Service boundary monitors the use servicetidfiz.

Network - Handles the 3G connection to the WiFi3GShare serve

The activity diagram has one endpoint. The endpoint is re@dfthe activity is completed successfully.
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A.1.3 WiFi3GShare server

<WiFi3GShare server>

Account
database

Receive account data
< ;
’

Send account data

Module

Figure A.8: The WiFi3GShare server use case diagram

The WiFi3GShare server node is where the Share Service rodis &n account ID for authentication.
FigureA.8 shows the use cases which are associated with the WiFi3&Séarer node from the deploy-
ment diagram on figurd.4. The use case diagram have two actors, the Share Module arattbunt
database. The Share Module is the active actor which stertssimmunication and the account database
is an passive actor which only responds on a requested coitation.

Receive and send account data

The receive account datatarts when a Share Service sends account data to the WikiB&Server.
The data is check if it is a request for authenticating an @atcor it is monitor data. If it is a request
for authentication of an account the account database dsamech the ID send from the Share Service is
checked if it matches any entries in the account databasen\Wie check is done a reply is send back
to the Share Service if the account was authenticated orlhtite account is authentic the amount of
points are send as well. If the account data received fronsHase Service is monitor data the account

database is read and the points used by the Use Service @ tadidhe account which has shared the 3G
net.
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FilelO

Monitor data
ID or Monitor

data

Receive account
. ) data

Read account database

Y

Add points to the account]
sharing the 3G net

Read account database
Network

Y
Substract
points from the account
using the 3G net

No
Does ID match
any accounts?

Send ID is authentic
and amount of points
to Service Share

Send ID is not authentic
to Service Share

Figure A.9: The receive account data use case

FigureA.9 contains two different boundaries the File IO and Networcltof the boundaries classifies
which activities belongs to which boundaries.

Network - The Network handels all communication over 3G.

File 10 - File input output is for reading and writing in thecacint database.

The activity diagram has three endpoints. the endpointseaehed if the activity is completed success-
fully.
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